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Introduction Générale

Les progres technologiques réalisés cesiéles années dans le domaine des réseaux
sans fil, de la micro-fabrication et des micropsssirs embarqués ont permis la production de
nouveaux types de capteurs dotés de moyens de auication sans fil, peu onéreux et
pouvant étre configurés pour former des réseauaudel autonomies et a infrastructures non
prédéfinies. Ensemble, ils forment un réseau deeoap sans fil capable de surveiller une
région ou un phénomene d'intérét, de fournir désrnmations utiles par la combinaison des
mesures prises par les différents capteurs, dé&désr pour les communiquer ensuite via le
support sans fil a un ou plusieurs points de ctdlec
De nombreux domaines d'application sont alors egés pour ces réseaux, tels que le controle
de l'environnement, la détection et la surveillamss désastres, le domaine militaire et
médical, la domotique et bien d’autres.

En effet, la petite taille des nceuds captémpose des limites sur leurs capacités de
traitement, de stockage et surtout d'énergie ;ilsasont généralement alimentés par des
batteries a capacités limitées. Recharger lesriestdans un réseau de capteurs est parfois
impossible en raison de I'emplacement des noeuds, I plus souvent pour la simple raison
que cette opération est pratiquement irréalisalbbleest donc couramment admis que la
limitation énergétique est une question incontoblmadans la conception des réseaux de
capteurs en raison des contraintes strictes qinetiese sur son exploitation.

A I'heure actuelle, I'effort essentiel de lecherche porte sur les moyens de réduire au
minimum la consommation d’énergie afin de maximisedurée de vie du réseau. Ceci est a
travers l'utilisation de techniques de conservaitmovantes portants sur tous les niveaux de la
hiérarchise du réseau : physique, MAC et routageeffet, si nous voulons que le réseau
fonctionne de maniere satisfaisante aussi longtegues possible, nous devons prendre en
considération la contrainte énergétique imposée &8 capteurs. De facon générale,
economiser |'énergie revient a trouver le meill@mampromis entre: la consommation
énergétique des différentes taches assurées pamapgsurs, la capture, le traitement et la
communication. C’est cette derniere tache quigestdnsommatrice d'énergie prééminente.

De ce fait, I'objectif majeur pour ces réseaux,dsminimiser I'énergie consommeée lors de la
tache de communication. L'une des solutions les glommunément employéepnsiste a
utiliser des protocoles de routage efficaces en termesrdmuoonation énergétique.

Dans ce travail on s’intéresse particuligzat a la conception d’'un nouveau protocole de
routage répondant aux défis imposés par la resso@nergétique limitée au niveau des
capteurs, et ce dans un but de maximiser leur dieé®nctionnement et par conséquent, la
durée de vie du réseau en entier. Pour ce faings awons étudié, dans un premier temps, les
approches de routage sous contraintes énergétignog®sées dans la littérature pour les
réseaux de capteurs. Ainsi, des critiques et dalysas sont apportées aux techniques utilisées
dans les protocoles étudiés, et particulierementtéehniques adoptées dans les protocoles
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proposés selon l'approche de clustering. Cela fistde pouvoir, dans un second temps,
concevoir un nouveau protocole de routage a bams®mmation d’énergie selon I'approche
de clustering. La raison en est que la structumdtiérarchique du réseau s’est présentée, dans
ce contexte, comme une approche de routage quilmoaid'une maniére efficace a 'économie
d’énergie, mais aussi a la réduction des messagesodtrole, I'augmentation de la
réutilisabilité de la bande passante et l'attrdoutide ressources, tout en organisant le réseau
d'une maniere favorable a la préservation de cetsource épuisable et difficilement
rechargeable.

Ce mémoire est organisé en quatre chapitres daréne suivante :

Le premier chapitre présente des généraitéses réseaux de capteurs sans fil avec une
description de leurs architectures et leurs canatifues principales ainsi que leurs domaines
d’application. Nous spécifions par la suite le tyfsecommunication utilisé dans ces réseaux,
pour discuter a la fin les facteurs et les conteainfluant leurs conceptions.

Dans le deuxieme chapitre, nous présentmutsdtabord, le concept de I'énergie dans les
réseaux de capteurs tout en discutant les factetewenant dans la consommation de cette
ressource énergétique, et les différentes appraatmstées pour sa conservation. La deuxieme
partie du chapitre, quant a elle, est consacrdeoedar le concept du routage sous contrainte
énergétique dans les réseaux de capteurs, ou Rpasoms les classifications existantes pour
les protocoles de routage a basse consommatiomrdiénproposés pour ces réseaux et les
facteurs influant leur conception, en citant quekjaxemples de ces protocoles et en apportant
une étude critique a chaque classe de routage.

Apres lintroduction de la classe du routéggrarchique dans le chapitre précédant, nous
consacrons le troisieme chapitre a I'étude détitlé cette approche. Nous définissons en
premier lieu, I'ensemble des concepts relatifs acamisme de clustering ainsi que les
contraintes qui interviennent lors de la conceptnn protocole de routage selon cette
approche. Puis, nous passons en revue les priesipathniques de clustering utilisées dans la
littérature en exposant un ensemble de protocaas dhaque catégorie. Pour présenter a la fin
de ce chapitre, une étude comparative entre |d@reliftes caractéristigues des protocoles
étudiés.

Le quatrieme chapitre est consacré a largien détaillée du protocole de routage
"LMEER" (Layered Multi-hop Energy Efficientc clustering Ragtprotocol)proposé comme
solution a la problématique du routage a basseoocomstion d’énergie dans les réseaux de
capteurs sans fil selon l'approche de clusteringyt ten détaillant son principe de
fonctionnement, puis analyser ses performances eorparant avec le protocole LEACH.

Enfin, nous terminons par une conclusionégdie qui résume nos conclusions tirés de
I'étude de I'état de I'art et de la discussion desultats obtenus par notre solution, et présente
les perspectives envisageables comme amélioragiomtle travail.
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Chapitre 1

Généralites sur les réseaux de capteurs sans fil

1.1 Introduction

Au cours de ces dernieres décennies, la technotlafiaéseaux mobiles n'a cessé de se
développer et a connu un attrait croissant pourauveau type de réseaux ad hoc : les réseaux
de capteurs sans flRCSF$, ou Wireless Sensor NetworR/GN3.

Ces réseaux est le résultat d'une fusiomlelex podles de l'informatique moderne : les
systemes embarqués et les communications sarSefl.derniers ont bénéficié des récentes
avancées technologiques dans le domaine de latorisation des systemes micro-€électro-
meécaniques (MEMS) [3]. lls utilisent dans leurs @gptions des capteurs a faible colt et
consommation d’énergie, dont I'objectif principgdt de recueillir des informations sur leur
environnement immeédiat, de les traiter pour lesefgiarvenir a un ou plusieurs points de
collecte.

Ces réseaux a hautes autonomies et a infrastraatoreprédéfinies sont devenus des éléments
incontournables dans les systemes, ou les infoomatssues de I'environnement extérieur sont
nécessaires pour évaluer et agir. lls couvrentlange étendue d’applications et apportent une
performance irréprochable dans les domaines médiaailitaires, environnementaux, sécurité,
fabrication, télécommunications et robotique.

Dans ce chapitre sur les généralités deteugepet les réseaux de capteurs sans fil seront
présentéedes définitions, leurs architectures et leurs dargstiques. Nous illustrons par la
suite leurs domaines d’applications, leurs archites de communication ainsi que les
différentes contraintes et facteurs influant lezosceptions.

1.2 Le capteur

L'utilisation des capteurs sans fil est digspen plus demandée dans la vie courante. Les
industries proposent des capteurs sans fil qui gq@uvenseigner l'utilisateur sur plusieurs
données selon le domaine d'application. Ces capteamt une architecture et des
caractéristiques bien déterminées qui seront tigaipar la suite.


LENOVO
Stamp
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1.2.1 Définition d’un capteur

Systeme ou organe qui sert a détecter umgohéne physique ou chimique, afin de
prélever des informations comme la pression, laptature et les vibrations qui seront
élaborées a une autre grandeur de nature difféfgete souvent électrique) (voir figure 1.1)
utilisable a des fins de mesure ou de commandg[1,

Grandeur

hysigue
Grar_!d::ieur phyrsig Signal de
=] sarfie
standard

masuner

Systeme de
Contréle
commandes

Capteur 1™ Transmetteur

)

L
Grandaur &lactrigue
image de la grandaur-
physiquea d'antréa

Tension
Prassion

Fig.1.1 Processus De Capture.

Ces dernieres anneées, le marché mondialnaucan intérét primordial aux systemes
embarqués et technologies de miniaturisation ce qguarmet I'apparition d’'un nouveau type de
capteurs, nommés capteurs intelligents (smart seiisqui peuvent étres définis selon deux
points de vue :

- Fonctionnel: ce sont des organes capables de eétentsurer, convertir et traiter les
données collectées en vue de les communiquer e alispositifs du systeme [4].

- Technologique: correspond principalement a de aldlies systemes miniaturisés qui
integrent dans un volume parfois extrémement rédaits le corps du capteur, un
organe de calcul interne (microprocesseur, microbtaur), un systeme de
conditionnement du signal (programmable ou controé une interface de
communication bidirectionnelle avec l'extériéfi9, 7].

Deux types de nceuds capteurs peuvent &tmgliés : capteurs (noceuds ordinaires) et
noeuds puits [3]. Un nceud capteur détecte les phénes physiques et surveille son
environnement immeédiat pour transmettre les desmeécessaires au nceud puits. Ce dernier
les collecte, les stocke et les analyse pour conquanles résultats a d’autre réseaux auquel il
est relie par Internet ou Satellite [3, 4].

1.2.2 Architecture d’'un capteur

L’architecture d’'un capteur comprend deuxtipa: matériel et systeme d’exploitation
embarqué.

1.2.2.1 Matériel

Un nceud capteur est composé de quatre yA]tés sous-systemes principaux (voir figure
1.2). Il s'agit des sous-systemes: de calcul oitetreent, communication, perception et de
contrdle d’énergie [4, 5, 6, 8, 10]. Il peut contedgalement, un ensemble supplémentaire de
modules selon le domaine d’application, comme késye mobilisateur chargé de déplacer le

YEn ligne :Rapport de veille Techno futur Industrie Mars 2008.
2En ligne : IUT CACHAN / Module2-Capteurs / S.POUJOU
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micro-capteur en cas de nécessité, un génératénergie (cellule solaire) [4, 5] ainsi qu’un
systeme de localisation GPS, (Global Positioningt&y) [9].

7

Svstémede localisation Svstéme de mobilit
A A

Unité de perception Unité de traitement| || Unité de communicatiof)

Processeur

Capteur || ADC » Tranceiver

Mémoire

A A A

— - - - Générateur
Unité de contrble d’éneraie {" d’énergie

Fig.1.2 Architecture D’'un Nceud Capteur.

L'unité de perception est composée de deux sous-unités: un capteurnet u
convertisseur Analogique/Numérique (ADC pour AnatogDigital Converter) [6, 8].

Le capteur permet de relier le nceud avec son emarent extérieur, il est
responsable de fournir des signaux analogiquesstmasgeles phénomenes observés a
I'ADC. Ce dernier transforme ces signaux en unaigrumérique compréhensible par
l'unité de traitement pour pouvoir I'analyser.

L'unité de traitement est a la charge du contrble des capteurs et $dogedes
procédures et protocoles de communication [4, &.plus le microcontrdleur ou le
microprocesseur embarqué est associe généralenueiet @nité de stockage nécessaire
a l'implantation et a I'exécution d’'un programmediciel) qui peut étre un systéme
d'exploitation spécialement congu pour les captdliinyOS par exemple voir §
1.2.2.2). Ce microprocesseur peut fonctionner seles modes différents [11] en
fonction de la consommation souhaitée ou de la tgj@ad’énergie restante dans la
batterie. Mais faire la navette entre les diverslesode fonctionnement induira & une
consommation supplémentaire d'énergie et dimindena la durée de vie du capteur.

L'unité de communicationresponsable d'effectuer toutes les émissioréceptions de

données sur un medium sans fil afin de permet&ehfinge d’informations entre le
nceud capteur et son environnement extérieur. Dépemént du domaine
d’application, trois médiums de communication shhpeuvent étre utilisés: optique
(laser), infrarouge et radiofréequences (RF : rathoequency) [12]. Le laser et
linfrarouge n’utilisent aucune antenne mais lecapacités de diffusion sont limitées,
contrairement a la RF qui nécessite une antennenestportée radio en fonction de
I'énergie consommée. Elle reste le moyen le plpemdu pour la communication des
capteurs.

L'unité de contréle d’énergiec’est la batterie qui, n’est généralement nhezgeable

ni remplacable. Cette capacité énergétique lindtéaiveau des capteurs représente une
contrainte cruciale lors de la conception des wbfiée protocoles pour les réseaux de
capteurs. Par ailleurs, les unités d’énergie regadres: supportées par des photopiles
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(cellules solaire) [4] permettent de convertir Bégie lumineuse en courant électrique
et d’étendre la durée de vie de la batterie.

1.2.2.2 Systeme d’exploitation

Le systeme d’exploitatio®perating Systerau O n’est qu’'un ensemble de programmes
responsables d’assurer I'exploitation des resssuncetérielles d'un dispositif par les
applications utilisatrices. Les OSs destinés aweaéx de capteurs sont de petite taille, vue
'espace physiquement limité, mais ils doivent pré#és plus de performances en termes de
temps d’exécution, occupation de mémoire et eniarest’énergie. Comme exemple de
systéme d’exploitation le plus répandu pour lesaés de capteurs : TinyOS.

Tiny OS

TinyOS est un systéme d’exploitation opeurse concu pour les réseaux de capteurs sans
fil. Il a été développé a I'Université de Berkelpgur des applications qui fonctionnaient sur
des dispositifs tels que les grains (motes) de &eyk(voir exemples figure 1.3). Actuellement,

il est utilisé par plus de 500 universités et aantie recherche dans le monde [13,14].

TinyOS respecte une architecture basée sur uneiatiso de composants, réduisant la taille
du code nécessaire a sa mise en place (quelquesdkdts). Cela s’inscrit avec l'utilisation du
langage deprogrammation NesCsyntaxiquement proche d@) [15]. Sa bibliotheque de
composant est particulierement compléte puisquiatitut des protocoles réseaux, des pilotes
de capteurs et des outils d’acquisition de données.composants peuvent étre utilisés tels
qu'ils sont, comme ils peuvent étre aussi adaptissapplications précise&n s’appuyant sur
un fonctionnement événementiel, TinyOS proposegasion trés précise de la consommation
d’énergie du capteur et permet une meilleure adi@pta la communication sans fil [14].

JPL: Sensor Webs LiC Berkeley: COTS Dust Eco Mote

\ HC Berkeley: Smart Dust L'C Berkeley: COTS Dust UCLA: WINS
Fig.1.3 Exemples de noeuds capteurs (Berkeley Mate
1.2.3 Caractéristiqgues d’'un capteur

Actuellement, les capteurs sont considéianece des é€léments incontournables pour
mesurer les parametres physiques dans des enuvinente variés en vue de remplir une

% Enligne : http://www.tinyos.net/special/mission
* En ligne: http://ceng.usc.edu/~raghuCauligi Raghavendra Wireless Sensor Networksapdications) .
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application spécifique. De ce fait, le choix de teap sera fortement conditionné par les
contraintes de I'application et le type d’enviromment. Différentes caractéristiques peuvent
étre tirées [19] dont les plus importantes sont :

- Précision: La précision d’'un capteur s’exprime en fraction ldegrandeur physique
mesuréee. Elle est généralement présentée comme |&@tplus grande erreur prévue
entre le réel percu et les signaux électriquesnisten sortie du capteur.

- Sensibilité: Est définie par le rapport entre le signal physign entrée et le signal
électriqgue de sortie. Caractérise ainsi I'aptituhle capteur a détecter la plus petite
variation de la grandeur a mesurer. A terme d'exempne sensibilité élevée d'un
capteur thermique se produira lors d'un petit cleamgnt de température qui le

correspondra par conséquent, un grand changemeésnsien.

- Etendue de mesure et bande passantk’étendue de mesure n’est qu'une
caractéristique qui donne la plage de fonctionnéndencapteur pour la grandeur a
mesurer. Tandis que la bande passante, exprimédeedce des fréquences extrémes
de fonctionnement.

- La rapidité: C'est le temps de réaction d'un capteur entre fiatian de la grandeur
physique qu'il mesure et l'instant ou l'informatisera prise en compte par la partie
commande.

- Fidélité : Pour une série de mesures de la méme valeur darldeyur d’entréde signal
délivré par un capteur ne varie pas.

- Bruit : Tous les capteurs produisent un certain bruit ddement, en plus du signal de
sortie. Dans beaucoup de cas, le bruit généréeliteg performances d'exécution du
systéme embarqué sur le capteur.

1.3 Les réseaux de capteurs sans fil

Contrairement aux réseaux filaires traditiglsnles réseaux de capteurs sans fil offrent une
grandes flexibilité tout en s’affranchissant auslpémes liés aux cablage et la mobilité des
noeuds.

Dans le paragraphe suivant, nous étudierons ce eaouvype de réseaux sans fil, son
architecture, les difféerences qui le distingue déseaux ad hoc ainsi que ses principales
caractéristiques.

1.3.1 Définition d’'un réseau de capteurs

Les réseaux de capteurs sans fil (WS pireless Sensor Networks) sont considérés
comme un type spécial de réseaux ad hoc. Celaestwasd que ces réseaux sont dépourvus
d'infrastructure préexistante et d’administratiorentcalisée, ou chaque nceud peut
communiquer via des interfaces sans fil (géeémaht en utilisant le support radio) [12].

Les noeuds du réseaux consistent en un grand ndo@aines voir des milliers) de capteurs
matériellement petits, construits a partir des cosapts pas chers pour maintenir un codt de
réseau maniable, et placés généralement prés (eis albixquels ils s'intéressent dans les
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environnements ou ils sont déployés. Ces capteons sapables de récolter, traiter et
d’acheminer les données environnementales de larrégirveillée d'une maniére autonome,
vers une ou plusieurs station de collecte appeiémsds puits ou stations de base [17, 22] (voir
figure 1.4).

f'.';l-u: -|!|'

siarv e illanse

Fig.1.4 Exemple De Réseau De Capteurs.

En effet, ces réseaux se trouvent &dafluence d'une variété de domaines de
recherche : systemes distribués, réseaux mobilé®@dobotiques et systémes de sécurité. Et
donc, leur capacité de communication et souplessdégloiement, par simple dissémination
aléatoire des nceuds capteurs (par exemple : ladggmés un avion ou un bateau) dans la zone
de surveillance, a comporter a leur utilisationgddes secteurs différents et permettant ainsi
leur intégration dans des environnements hostileldrdervention humaine aprés déploiement
est difficile et parfois impossible. Comme parrepde : les incendies de forets, un site apres
tremblement de terre, champs de surveillances niesng@es et dans des régions glaciaires ou
tropicales dans le but est de suivre de manigreig® les effets du réchauffement de la planete,
les changements climatiques et 'augmentation gellation [18, 24].

1.3.2 Architecture du réseau

Les noeuds capteurs décrits précédemmamit tries souvent dispersés a travers une zone
géographique appelée champ de captage, qui dédireone d'intérét pour le phénomeéne
observé. Les données sensées sont achemiaéeseparchitecture d’'infrastructure sans fil a
multi-saut (routage multi saut) au point de cokecbmme montré dans la figure 1.5. La station
de base ou le noeud puits, peut étre fixe ou mdbitéest qu'une passerelle entre les noeuds
du réseau et le noeud capteur chargé de la gelstsoriches ou I'utilisateur final.

Ainsi, l'usager peut surveiller et commander I'eamnement a distance via Internet ou un
satellite, en adressant des requétes precisappéede données requises a récolter aux autres
nceuds du réseau via le nceud puits [1].

Les stations de base possedent beaucoup plus detéapue les capteurs tant au niveau de la
mémoire que de la vitesse de traitement ou desvessen énergie [4].
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Fig.1.5 Architecture d’'un réseau de capteurs.
1.3.2.1 Topologies du réseau

Pour prendre en charge le transfert de desdépuis les noeuds capteurs jusqu’au noeud
puits, le réseau peut étre configuré selon diff@®topologies (tiré de [7] [19]).

La topologie en étoilg(Star Network)

C’est une topologie simple (représentéelgafigure 1.6), ou chaque nceud communique
ses mesures directement a l'unique station de base avoir la possibilité d’échanger des
messages avec les autres capteurs. La statiorsdeebia la seule a pouvoir recevoir ou envoyer
des messages aux nceuds du réseau. Cette approtlue peaniere significative simplifier la
conception, car les soucis de gestion du réseaurédnits au minimum. Néanmoins, elle
présente des limites en terme : de scalabilitéeebbustesse, due a sa dépendance sur un seul
nceud pour contrdler et gérer le réseau.

Fig.1.6 La topologie en étoile.

La topologie maillée (Mesh Network )

Dans ce type de topologie, une communicationti sauts est utilisée comme mode
d’acheminement de messages, ou n’importe quel mEeutlenvoyer a n'importe quel autre
nceud dans le réseau a condition qu’il soit danpatée de transmission, sinon un nceud
intermédiaire intervint pour envoyer le messagea@ud destinataigoir Figurel.7).

L’avantage de cette topologie est la possibilitdpdsisage a I'échelle et la tolérance aux pannes,
par contre la consommation d’énergie dans la congation multi sauts et les latences crées
sont les inconvénients majeurs de cette topologie.

P
-
4-»

» -

Fig.1.7 La topologie maillée.



Chapitre 1 Généralités sur les réseaux de capteurs sans fil

La topologie hybride (Hybrid Star — Mesh Network)

Pour minimiser la consommation d’énergiesdes réseaux de capteurs, une topologie
hybride entre celle en étoile et en mesh est cor(gog figure 1.8). Elle fournit des
communications réseau robustes et diverses. feexdes noeuds qui ont la possibilité de router
les messages des autres noeuds a faible puissa@céralement, ces nceuds a capacité multi
sauts ont une puissance plus élevée que les aatneds du réseau.
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Fig.1.8 Lar topologie hybride
1.3.3 Caractéristiques du réseau de capteurs

Comme les réseaux de capteurs sans filagparentés aux réseaux ad hoc, ces deux types
de réseaux ont de nombreux points communs comiselee d’'infrastructure, 'autonomie et
I'utilisation des ondes radio pour la communicatj@f]. Or, les contraintes et les besoins de
ces réseaux different, le tableau ci-dessous moag@ifférences.

Réseau de capteurs Réseau ad-hoc
Composition Petits micro-capteurs Portables, PDA....
Flot de communication | plusieurs a un (many tgone| Plusieurs a plusieurs (many to many)
Communication Diffusion /Aggregation Point a goin
Topologie Mobilité faible En constante évolutiomabilité forte

Relation entre les nceuds Collaborant  pour le m&haque nceud a son propre objectif
objectif
Identification des noeuds Tres grand nombre de BoeudPrésence de la notion d'ID
n'ayant pas tous une ID
Objectif du réseau Objectif ciblé Générique / comioation
Contrainte clé Ressource énergétiques Débit /QOS

Tab.1.1 - Comparaison entre le réseau de captelerséseau ad hoc [4, 20].

Dans le paragraphe suivant on va détaillauttes caractéristiques spécifiques aux réseaux
de capteurs sans fil.

Contrainte d'énergie

Dans les réseaux ad hoc, la consommatiomedye a été considérée comme un facteur
déterminant mais pas primordial car les ressougéoesgétiques peuvent étre remplacées par
I'utilisateur. Ces réseaux se focalisent plus sur@oS que sur la minimisation de la
consommation d’énergie. Par contre, dans les r&sdawapteurs, la consommation d’énergie
est une contrainte tres importante puisque gémaeaieles capteurs sont déployés dans des
zones inaccessibles. Ainsi, il est difficile voingpossible de remplacer les batteries apres leur
épuisement. De ce fait, la consommation d’énergienmeau des capteurs a une grande
influence sur la durée de vie du réseau en emtjet]].

10
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Forte densité

Les réseaux de capteurs sont caractérisasngagrande densité des noeuds déployés dans
la région a surveiller. Un réseau peut contenir destaines voir des milliers de nceuds
capteurs.

Ressources limitées

Les capteurs sont des objets communicara#i@tres réduite ce qui limite leurs ressources
en termes de : mémoire disponible, puissance dertrant, bande passante et particulierement
en guantité d’énergie embarquée.

Déploiement des nceuds

Il existe, en effet, plusieurs stratégiearpdéployer les nceuds d’'un réseau de capteurs sur
une zone a surveiller, le choix d’'une de ces sirasédépend du type de l'application et de
I'objectif du réseau. Le déploiement peut étre uhéteiste ou aléatoire [1, 21].

Dans la premiére stratégie, les capteurs sont plaeaduellement et les données sont conduites
via des chemins prédéterminés, mais cette solaksment impossible des que I'on considére
un trés grand nombre de capteurs. Le déploieméataite consiste a disperser les capteurs sur
le champ de captage en masse (ex : lachés d’'un)a@autre part, un mélange de ces deux
techniques peut étre envisage.

Les caractéristiques de déploiement, le fonctiorer@nautonome et la fréquence élevée de
pannes (due a I'épuisement d’énergie ou la degin)atendent la maintenance de la topologie
d’'un réseau de capteurs complexe. En effet, pltsieentaines de capteurs sont déployés avec
une densité pouvant étre supérieure a 20 nceudndace qui exige une bonne gestion de la
maintenance de la topologie du réseau déployé.ld b est toujours préférable de prévoir
une forte densité autour de la station de baséootes les données sont acheminées vers cette
station [21].

La mobhilité

La mobilité devient une question clé pourtaies types de réseaux de capteurs. Par
exemple, dans des applications de détection otaeteurs sont embarqués sur des dispositifs
mobiles tels que les véhicules, ou sur des aniniua. mobilité est trop fréquente, elle ne peut
étre considérée comme un probleme secondaire éaype d'environnement.

Ainsi, la détection des voisins et la reconfiguatdu réseau exigent habituellement un nombre
important de messages de contréle de topologigucenduit a une dépense importante en
énergie. En outre, un autre type de mobilité pdauétae pris en compte, qui est la mobilité de
la station de base et dans d’autres cas la mdliis deux dispositifs en méme temps : noeuds
et station de base [4, 21].

Auto organisation du réseau et la dynamicité de leopologie
Ceci peut étre nécessaire, vu la grande tdetdss noeuds capteurs et leur déploiement dans
des zones d’intérét critiques ou aucune interverti@maine ne peut étre possible pour assurer

leur organisation. Et donc, les noeuds peuventh(par manque d'énergie ou destruction
physigue), comme de nouveaux nceuds peuvent joiadéseau. Par conséquent, le réseau doit

11
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étre capable de s’auto organiser et de se mogifigodiqguement de sorte qu'il puisse s’adapter
aux changements de la topologie tout en assurarfosationnement [21].

Couverture limitée

Dans les réseaux de capteurs, chaque nceudntohine certaine vue locale de
I'environnement qui est limitée par sa portée (Maure 1.9). La couverture d’'une vaste
surface est composée de l'union de nombreuses tate® de petite taille assurée par ces
noeuds.

Fig.1.9 La vision d'un capteur Dépend du rayonédeption.
Connectivité

La densité tres élevée des noeuds dans deaur de capteurs exclue completement leur
isolement et augmente ainsi leur connectivité. Bseau de capteurs est dit connecté si et
seulement si, il existe au moins une route entexgé paire de nceuds [16]. La connectivité
dépend essentiellement de I'existence des routks.ekt affectée par les changements de la
topologie du a la mobilité et la défaillance de we=suds.

Sécurité physique limitée

A l'instar des réseaux ad hoc, les réseaugagteurs sont plus touchés par le paramétre de
sécurité que les réseaux filaires classiques. Selpstifie par les contraintes et limitations
physiques qui minimisent le contréle sur les dosrtégnsférées [23].

1.4 Domaines d’applications

Le faible colt de production et 'usage d&pdsitifs miniaturisés et a faible consommation
dans les réseaux de capteurs a révéle l'idéeude ldilisations dans des domaines tres variés.
Les multiples applications envisagées dans ceaugsmnt souvent classés en cing familles [4,
7, 25, 26].

1.4.1 Applications militaires

Comme pour beaucoup d'autres technologiesooe historiguement les militaires qui se
sont intéressés les premiers aux réseaux de capfayourd’hui, ces réseaux sont devenus un
axe de recherche tres important. Ills peuvent @pelement déployés pour la surveillance des
champs de bataille et utilisés pour fournir d'unaniare intelligente I'endroit, le nombre, les
mouvements et l'identité des troupes et des véscudinsi que la détection des produits
chimiques, biologiques et armes nucléaires.

12
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1.4.2 Applications environnementales

Les réseaux de capteurs peuvent étre enplmyér détecter et surveiller les changements
environnementaux des : foréts, océans, réserveselsmtet champs agricoles. Ceci permet
I'avertissement de tout risque survenu sur cesdiintéréts comme par exemple: le signale
de début d'incendie, qui pourrait considérablenagigimenter I'efficacité de la lutte contre les
feux de forets.

Sur les sites industriels, les centrales nucléaitepétrolieres, des capteurs déployés peuvent
détecter les fuites de produits toxiques (gaz, yitecchimiques, éléments radioactifs, pétrole,
etc.) et donc alerter les utilisateurs dans unid&lffisamment court pour permettre une
intervention efficace.

1.4.3 Applications a la sécurité

Pour contréler la sOreté, I'antisismiquelatdéformation, les batiments et les structures
integrent dans les murs des capteurs sans alinngectrique ou autres connexions filaires.
Les différentes applications des réseaux de captdans la sécurité pourraient diminuer
considérablement les dépenses financieres consaérda sécurisation des lieux et a la
protection des étres humains tout en garantisgantailleurs résultats.

1.4.4 Applications médicales

L'utilisation des réseaux de capteurs dassapplications de santé est potentiel tres
bénéfique en termes de qualité de vie et survedlates patients et des médecins a l'intérieur
d'un hépital, pareillement, dans les sites éloigtéte I'assistance a domicile des personnes
agees. Des capteurs peuvent étre avalés ou implaats la peau (micro-cameéras) offrant la
possibilités de collecter les informations des fmms vitales de I'étre humain, réduisant ainsi
le retard d’obtention des résultats de diagnostecsertains maladies et limitant le recours a la
chirurgie en transmettant des images de l'intérikeucorps humain.

1.4.5 La domotique

Avec le développement technologique, legteaas peuvent étre embarqués dans des
appareils, tels que les aspirateurs, les foursaioroindes, les réfrigérateurs..., donnant ainsi
naissance a un autre type d’application dans letpselréseaux de capteurs émergent: la
domotique [13]. Dans ces applications, le réseaoageurs est déployé dans I'habitation. Le
principe est que le réseau forme un environnena#nénvironnement pervasif. Son but est de
fournir toutes les informations nécessaires auxliegipns de confort, de sécurité et de
maintenance dans I'habitat. Les capteurs sont dptears de présence, de son, ils peuvent
méme étre équipés de caméras. Un tel réseau daiefiee de créer une maison intelligente
capable de comprendre des situations suivant lgpadement des occupants et d’en déduire
des actions.

Ces réseaux sont donc tres hétérogenes (des édiéeictroménager peuvent faire partie du
réseau aussi bien que les ordinateurs personiiedg)peut que certains éléments aient besoins
d’étre économes en énergie mais ce n'est pas ldecésut le réseau (il ne s’agit pas pour ces
applications de réseaux grande échelle).

En revanche, ces réseaux doivent étre hautemeonfigarables d’'une part la topologie du
réseau peut changer d’un jour a l'autre avec I'aagément, d’autre part on peut avoir besoin
de changer le type d’application pendant la vieéheau.
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1.5 La communication dans les réseaux de capteurs

Dans les réseaux de capteurs, les nceudsntidiien réagir avec I'environnement ou ils
sont placés. Ainsi, ils doivent permettre une comication multi sauts pour les données qui
circulent dans la zone de capture. Pour cela, ueteade communication est proposé par lan
et al [4] dont le réle principal est la standartimade la communication entre les participants
afin que différents constructeurs puissent mettr@a@int des produits (logiciels ou matériels)
compatibles. Ce modele (détaillée dans 1.5.1) coenlbi@nergie et le routage, integre les
données avec les protocoles réseaux et promeutcamgnunication efficace entres les
différents nceuds a travers un medium sans fil.

1.5.1 Pile protocolaire (modele en couches)

Par analogie au modele OSI (Open Systerterchmnexion) des réseaux filaires, le
modéle de communication utilisé dans les réseawageeurs comprend cing couches qui ont
les mémes fonctions que celles du modele OSI.

Comme la communication n’est pas le seul souci tEmséseaux de capteurs, il y a d’autres
criteres trés importants qu’il faut en tenir compie ce fait, d’autres couches supplémentaires
sont ajoutées pour gérer I'énergie, la mobilité maEsids et 'ordonnancement des taches.

Le rOle et les caractéristiques des couches : @gifn, transport, réseau, liaison de données,
physique et les niveaux intégrés : plan de gesti@nergie, plan de gestion de mobilité et le
plan de gestion de tache (voir la figure 1.10t$ésumés dans le paragraphe suivant.

i
o 5
o 3| 8
Couche Application 2l 3] 9
ol @O @
D D o
Couche Transport ol & 5
@l Q| qf
ol 3| 2
Couche Réseau ol 2 2
S o
ol 3| S
Couche Liaison De Données %‘ 8/3{
2/%
) Q| A
Couche Physique )«

Fig. 1.10 Modele en couches (pile protocolairahd'architecture de réseau de capteurs [3].

Couche application
Suivant la fonctionnalité des capteursfédéntes applications peuvent étre utilisées et
implémentées sur cette couche. Elle fournie desamg&mes pour permettre a l'utilisateur

d’interagir avec le réseau en lui fournissant aeerfaces pour la création et la diffusion des
requétes et un moyen d’interpréter les réponseesdg].

Couche transport

Cette couche constitue une interface dateuche application et la couche réseau. Elle
est responsable : du transport de données, leaugége en paquets, contréle de flux,
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conservation de 'ordre des paquets et de la gedéis éventuelles erreurs de transmission [3].

Couche réseau

Dans un réseau de capteurs, les nceudsdsparsés a forte densité pour observer un
phénomene dans une région. Par conséquent, ilstrasnproches les uns des autres. Pour
assurer la propagation du signal sans effets dexdatjon, les réseaux de capteurs utilisent une
communication multi sauts. De plus, les nceuds abwiw®nsommer moins d’énergie pour
acheminer les données capturées dans le réseacewd puits, ce qui rend l'utilisation des
protocoles de communication traditionnels des m#sead hoc impraticables. Par ailleurs
d’autres caractéristiques peuvent étre citées |} d'illustrer le besoin de nouveaux
protocoles de routage pour les réseaux de capteurs:

- il n'est pas possible d'établir un systeme d'adgesglobal vu le grand nombre de
nceuds capteurs.

- les applications des réseaux de capteurs exigaaulement des données mesurées par
de multiples sources a un nceud puits particulier.

- Les multiples capteurs peuvent produire les mémesnées a proximité d'un
phénomene (redondance des données captées dioeta tkensité de déploiement).

- les capteurs exigent une gestion soigneuse deeuress disponibles a savoir : la
puissance de transmission, énergie de la battensi, que la puissance de traitement et
stockage.

Couche liaison de données

La couche liaison [4, 22] est a la changerdiltiplexage de données, détection des trames,
la gestion de l'acces au support de communicatiole econtréle d’erreurs. Elle assure la
fiabilité de la communication point a point et nijdint. Cependant, les protocoles MAC
(Media Access Control) conventionnels ne sont pesigment applicables dans les réseaux de
capteurs. Cette couche, exige I'utilisation de grotes qui doivent étre capables : de réduire au
minimum la collision avec I'émission des voisinslet minimiser les retransmissions.

Couche physique

Dans cette couche les besoins d'une modulaimple et robuste a motiver l'utilisation
des techniques de transmission et de réceptionodeéds afin d’assurer la sélection des
fréequences, la génération des porteuses et leagymies différentes données [4]. De maniere
générale, le choix d’'un bon schéma de modulatiborégue et dépend du systéme utilisé.

Les niveaux intégrés dans la pile protocolaire

Trois couches supplémentaires sont intégdées la pile protocolaire : plan de gestion
d’énergie, plan de gestion de mobilité et le mlargestion de tache.

1. Plan de gestion d’énergie
Cette partie gere la maniere dont les noeuds eriliseurs énergies. Généralement un
capteur ne nécessite qu’'une source énergétiqueadirts 0.5 Ah, 1.2 V). Comme la vie du

nceud a une dépendance forte a I'égard de la vie datterie, il doit par conséquent
contrdler et minimiser sa consommation d’énergi. €&emple, aprés la réception d’un
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message, le capteur éteint son récepteur et seemehode sommeil afin d'éviter la
duplication des messages déja recus. En outre,revéau d’énergie atteint un seuil bas, le
nceud diffuse a ses voisins une alerte pour legntdp qu’il ne peut pas participer au
routage. L'énergie restante est réservée a la mapth

2. Plan de gestion de mobilité

Il permet la détection et I'enregistrement des neooents des nceuds capteurs afin de maintenir
des informations sur leurs localisations et d'd@aetie continuellement une route vers
l'utilisateur final. Dans plusieurs cas les nceudpteurs peuvent étre mobiles suite a une
configuration d’'une nouvelle topologie ou bien parchangement d’'emplacement désiré par
l'utilisateur. Le systeme de gestion de mobilité d&ire capable de commander les nceuds pour
réaliser les mouvements nécessaires [4].

3. Plan de gestion de tache

Ordonnance et balance les différentes taches dwreage données dans une région
spécifique. Il n’est pas nécessaire que tous lagdaae cette région effectuent la tache de
capture en méme temps ; certains nceuds exécutemtaehe plus que d’'autres selon leur
niveau de batterie [4]

1.5.2 Technologies et standards de communication

Pour assurer la communication sans fil elesenceuds d’'un réseau de capteur, un certain
nombre de modalités de communication peuvent étrglayées. Par exemple: la radio, la
lumiere diffusée, le laser...etc.

Parmi les standards les plus aptes a étre expldégs les réseaux de capteurs on retrouve :
WIFI (IEEE 802.1), Bluetooth (IEEE802.15.1 and Zigbee (IEEE 802.15.4).

WI-FI (IEEE 802.11)

Ce standard [8] soutenu par I'alliance WEGMKireless Ethernet Compatibility Alliance),
est trés connu actuellement, son nom vient de t&sgion anglaiseWireless Fidelity’.Un
certain nombre de normes dérivées ont été créeechaologie WiFi (802.11et ses variantes),
bien qu’elle soit congue pour les LANs sans fil ggicomposent habituellement d’ordinateurs
portables et de PDAs, est également supposéahtdiaux réseaux de capteurs.

Cependant, la consommation d’énergie élevée aibé dxcessif rendent les protocoles 802.11
non appropriés aux réseaux de capteurs. Ce faibtavénles chercheurs a concevoir des
protocoles MAC efficaces en énergie et spécifiquesréseaux de capteurs (voir § 2.2.2).

Bluetooth ( IEEE 802.15.1 et .2)

La technologie Bluetooth, dont Ericsson itiérie projet en 1994 a pour but principal de
remplacer les cables sur de petites distances.estlaitilisée dans les téléphones portables
comme interface de connexion pour accéder a unMdtheureusement, le grand défaut de
cette technologie est sa trop grande consommatnedjie. Elle ne peut donc pas étre utilisée
par des capteurs qui sont alimentés par une magergui, idéalement, devraient fonctionner
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durant plusieurs années [13]. En voici quelquesataristiques de la technologie Bluetooth
tirées de [27] :

- Bluetooth est une technologie sans fi, déposé costamglard a I'lEEE, c’est le 802.15.
Elle fonctionne dans le spectre de fréquences B4 G

- Bluetooth est destiné a un usage personnel eassectlans la catégorie PAN (Personal
Area Network) ; réseau a zones restreintes de gesldizaines de metres.

- Latechnologie sans fil Bluetooth est orientée Wessapplications données et voix .

- Elle peut fonctionner sur une distance de 10 oul@@ metres selon la classe de
I'appareil Bluetooth. Le débit de données maximakades données rehaussées s'éleve
a 3 Mbits/s .

- Les ondes de la technologie sans fil Bluetooth petitraverser des objets massifs .

- Cette technologie est omnidirectionnelle et ne s&ite pas la visibilité directe des
appareils connectes.

Lors du développement de la spécification Bluetptdhsécurité a toujours été et continue
d'étre une priorité.

Zigbee (IEEE 802.15.4)

La technologie Zigbee, gérée par la Zigbdarae et combiné avec IEEE 802.15.4, offre
des caractéristigues qui répondent mieux aux besdies réseaux de capteurs. Cette
technologie qui est destiné aux environnements ialefaconsommation d’énergie et
équipements électroniques portables permet unférdrstable de données, une installation
facile, un co0t réduit ainsi qu'une tres basse comsation d’énergie nettement moins que
Bluetooth (voir tableau 1.2 )[13, 28]. Ces perfontes en termes de consommation d’énergie
ont poussé plusieurs industriels de capteurs &ger dans leurs produits capteurs comme
MicaZ, Telos, ...etc. Zigbee [28] fonctionne gladrakent sur la bande de fréquences des 2,4
GHz mais également a 916 MHz en Amérique du nor 86 MHz bande libre en Europe.
Ses principales caractéristiques sont :

Rapport- gratuitcom {3
- Deébits compris entre 20 et 250 Kbits/s. s @

- Supporte différentes types de topologies résdailgémesh).
- Signal robuste et résistant aux interférences (ndcatees CSMA/CA).
- Pénétration a travers les murs et plafonds.

- Sécurité: exige un contréle d'acces, cryptage denéks (128-bit AES, cryptage +
authentification).

- permet de connecter jusqu’a 255matériels par résgaune portée allant jusqu’a 100
metres.
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- Cycles d'émissions/réceptions et connexions alaueses rapides ce qui permet une
faible consommation d'énergie.

Ci-dessous un tableau comparatif entrértés technologies de communications décrites
précédemment.

Technologie WIFI Zigbee Bluetooth
IEEE 802.11a/bl/g 802.15.4 802.15.1
Besoins mémoire 1 Mb + 4 -32 Kb 250 Kb +
Autonomie avec pile | Heures Années Jours
Vitesse de transfert 11-54 et + Mbl/g 250 KB/s 13vib/
Portée 300 m 100 m 10-100 m

Tab.1.2 - comparaison entre les trois technolo@&&802.11, Bluetooth et Zigbee.
1.6 Facteurs et contraintes influant la conceptiordu réseau

Plusieurs facteurs et contraintes guidertolaception des réseaux de capteurs et agissent
sur leur bon fonctionnement [4, 7, 21, 30, 33].

1.6.1 Tolérance aux pannes

Certains nceuds peuvent étre défaillants bib@s a cause d’'un épuisement d’énergie, ou
subissent des dommages physiques (écrasés panidesua ou lorsqu’ils sont jetés par un
avion). La défaillance de ces capteurs ne doitaffester la globalité de la tache du réseau. La
tolérance aux pannes est la capacité de soutsrfioetionnalités d’'un réseau de capteurs sans
causer des interruptions lorsqu’un capteur cesderagionner ( la panne ne devrait pas avoir
une influence sur le fonctionnement du réseau) B8, De ce fait, des protocoles et des
techniques peuvent étre congus pour évaluer leanide la tolérance aux pannes exigé dans
les réseaux de capteurs. Si les capteurs sontyéspttans un habitat, la tolérance aux pannes
exigée peut étre basse, puisque ce type de résézsixpas facilement endommageé, alors que
si les capteurs sont déployés dans un champ d#éiéataur la surveillance et la détection, la
tolérance aux pannes devrait étre élevée puisquddenées surveillées sont critiques et les
capteurs peuvent étre détruits facilement par diésrs hostiles.

1.6.2 Passage a I'échelle (scalabilité)

Le nombre de capteurs déployés peut étterdie de la centaine ou du millier. Le réseau
doit donc étre capable de fonctionner efficacenasec une grande quantité de capteurs. De
plus, les nceuds doivent traiter un grand nombreédiéments sans étre saturés.

1.6.3 Topologie dynamique
La plupart des architectures réseau repasgrides capteurs statiques. Pourtant, la mobilité

des stations de base et/ou des capteurs est pagimessaire dans de nombreuses applications.
Par exemple le cas des capteurs attachés a dés wigkiles qui se déplacent d'une facon libre
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et arbitraire rendant ainsi, la topologie du rés&@gquemment changeante et en constante
évolution. Egalement, I'état d’activité des capge(extinction, mise en veille et actif) intervient
dans les changements de la topologie. La concepifiom protocole d’auto-organisation qui
s’adapte continuellement et rapidement aux changene’avére nécessaire pour assurer le
bon fonctionnement du réseau.

1.6. 4 Codt de production

Le colt de production d’'un seul capteurtest important pour I'évaluation du codt global
du réseau car ces réseaux sont constitués d'ud goanbre de nceuds capteurs ce qui rend le
prix d’un nceud trés critique. Si ce dernier estteox, alors le colt du réseau sera trés élevé et
non maniable. Pour cela le colt d’'un capteur nepls étre cher (souvent pas plus de 13) afin
d’avoir un codt global du réseau raisonnable. IDes la minimisation du co(t de production
du nceud capteur constitue un grand défi mené patchiercheurs, vu les fonctionnalités que
doivent comporter ces nceuds et I'objectif désindérpm colt inférieur a 1$.

1.6. 5 L'environnement

Les capteurs sont souvent déployés en niese des endroits tels que les champs de
bataille au-dela des lignes ennemies, a l'intéraigrandes machines, au fond d’'un océan et
dans des champs biologiguement ou chimiquementlié&auiPar conséquent, ils doivent
pouvoir fonctionner sans surveillance dans cerégielativement éloignées ou hostiles.

1.6.6 Qualité de service

Dans diverses applications, la donnée dmttéansmise dans une certaine plage de temps,
sinon elle devient caduque. Pourtant, dans lpgptudes applications la durée de vie du réseau
est favorisée au détriment de la qualité d’émisgies données. Les protocoles de routage
assurant une qualité de service et prenant en ediagestion de I'énergie, représentent un défi
nouveau et stimulant.

1.6.7 Contraintes matérielles

Un noeud capteur est constitué d’'un ensemdleomposants (voir 81.1.2.1) nécessitant
d'étre regroupés dans un module convenable quigeude la taille d’'une boite d’allumettes
[30]. La taille exigée peut étre plus petite quénme un centimetre cube [34]. Cette dimension
assez réduite permet un déploiement flexible epksirdu réseau, mais par contre elle limite la
puissance de calcul, capacité de stockage et Hani@® d’énergie. La contrainte énergétique
dans ce type de réseaux étant trés forte, puisouednsidere généralement qu'’il est difficile
voire impossible de recharger les batteries deseuep (capteurs déployés dans des zones
hostiles et inaccessibles). L'ordonnancement déétiet I'auto-organisation sont considérés
comme des solutions de premier choix, dans le l@teiddre I'équipement radio de certains
capteurs et permettre seulement aux capteurs dispode plus d’énergie de transmettre les
données capturées a la station de base.

1.6.8 Les médias de transmission
Les nceuds communicants sont liés par unumeédans fil qui peut étre : la radio (WIFI,

Zigbee), le Bluetooth. Le médium doit étre comgatiévec I'environnement de I'application.
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Les capteurs possedent le matériel nécessaire gffaatuer des communications par ondes
radio. Toutefois, la diffusion de I'information vi@es liens est peu aisée a cause de l'instabilité
et du manque de fiabilité qu’ils présentent. De spldutilisation d’'un médium de
communication partagé pour faire face aux interfées radio, réduit considérablement la
capacité d’exploitation du canal.

1.6.9 Consommation d’énergie

Les capteurs utilisent leur réserve d’érer@ides fins de calcul et de transmission de
données. La durée de vie d’'un capteur dépend esdtmment de celle de sa batterie. Dans un
réseau de capteurs, chaque noeud peut jouer |d'éetteur et de routeur. Par conséquent la
défaillance énergétique d’'un capteur peut chanigmifieativement la topologie du réseau et
impose une réorganisation colteuse. De ce faitm#gorité des recherches actuelles se
concentrent principalement sur les moyens de réa@ite consommation énergétique.

1.7 Différentes problématiques et axes de rechereldans les réseaux de capteurs

Les travaux de recherche menés dans le dem#dgs réseaux de capteurs ont révelé
plusieurs problématiques. Tous les challenges piesgs ces réseaux sont dus principalement a
la taille des capteurs. Autrement dit, on rechercne miniaturisation maximale et des
performances optimales quant a la transmissiodélbét et la consommation d’énergie qui est
un facteur primordial dans ce type de réseaux. Rasproblématiques, nous citons :

- Routage concevoir un protocole de routage performanteemes de minimisation de
la consommation de I'énergie, du choix des rouggsles pour 'acheminement de
l'information d’'un capteur a la station de baseviee versa, de réduction du délai de
délivrance des paquets, ainsi qu'au passage dwaurédel’échelle sans que ses
performances se dégradent, constitue la plus grpadedes travaux réalisés dans le
domaine des réseaux de capteurs. La majoritéedbenches menées actuellement sur
les protocoles de routage se focalisent sur leagruthiérarchique. Le routage
hiérarchique consiste a structurer le réseau eangamble de groupes nommés clusters
selon un processus de clustering. Un cluster esttitoé d’'un chef ‘cluster-head’ et de
ses membres. Chaque nceud membre envoie les doreq@ées a son cluster-head.
Pour garantir cela, deux schémas sont utiliséass tapremier, un nceud membre ne
communique qu’avec son ‘cluster-head’. Par contee,deuxiéme schéma tolére
I'utilisation d’autres noeuds cluster-heads commaigelLe chapitre trois présente en
détails cette approche de clustering.

- Couche MAC la spécificité des réseaux de capteurs sangdigssite le développement
de nouveaux protocoles MAC qui s’adaptent aux eamies imposées par ces réseaux.
Ceci dans le but de minimiser la consommation d@iee optimiser le partage du
médium ainsi que minimiser le délai de délivranes daquets. Le chapitre suivant va
détailler quelques travaux réalisés selon cet axe.

- Qualité de servicedes protocoles au niveau de la couche MAC dent&te capables
d’établir des priorités entre les flux, limiter lpertes de paquets pour la gestion du
réseau, ou du moins en restreindre I'impact. Emepudans les réseaux de capteurs
orientés événements ou I'information devra étreomée au centre de controle dans un
meilleur délai, il est nécessaire d’optimiser camj@ement les criteres latence et
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conservation d’énergie, car la faible latence @awir un impact négatif sur le nombre
de communications et par la suite sur la consonomatiénergie dans ces réseaux. Pour
cela, les protocoles de routage garantissant lditéude service doivent également
respecter la contrainte énergétique. Cet axe dberelte motive d'avantage les
chercheurs et attire de plus en plus d’intention.

- Cross-layer: dans les modeéles classiques, les concepteuremsstoptimiser les
performances au niveau d'une couche indépendammest autres couches. Par
exemple, le routage et les fonctions de la coucA€Mont optimisés indépendamment
les uns des autres. Cependant, une telle indépemdsst communément considérée
comme trop onéreuse pour les réseaux de capteawrscoRséquent, une coopération
permettant un compromis entre performances, dépeeda&t flexibilité doit étre
proposée pour optimiser les capacités du résegargiral et sur tous les niveaux.

- Diffusion de l'information: les protocoles de diffusion congus pour les agsede
capteurs doivent tenir compte de leurs spécifica@ssi que de leurs contraintes
intrinséques imposées. Et donc, pour la conceptiom protocole efficace pour ce type
de réseaux on doit assurer une couverture maxidesecapteurs composant le réseau,
minimiser le nombre des réémetteurs et des réceptiedondantes et tolérer la
consommation d’énergie.

- Sécurité: pour les applications qui exigent un niveau deugée assez élevé telles que
les applications militaires, des mécanismes d'atfieation, de confidentialité et
d’intégrité doivent étre mis en place au sein de mMmunauté. Les algorithmes de
cryptographie congus pour les réseaux de capteaiverd tenir compte des ressources
limitées que présentent ces réseaux.

1.8 Conclusion

L’intérét pour les réseaux de capteurs s@itcconsidérablement, ils sont devenus
actuellement des éléments indispensables danseptasdomaines tout en exploitant de
multiples technologies de communication. Les ddifdes utilisations possibles de ces réseaux
démontrent la diversité de leurs applications. fet,eles applications des réseaux de capteurs
sont fortement dépendantes du domaine et des ifbjertvisages. A chaque application
correspond une architecture du réseau et une inepléxtion. Ainsi, le déploiement de telle
infrastructure ou topologie, a la fois dynamiqueeebnfigurable pose de grands défis auxquels
il faut répondre. Par exemple la durée de vie émide la batterie du capteur, ou chaque nceud
est alimenté par une source d’énergie généralemmemplacable et limitée, pose un grand
probleme sur la durée de vie totale du réseau &areRour cela, beaucoup de chercheurs
essayent d’intégrer des mécanismes qui permeteeptalonger la durée de vie du réseau. lls
consacrent une grande importance a la conservd@mergie de la communication qui est la
plus gourmande dans ce type de réseaux, et adalgvkeloppent par la suite des protocoles de
routage appropriés.

Le chapitre suivant est consacré a I'étudailii&e du concept d’énergie dans les réseaux de

capteurs sans fil ainsi que les techniques utdig¥rIr sa conservation, et aussi pour présenter
des protocoles de routages a contrainte énergéligpleyés pour ces réseaux.
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Chapitre 2

Routage a basse consommation d’énergie

2.1 Introduction

Les réseaux de capteurs sans fil prennebdm@leur dans notre quotidien, et la recherche
internationale, aussi bien académique qu'indulgrielaccorde de plus en plus d'efforts. En
revanche ces réseaux posent un certain nombrefidesdéntifiques. La majorité des travaux
de recherche menés actuellement se concentremigai@ment sur les moyens de réduire au
minimum la consommation d’énergie de sorte a maemla durée de vie du réseau. Cette
contrainte énergétique est induite par I'utilisatide capteurs alimentés par des batteries a
capacités limitées et tres souvent irremplacabl®ss capteurs assurent I'acquisition des
données, leur traitement et leur communication stdéion de base. C’est cette derniére tache
qui est la plus consommatrice d’énergie. Un borésehde gestion d’énergie doit en priorité,
prendre en compte les facteurs intervenants dacsnsmmmation.

La plupart des protocoles de communications usilg#ns les réseaux Ad hoc ne s’adaptent pas
aux particularités des réseaux de capteurs. Daonétessité de les améliorer ou de développer
de nouveaux protocoles assurant la conservatiarerjée afin d’augmenter la durée de vie du
réseau.

Dans ce chapitre, on va aborder en prenmeer le concept d’énergie, puis décrire les

différents facteurs intervenant dans sa consommaiiasi que les approches utilisées pour sa
conservation.
Dans la seconde partie de ce chapitre, apres awoaduit le concept de routage dans les
réseaux de capteurs, un panorama de différentssifedations proposées dans la littérature
pour les protocoles utilisés dans ces réseauxi qies les facteurs influant leur conception,
sont présentés. Pour chaque classe, des exemptdewmis. La conclusion de ce chapitre est
donnée dans la section 2.4.

2.2 Energie

Comme les noceuds capteurs sont des compasartslectroniques, ils ne peuvent étre
équipés que par des sources limitées d’énergiecddait, I'énergie est un phénoméne
prépondérant pour le bon fonctionnement du résediune considération importante dont les
protocoles de routage doivent en tenir compte. Daparagraphe suivant seront détaillés : la
consommation d’énergie, les facteurs intervenantsdeette consommation ainsi que les
techniques utilisées pour sa conservation.
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2.2.1 Consommation d’énergie dans les réseaux dgpteurs

Le but des réseaux de capteurs est de Harvaene zone: prendre des mesures et de les
faire remonter vers un certains noeuds qui sontesura de relayer I'information & l'utilisateur
final. Pour cela, les capteurs déployés utiliserr |énergie pour réaliser trois actions
principales : la capture, le traitement et la comitation[2, 26, 29, 33]

- Energie de perceptionL’énergie consommeée pour effectuer I'acquisitiest pas tres
importante. Elle se résume dans I'échantillonnagdeetraitement des signaux, la
conversion des signaux physiques en signaux éleesiet la conversion analogique
numérigue. Néanmoins, cette énergie varie en fomaiu phénomeéne et du type de
surveillance effectué. Par exemple une captureteavialle régulier consomme moins
d’énergie qu’une surveillance continue.

- Energie de traitement L'énergie consommeée par les opérations de cektibeaucoup
plus faible que I'énergie consommeée lors de la camipation. Par exemple : I'énergie
nécessaire pour transmettre 1 KB sur une distaec&0@ m est approximativement
équivalente a I'énergie nécessaire pour exécudes inillions d’instructions avec une
vitesse de 100 millions d’instructions par seco(MiS) [34].

- Energie de communication La communication couvre les communications en
émission et en réception et consomme beaucoupdjgusrgie que les autres taches a
cause de I'amplificateur utilisé dans les transioiss La puissance du support radio :
meédia de transmission utilisé pour assurer la comcation est déterminée par
plusieurs facteurs comme le type du systéeme de laibaly, quantité de données a
communiquer et la distance de transmission.

2.2.2 Facteurs intervenant dans la consommation éhergie

La consommation d’énergie dans les réseauxag¢eurs dépend de plusieurs facteurs.
Dans ce qui suit, nous présentons les principalesces de perte d’énergie.

1. L’état du module radio

Pour assurer la communication entre les éisndu réseau, les capteurs utilisent leurs
modules radio. Ce module est le composant qui console plus d’énergie.

Pour ce module radio, quatre états de fonctionnepmuwvent étre distingués: actif, réception,

transmission et sommeil:

- Etat actif : La radio est allumée, mais elle hlgas employée. En d’autres termes, le nceud
capteur n’est ni en train de recevoir ni de trart@eCet état provoque une perte d’énergie
suite a I'écoute inutile du canal de transmisskour éviter cette perte d’énergie, un capteur
ne doit s’activer qu'en cas de nécessité, et I rds temps il doit se mettre dans I'état
sommeil.

- Etat sommeil : la radio est mise hors tension.

- Etat de transmission : la radio transmet un paqu

- Etat de réception : la radio recoit un paquet.

Dans la plupart des cas, la consommatiorectjgm est relativement élevée dans le mode
actif, puisque ce dernier nécessite que le modatkorsoit mis sous tension et décode
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continuellement les signaux radio afin d’apercev@irrivée des paquets. Comme premiere
solution, mettre le module radio en état de somrheilpassage fréquent de I'état actif a I'état
sommeil peut avoir comme conséguence : une constamtiénergie plus importante que de
laisser le module radio en mode actif. Cela esh dl puissance nécessaire pour la mise sous
tension du module radio. Cette énergie est appkééergie de transition. Il est ainsi
souhaitable d'arréter completement la radio, platé¢ de transiter dans le mode sommeil. Le
changement d’état du module radio doit étre gér@ipagrotocole de la couche MAC [31].

2. L’acces au médium de transmission

Le bon fonctionnement du réseau dépend, da@$arge mesure, sur l'efficacité du contréle
d’acces au médium de transmission : protocole MAilisé. Ce dernier assure l'acces au
support de transmission, le contrble de flux, &bifité de la communication, la détection des
erreurs et la retransmission des paquets en cadldgons. En effet, la couche MAC essaye de
faire en sorte que les transmissions de deux noeudsront pas interférées les unes avec les
autres et par conséquent coordonner les transméssies différents capteurs pour minimiser
les collisions et réduire la perte d’énergie [26].

Les principales causes de perte d’énergie au migtleda couche MAC sont [32, 26] :

- La retransmission due a la collision ou la cong®st: la communication dans les
réseaux de capteurs est généralement par diffuadio. Ce mode de communication
est caractérisé par sa non fiabilité : si plusiecapteurs émettent de fagon simultanée |l
y a un risque de collision et aucun paquet ne poéine recu correctement (les paquets
seront corrompus). Afin d’assurer une transmissigiouste, un nceud capteur ayant
détecté une collision doit retransmettre son padaeetonnées. En raison de la capacité
limitée du canal sans fil, le réseau peut couririsque de congestion si la quantité de
messages échangés entre les noeuds est tres Elamdece cas, une retransmission des
données perdues est inévitable.

- L’écoute active un nceud ne sait pas quand il sera le destiralain message envoyé
par I'un de ses voisins, pour cela il doit tenirrgdio en mode de réception tout le
temps. Ceci est connu sous le phénoméne de I'éemtitee (idle listening) du canal.
Pour cette raison, une énergie supplémentaire esiu@. Cette énergie consacrée a
I'écoute d’'un canal vide (dans les réseaux de geple canal est libre la plupart du
temps) est considérable par rapport a I'énergiesmmmeée dans la réception ou
I'émission des données.

- La sur-écoute ( overhearing ) les données transmises par un noceud capteur geuven
atteindre d’autres nceuds qui se trouvent dansrséepde transmission. Ceci est due au
partage du médium de communication sans fil (tessnlbeuds communiquent via un
médium commun). Un nceud peut alors recevoir desgta@ui ne lui sont pas destinés.

- La surémission (overmitting) le phénomene de surémission se produit quand un
capteur envoie les données a un destinataire @st pas prét a les recevoir. En effet,
ces messages envoyés sont considérés inutileagiroment une énergie additionnelle.

- La surcharge (overhead ) plusieurs protocoles de la couche MAC fonctionrgent
échange de messages de contrble, dans le butassucer différentes fonctionnalités
tels que: la signalisation, la connectivité etdldtssement de plan d’acces pour éviter
les collisions. Tous ces messages échangés néoesasite énergie additionnelle. Par
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exemple, les trames de controle RTS/CTS (RequesSdind/ Clear To Send) ne
véhiculent aucune informations alors que leur tmaasion consomme de I'énergie.

- La taille des paquetsLa taille des messages échangés dans le réseaefieusur la
consommation d’énergie des noeuds émetteurs epteges. Ainsi, la taille des paquets
ne doit étre ni trop grande ni trop petite. Siddlé est petite, le nombre de paquets de
contrdle (acquittements) généré augmente I'overheads le cas contraire, une grande
puissance de transmission est nécessaire posntedine ces paquets de grande taille.

3. La classe d’application

Les applications dans les réseaux de capsemisclassées en quatre catégories : orientées
temps (time driven), orientées eévénements (evewery, orientées requétes (query driven) et
hybride [22]. Le type d’application a un impacteadit sur la fonction de capture, le taux des
données transmises et la topologie du réseau,ratopaéquent, sur la durée de vie totale du
réseau. Par exemple, dans un réseau time drivaomppa des applications nécessitant un
prélevement périodique de données, si les duréastransmission sont élevées, dans ce cas, la
consommation d’énergie est minimale. Ce prélévenpéniodique de données est inadapté
pour les applications event driven qui sont géeénaht des applications temps réel, ou les
capteurs envoient leurs données seulement si uregant spécifique se produit. Pour cela, les
capteurs doivent réagir et donner des réponsedampil'occurrence de cet événement. Ce type
de scénarios exige que les noeuds contrdlent tadigs continuellement, ce qui consomme de
I'énergie. De plus, les alarmes qui sont remonéelasstation de base doivent respecter certains
délais de transmission.

Alors que dans un scénario orienté requéte, ureagptenvoi I'information que suite a une
demande explicite de la station de base. Dans $ela&a@onsommation d’énergie est liée aux
exigences de l'utilisateur (délais de réponse, trukransfert et nombre de requétes).

4. Routage de données

Les réseaux de capteurs sont basés sur tageomulti-sauts. L'acheminement des paquets
d’'une source donnée a une destination se faitvarselusieurs nceuds intermédiaires. Ainsi,
un nceud consomme I'énergie soit pour transmetsedeanées ou pour relayer les données
des autres noeuds. Une mauvaise politique de roptagevoir des conséquences graves sur la
durée de vie du réseau. C’est pour cela, I'énargfi€onsidérée comme ressource trés précieuse
dans les réseaux de capteurs dont les protocolesuthege doivent en tenir compte. Plus de
détail sur le routage sera donné dans la secti®nao2l on va présenter les contraintes qui
interviennent dans la conception des protocolesdtage ainsi que les différentes techniques
utilisées pour assurer un routage a basse consoomténergie afin de tirer profit de leurs
avantages et voire leurs limitations.

2.2.3 Taxonomies d’approches de conservation d'éigge dans les réseaux de capteurs
sans fi

Dans les réseaux de capteurs, la consommditoergie est une contrainte trés importante
puisque généralement les capteurs sont déployés ks zones inaccessibles. Ainsi, il est
difficile voire impossible de remplacer les batsrapres leur épuisement.

Plusieurs approches dans la littérature ont ét@gsees pour diminuer la consommation
d’énergie et augmenter la durée de vie du réseas.t€chniques d’économie d’énergie sont
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prises en compte durant toutes les étapes de tzpbon et de la mise en ceuvre d’'un réseau de
capteurs.

Dans le paragraphe suivant, on va citer quelquesanigmes (voir figure 2.1) visant a
economiser la consommation d’énergie d’'un réseacagéeurs au niveau: capture, traitement
et communication.

7

Technigues de conservatic

/ y T

Energie de capture Energie de traitement Energie de communication

| / \
Suppression de DVS Partitionnement

capture inutile du systeme

Protocoles de Protocoles

routage MAC

Fig.2.1 Techniques de conservation d’énergie.

- Energie de capture la tache de capture est effectuée par les composiacquisition qui
traduisent les phénomeénes physiques en signakiglext L’énergie consommeée lors de la
capture peut étre réduite en utilisant des compesafaible consommation mais en réduisant
ainsi leurs performances. Alors, la solution lasphinvisageable consiste a réduire les durées
de capture et donc supprimer les captures jugéesdantes et inutiles [21].

- Energie de traitement le traitement inclut le controle des composants cdpture et
'exécution des protocoles de communication sur ldennées collectée s.Les
microprocesseurs soatla charge de deaitement. Le choix de ces derniers est en fonatio
scénario de I'application ¢ consommation d’énergie souhajtéeen général un compromis
est réalisé entre le niveau de performance etrlaaumation d’énergie [2].

Pour conserver I'énergie consommée par un captesrdu traitement de données, deux
approches sont utilisées pour cette finalité :

L’approche DVS (Dynamic Voltage Scaling) : consiatajuster de maniére adaptative
selon la charge de travail, la tension d’alimgotaet la fréquence du microprocesseur
afin d’économiser la puissance de traitement sagsader les performances [35].

L’approche partitionnement du systeme : consistieansférer le traitement vers la
station de base qui est généralement non contratignen termes de ressources
énergétiques et possede une grande capacité dé calc

- Energie de communication I'énergie de communication représente la plus gramahntité
d’énergie totale consommée au niveau d'un noeudegaptLa communication est
principalement liée aux protocoles développés paurouche liaison et la couche réseau.
Pour minimiser I'énergie consommée par la commuigicaon doit intervenir au niveau de
ces deux couches. Pour ce faire, plusieurs appsodbecommunication avec conservation
d’énergie ont été proposées pour la couche réseau que pour la couche liaison et en
particulier pour la sous couche MAC [21]. Dans dste de cette section, nous présentons
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guelques exemples d’approches utilisées au niveaged deux couches afin d’optimiser
I'énergie de communication.

a) La couche MAC: Medium Access Control

Les protocoles MAC dédiés aux réseaux deecaptdevraient étre efficaces en terme
d’énergie, stables lorsque la taille du réseau amgenet adaptatifs aux changements de la
topologie et de la connectivité du réseau lorsgsechpteurs cessent de fonctionner, ou de se
déplacer en cas de présence de mobilité.

Pour réduire la consommation d'énergie, les preegschIAC doivent permettre de garder la
radio éteinte le plus longtemps possible. Pour,detamessages de contréles sont allégés ou
carrément annulés et plusieurs techniques permdttamise en veille des nceuds a des temps
précis sont utilisées. Le cas parfait est de madlula radio que pour recevoir et émettre les
paquets de données utiles. En pratique cela estssitje car les nceuds ne communiquent que
via leurs radios [21].

On peut distinguer principalement deux approchesCMkes protocoles ordonnancés et les
protocoles de contention.

Les protocoles ordonnancés

Ces protocoles adoptent des techniques mEhsynisation entre les nceuds du réseau pour
éviter les collisions et I'overhearing, ce qui tead tres efficaces en consommation d’énergie.
De plus, ils sont bien adaptés au routage hiémguehivoir § 2.3.2.1) parce qu’ils exigent
généralement aux nceuds de former des clusterspermettent pas les communications pair a
pair.

Pour effectuer les communications inter-clustemat-cluster entre les différents noeuds du
réseau les approches: TDMA, FDMA et CDMA [36, 3@lpent étre utilisées.

L’adoption de FDMA (Frequency Division Multiple Accesppur les communications intra-
cluster évite les collisions car le canal est dvs plages de fréquences allouées de maniere
équilibrée aux nceuds communicants. Alors que T&MA, le temps est divisé en trames et
chaque trame se compose d'un certain nombre dedsdoemps. A chaque noeud est attribué
un slot par trame durant lequel il peut émetie@voir des paquets de/vers d'autres noeuds.
De méme, CDMA évite les collisions par I'utilisati@’'un code pseudo aléatoire. Ainsi, des
nceuds peuvent émettre leurs données continuellemeairt le calcul de ces codes consomme
suffisamment de I'énergie.

Cependant, ces approches sont complexes, peulésx@b présentent des problemes lors du
passage a |'échelle et 'adaptabilité aux chang&smam la topologie. En outre, ils requiérent
une synchronisation tres fine et ils sont tresibésaux interférences.

Pour remédier aux limitations présentes dans aa®qoles MAC, d’autres techniques ont été
proposeées dans cette direction.

SMACS (Self-organizing Medium Access Control fonSer Networks) [38] est un protocole
de scheduling proposé pour organiser le réseaymrhronisant les noeuds. Il implique une
méthode d’accés au canal combinant TDMA et FDMAnsdéquelle les noeuds voisins
choisissent aléatoirement un slot et une fréquenge définit un lien. Tous les nceuds
s’allument en méme temps, s’envoient les paqueatsssaires a maintenir leur synchronisation
puis envoient leurs données. Ce protocole permet d&teindre la radio régulierement mais
ca n'est peut étre pas encore suffisant s’il yes fpeu de trafic. Dans ce cas, les noeuds
s'allument périodiguement pour n’échanger que daquets de contrdle afin de rester
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synchronisés, mais n’envoient pas de données. Inebreo de paquets émis contenant de
I'information utile pour I'application devient fdé par rapport au nombre total de paquets
éemis.

EAR (Eavesdrop And Register) [21] est un autre quole proposé pour cette famille. Ce
protocole integre les nceuds mobiles dans son nefoanén introduisant une table de voisins
stockée au niveau de chaque nceud, et en échanigsamessages entre ces noeuds pour mettre
a jour la topologie du réseau.

Ces deux protocoles sont trés utiles, lorsquealastnission périodique de I'information exige
la maintenance continuelle du réseau. Cependantexigent un overhead important pour
construire la structure. De plus, la bande passdagt pas bien exploitée et le passage de I'état
actif /sommeil est tres colteux en consommationetgie (voir § 2.2.2).

Protocoles de contention

Les protocoles basés sur la contention kesnplus populaires et représentent la majorité
des protocoles MAC proposés pour les réseaux dewapsans fil. Ces protocoles sont plus
flexibles aux changements de la topologie. lls @sdula communication pair-a-pair et
n'exigent aucune synchronisation. Néanmoins, ilgtilisent pas souvent efficacement les
ressources a cause des collisions et de I'écoutidéeinDans la suite de ce paragraphe, quelques
protocoles de cette famille sont présentés.

Le protocole S-MAC (Sensor MAC) [39] utilise le CBMCA comme méthode d’acces au
médium avec RTS/CTS (Request-To-Send, Clear-To)Spodr éviter les collisions et le
probleme du nceud caché. Ce protocole instaure wanisggne de mise en veille distribué a
chaque nceud, dans le but de réduire sa consomniiéinpargie et prolonger sa durée de vie.
Chaque nceud devrait coordonner et échanger desnations avec ses voisins pour choisir
son propre cycle "Sommeil/Actif ". Pour réaliseewynchronisation entre ces noeuds, S-MAC
permet a chacun des nceuds d’envoyer un paquet NECgénérer un ordonnancement a
tous ses voisins. S-MAC est particulierement cquaur les systemes d’alerte dans lesquels les
applications ont de longues périodes d’inactivitpeuvent tolérer la latence. Son but principal
est de maximiser la durée de vie du réseau en dépidutres criteres de performances.
Toutefois, l'utilisation intensive du cycle sommailgmente considérablement la latence, car il
est difficile de synchroniser les nceuds de telldesque la communication soit toujours
possible. En outre, les cycles "Sommeil/Actif " soanstants et ne peuvent pas étre modifiés
apres le déploiement.

T-MAC (Timeout MAC) [40] est une version améliorde S-MAC, congu spécialement pour
une charge de trafic variable. Dans T-MAC, chaqoeud se réveille périodiguement pour
communiquer avec ses Vvoisins en utilisant le méoa RTS/CTS. Ainsi, le nceud écoute le
canal radio et il ne peut transmettre que s’ildests la période active. Cette période se termine
si au bout d’'un certain temps TA, aucun événeméattidation ne se produit, telle que la
détection d’'une communication sur le canal ou el@hchement d’un temporisateur de frame.
Cependant, T-MAC souffre de la latence du somnwmail,un noeud doit attendre que le
récepteur se réveille avant qu'il puisse achemimepaquet. Cette latence augmente avec le
nombre de sauts qui le sépare du noeud réceptemutee, les performances de ce protocole se
dégradent quand le trafic est unidirectionnel, @ample seulement les capteurs remontent
leurs données collectées au nceud puits. Les dorswdsgénéralement transmisses par
diffusion vers le nceud puits ce qui engendre vblpme d'interruption du a la sensibilité de la
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radio qui limite la portée de l'overhearing. Lesunds en dehors de la portée de I'émetteur ne
peuvent donc pas entendre la transmission en ebsesrendorment.

B-MAC (Berkeley MAC) [73] a été développé par l'varsité de Berkeley pour les capteurs
compatibles ZigBee, assurant une faible completiténe faible consommation induite par le
systeme d'exploitation TinyOS. B-MAC se base swxdgrincipes : I'analyse du bruit sur le
canal et I'écoute a basse consommation d’énergiesi, Aun nceud voulant transmettre des
données devrait écouter le canal. Si le canalitest, lil devra émettre au début un préambule.
Les noeuds sont souvent dans I'état "sommeil” efeilgeveilleront a des intervalles réguliers. A
leur réveil, ils écouteront le canal s’il y a dwiby cela signifie qu'il y a des données qui vont
arriver sinon ils retourneront a I'état sommeil. pencipal avantage du B-MAC est qu'il ne
nécessite pas de synchronisation entre les noeegen@ant, I'utilisation de préambule avant
tout envoi pourrait avoir des conséquences suptsammation d’énergie et la quantité des
messages échangés dans le réseau.

b) La couche réseau

Pour prolonger la durée de vie d’'un réseaaapteurs, les protocoles de routage au niveau
de la couche réseau doivent étre concus de mamigrésenter de bonnes performances sur le
plan du choix des routes ainsi que sur celui de dedt de fonctionnement, en particulier en
émettant le moins de paquets possibles. Pour glelsieurs techniques sont proposées afin de
conserver la consommation d’énergie : l'agrégatdm données, le routage adaptatif, le
clustering, le contréle de la puissance de trarsoms..etc.Ces techniques et bien d’autres
types de solutions seront exposés dans le poimarsugui étudie en détail le routage dans les
réseaux de capteurs sans fil.

2.3 Le routage dans les réseaux de capteurs

Le routage constitue un service importamsdées réseaux de capteurs. Il permet le
transfert des paquets de données a partir des nocapturs vers le nceud puits. Ces nceuds
sont déployés dans la région a surveiller d'uneienartres dense, ce qui les rend trés proches
les uns des autres. Pour ce genre de situationsiepts techniqgues de communication sont
utilisées. De plus, ces nceuds doivent consommaeéssna@nergie en transmettant les données
vers le noeud puits. Par consequent, l'utilisaties protocoles de routage concus pour les
réseaux ad hoc traditionnels est inappropriée s réseaux de capteurs. Ceci, est du
principalement aux caracteéristiques qui distingusad deux types de réseaux. Il a donc fallu
concevoir de nouveaux protocoles de routage spéesi aux réseaux de capteurs. Pour cela, de
nombreux travaux ont été effectués, et plusieuntopoles ont été proposés pour permettre un
routage a basse consommation d’énergie. Par ai)leas protocoles sont influencés par de
multiples contraintes dans leur conception. Il &stoter que plusieurs classifications ont été
dédiées a ces protocoles. Tous ces points, sedtaitléls dans les sections suivantes.

2.3.1 Contraintes a tenir en compte lors de la ceeption des protocoles de routage
L'un des défis de conception le plus important diessréseaux de capteurs consiste a
assurer le bon fonctionnement du réseau tout eryassd’augmenter sa durée de vie.

Ainsi, l'efficacité des protocoles de routage visése type de réseaux dépend essentiellement
de plusieurs facteurs [1, 22, 21].
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Ces protocoles doivent impérativement @ilie minimum de ressources énergétiques de
facon a assurer une vie plus longue pour le résaales noeuds sont des micro-capteurs dotés
de ressources limitées. Offrir une bonne gestion @as protocoles devrait exploiter
positivement les ressources de ces nceuds en éreapaeité de stockage et de calcul.

D’autre part, ces protocoles doivent prengineconsidération la nature de la topologie.
Cette derniere peut étre déterministe ou bien@itéat
Dans le cas d’'une topologie déterministe, les nosadsdistribués manuellement et le routage
est prédéfini. Par contre dans une topologie aléaties nceuds doivent s’auto-organiser afin
de construire une structure virtuelle nécessaite [groutage.

Un autre facteur trés important est le tglf@pplication. La nature du protocole dépend de
I'application en question. Par exemple, dans dedicgiions soumises a contraintes de temps,
les données doivent étre fournies au cours deirgestgpériodes du moment ou elles sont
capturées, sinon elles sont inutiles. Par conséguenatence devrait étre soigneusement
définie lors de la livraison des données.

La tolérance aux pannes est un autre faétgarendre en compte pendant cette phase de
conception. Les protocoles proposés doivent étpalilas de s’adapter a la défaillance des
nceuds et le changement de la topologie, en maintgrza exemple des chemins alternatifs
pour router les données en cas de défaillanceuicpegmet de garantir le fonctionnement du
réseau et la connectivité des noeuds.

En outre, la mobilité de la station de basales nceuds capteurs intervient aussi lors de la
conception de ces protocoles. Par exemple, unuésesc une station de base fixe qui recoit
les données a partir d'un nceud distant nécessiigritocoles de routage différents de celui
d’un réseau ayant une station de base mobile.

La forte densité qui caractérise les résadricapteurs engendre une grande redondance
dans les données circulant a travers le réseaguiogntraine une consommation excessive de
I'énergie pour transmettre ces informations redoteta De ce fait, 'agréation des données est
la meilleure solution & considérer pour remédieteéte contrainte. L'agrégation peut étre
effectuée par suppression de données redondantpardusion (en prenant le maximum, le
minimum, ou bien la moyenne) [21]. Dans le casad&usion, le noeud recoit les messages de
ses voisins et les combines en un seul messaga &eltechnique choisie. Ceci réduit
considérablement la quantité des messages échanges les noeuds, mais engendre une
latence accrue car le nceud doit attendre les messhgyses voisins (expiration d’'un timeout
par exemple) avant d’envoyer les données. Loradmhception d’'un protocole de routage, il
faut prévoir des techniques d’agrégation de dornee@€ventuellement choisir des noeuds
concernés par cette opération. A titre d’exemge dpproches de clustering utilisent largement
ces techniques, en confiant la tache d’agrégagatement aux nceuds cluster-heads.

2.3.2 Classification des protocoles de routage

Dans les réseaux sans fil, trois grandesillisnd’approches de routage peuvent étre
distinguées : protocoles proactifs, protocoles tifsaet protocoles hybrides. Les protocoles
proactifs anticipent la demande d’acheminement piegiets, ou chaque noeud maintient les
informations concernant tous les autres nceuds shavédans des tables de routage qui sont
mis a jour périodiqguement. Alors que, les protosotéactifs réagissent a une demande
d’acheminement en calculant la route suite a cetiaéte. En combinant ces deux approches,
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on trouve la famille des protocoles hybrides quegaalent des propriétés a la fois de proactivité
et de réactivité, de telle sorte que le résead@simposé en un ensemble de zones. Le routage
a l'intérieur des zones est assuré par un protodeleoutage proactif, tandis que le routage
entre les zones est réalisé par un protocole dageuéactif.

Pour les réseaux de capteurs, plusieursoapges de routage ont été proposées. Les
protocoles publiés dans ce domaine ont été largegtadiés et peuvent étre classifiés selon
plusieurs critéres. Al-Karaki et al [1] ont propogée classification (la plus cité dans la
littérature) a ces différents protocoles. Ces desnisont classés selon leur principe de
fonctionnement et la structure du réseau (voirrBgi2).

A Plat centrés donné)

Hiérarchiques ( clustering|)

/v Structure du réseau
Géographique lfasé localisatio

Protocoles de routage dans les réseaux de ce

\Fonctionnement des protocq Basé requétes |Basé négociati

Basé 0o | |Multi-chemin:

Fig.2.2 Classification de protocoles de routage.
2.3.2.1 Routage basé sur la structure du réseau

Cette section décrit différents protocolesroutage basés sur la topologie du réseau et les
informations d’emplacements géographiques des wapt€es protocoles sont divisés en trois
classes : routage a plat et centré données, rohiagarchique ( basé clustering) et routage
géographique ou basé localisation. Plus de dé§tails les mécanismes et les protocoles, seront
apportés a la classification basée sur la structuneseau car une grande quantité de travaux a
été publié dans cette classe.

1. Routage a plat et centré donnée

Dans un réseau a structure plate, tous lesdsojouent le méme rdle et coopérent ensemble
pour réaliser la tache du routage. En raison dadgreombre de nceuds capteurs, il n’est pas
faisable d’assigner un identifiant global a chaaqeud (tel que l'adressage IP), due a la
difficulté d’obtention et de gestion d'adresses gacessitent généralement une étape de
configuration qui peut étre complexe. De plus, €@onné la nature des applications des
réseaux de capteurs, ou l'utilisateur ne s'intérpas a communiquer avec un nceud particulier
dans le réseau, mais se concentre plutét sur saédorDans ce cas la donnée est plus
importante que le noeud lui-méme et toutes les camuations sont identifiées par leurs
données. Il est donc nécessaire de concevoir upma® de routage pour répandre a ces
exigences. D’ou I'apparition des protocoles de agat centrés-données (Data Centric) [74].
Dans ce type de protocoles, le routage ne se dagitep fonction d'une adresse de destination,
mais suivant les données disponibles au niveacajgsurs.

Dans le reste de cette section, nous donnerongsume de quelgues protocoles de cette
famille et nous mettrons I'accent sur leurs avaegatimites et performances.
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a) Exemple de protocoles de cette famille

Parmi les protocoles publiés dans la lititetselon le routage a plat et centré données ont
peut citer : Direct Diffusion [75], Rumor Routingq]. Les caractéristiques, ainsi que le
principe de fonctionnement de chacun de ces prissmnt étre présentés dans ce qui suit.

Diffusion dirigée Ou Direct Diffusion (DD)

Le protocole diffusion dirigée proposé patairagonwiwat et al [1, 21, 75] est considéré
comme une référence dans le routage centré-do@es. un protocole réactif qui est simple
dans son principe. Il repose sur quatre phasesstanfnctionnement : propagation d'intéréts,
propagation des gradients, propagation des doratiéeaforcement des routes (chemins).

-Propagation des intérétsDD procede a une nomination de données pour les iatoyns
générées par les noeuds capteurs. Ces derniéitedésoites par des paires attribut-valeur. Ces
attributs servent par exemple, a détailler le tygpgphénomene (donné ou variable physique) a
capturer, sa position géographique, sa durée,Rstc.la suite, le nceud puits commence a
diffuser vers tous les noeuds un message de tygé@trsous forme de requétes, pour interroger
le réseau sur une donnée bien déterminée. L'ingstétasé sur la représentation attribut-valeur
afin de designer les données requises et le délbradsmission vers le nceud puits.

-Etablissement des gradientshaque noeud maintient localement un cacheddptcontenant
des informations pour décrire les intéréts et leslignts. Un gradient est un lien de réponse
construit par le voisin recevant le message intérést caractérisé par le taux de transfert de
données, la durée et le temps d’expiration. De, gricapteur recevant le message intérét,
ajoute dans son cache une entrée pour l'intérétsiegette entrée n’existe pas déja.

Apreés la mise a jour de la table d’intérét, le naadiffuse 'intérét recu a tous ses voisins.

-Propagation des donnéesune fois les requétes contenant les intéré&sgatnt les noeuds
sources destinataires, les nceuds capteurs comnmdamcécolte d'informations selon le débit le
plus élevé de chaque intérét. Pour chaque intl®tdonnées sont transmises vers tous les
voisins figurant dans I'ensemble des gradientstifela cet intérét (chaque voisin recoit les
données avec son propre débit). Lorsqu’'un nceuditreo@e donnée, il consulte sa table
d’'intérét. Si aucune entrée relative a lintéréexiste, la donnée est automatiquement
supprimée. Sinon, le nceud vérifie si la donnéeréiglans le cache des données récemment
emises. Si elle n'y est pas, le nceud retransndiiaée aux voisins vers lesquels des gradients
ont été établis suivant le débit de chacun d’ewjaite la donnée a son cache de données.
L'utilisation du cache de données permet de gaudertrace des chemins vers les sources car
la phase d’établissement des gradients ne crékegueutes vers le puits.

-Renforcement des chemindurant les phases précédentes, plusieurs chepeungent étre
établis entre le noeud puits et la source. L'urcele chemins est sélectionné par renforcement
positif, afin d'étre utilisé plusieurs fois. Unddde noeud puits recoit les premiéres données, il
doit renforcer le chemin vers le voisin émetteur @ réclamant les mémes données avec un
taux plus élevé. Le renforcement doit se propagentéiellement jusqu’aux sources.

Par ailleurs, si ce chemin échoue un nouveau alteamatif doit étre identifid?our ce faire, le
protocole réinitialise une diffusion des pairesibiits-valeurs afin de trouver d’autres routes,
mais les données seront transmises dans ce cas débas plus faibles. Ceci est appelé
renforcement négatif. Il est initialisé par le ndguits quand ce dernier recoit un faible taux de
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bY

transfert d’événements a partir d’'un noeud voisie. nceud puits envoi un message de
renforcement négatif a ce nceud voisin. De la mé&mwent, le nceud voisin du noeud puits envoi
ce message a un de ses voisins jusqu’a ce queskagearrive au nceud source d’événements.
Les noceuds qui recoivent le message de renforcenggydtif arrétent leur transmission des
données vers les voisins émetteurs de ce message.

Le protocole Direct Diffusion présente de moeux avantages en termes d'efficacité

énergétique et type de communication adoptée (i é\adressage global dans le réseau, en
utilisant une communication voisins-voisins). Ainsutilisation du cache pour stocker les
données permet a ce protocole de minimiser la comsdion d’énergie et les délais de
transmission. D’autre part, l'utilisation d’'un reméement négatif permet d’éviter les routes qui
engendrent des délais. En outre, les requétesiffasiain directe sont également efficaces en
consommation énergétique puisqu’il N’y a aucun lrege maintenir la topologie globale du
réseau.
Toutefois, Direct Diffusion ne présente pas un bbaix comme protocole de routage pour les
applications de surveillance, tels que le contd@d’environnement et les processus industriels
car DD est basé sur un modele a base d’interrogator la délivrance de données qui ne
fonctionne pas efficacement avec la livraison aardiou périodique des données au noeud
puits. En outre, le critere de choix utilisé paairénforcement positif des chemins influe sur ses
performances (selon ce protocole, le renforcemsnbasé sur le taux de transfert). De plus,
I'utilisation de I'inondation pour la propagatioreslintéréts et 'envoi de données consomme
considérablement I'énergie des nceuds et surchamgsédau.

Rumor Routing

Rumor Routing [1, 76] proposé par D.BraginekD.Estrinest une variante de la diffusion
dirigée. Il est concu pour les réseaux dans lesgeetoutage géographique (type de routage
décrit plus tard) n’est pas applicable. A la déféce de la diffusion dirigée qui utilise une
inondation totale de requétes dans le réseau, rdangele cas ou seulement une faible quantité
de données est nécessaire, Rumor Routing essayeuger un compromis entre I'inondation
des intéréts et la propagation des données. Cecotetopte vers l'idée d’'inondation par les
évenements qui se produisent (dans le cas ou léneoct'évenements est petit et le nombre de
requétes est grand). Par conséquent, plutdt querdler le réseau en entier, ce protocole
transmet les requétes aux noceuds qui ont obsereganmement particulier pour rechercher des
informations sur les occurrences des évéenementseqgaont produisaient.

Dans le but de diffuser des événements a traveesau, Rumor Routing emploi des paquets
a longue vie nommé : agent. Quand un nceud détecéénement il 'ajoute & sa mémoire

locale (cache, table d’événement) et génere untaggagent circule dans le réseau pour

disséminer l'information a propos de I'événemerdalovers des nceuds distants. D'ailleurs,
lorsqu’un noeud génere une requéte pour un événeomemtoeud qui connait le chemin peut
répondre a la requéte en se référant a sa tablérdéent. Par conséquent le colt d’inondation
est évité. L’algorithme maintient un seul chemitrema source et la destination contrairement
a Direct diffusion ou les données sont envoyéeplaieurs chemins avec un débit réduit.

Avec Rumor Routing, le colt d’'inondationridgeau en entier est évité. Ceci se traduit, par
les résultats de simulation qui ont montré queoldéage avec ce protocole permet de réaliser
des économies énergétiques significatives par rapax autres protocoles de diffusion.
Encore, dans la diffusion dirigée, les données paugtre envoyées par des routes multiples a
bas deébit alors que, le principe utilisé par RurRamuting est différent. Il lui permet de
maintenir uniguement une route entre la sourca destination.
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Néanmoins, ce type de routage n’est efficace qusmle le nombre d'événements est petit.

Pour un grand nombre d’évenements, le colt de ranides agents et des tables d’événements
au niveau de chaque nceud est considérable ett@ulier dans le cas ou le nceud destinataire
n'est pas intéressez par ces évenements (il n4sapsez d’intérét envers ses évenements).

b) Avantages et inconvénients du routage a plat

Selon l'architecture plate du réseau, togsneeuds sont au méme niveau et peuvent
participer de la méme maniére dans le routage deé&ls. Le routage a plat est tres simple
dans son fonctionnement et les protocoles a plat ndeessitent pas beaucoup de
communications pour établir les routes. Ces dezrjesont généralement formées uniquement
dans les régions ou il y a des données a trangmettr
Les protocoles a plat offrent la possibilité d’agatton des données. Cette opération s’effectue
par les nceuds capteurs qui se trouvent sur le chdmiroutage vers la destination, ou les
données des autres noeuds voisins sont accumwigesi@e élimination de redondances.
Néanmoins, les nceuds proches de la station devbas@articiper plus que les autres, et donc
vont épuiser leur énergie beaucoup plus rapidengeiet les autres noeuds capteurs. Ce
phénomeéne est connu sous le nom de points chawdsSfiat). Cela est du au fait, que le trafic
de tous le réseau est concentré sur ces noeuddrdfaart, le fait d’adopter un routage multi-
sauts ou tous les nceuds participent dans la tacheuthige engendre des délais considérables
causeés par I'activation des noeuds en mode veillétablissement de ces routes.

Quoique la topologie plate assure une grande tutéraux pannes, la faible scalabilité est
'une des ses limites. En effet, le routage a plagje que tous les nceuds opérent de la méme
facon et d’'une maniére distribuée, ce qui nécessitgrand nombre de messages de controle
pour le bon fonctionnement des protocoles et lanteaance de la topologie.

2. Routage hiérarchique

Pour remédier aux problemes du routage 3 pkite approche a été proposée afin de
maintenir la conservation d’énergie au niveau desiais et essayer de prolonger la durée de vie
du réseau. Dailleurs, ce routage est considérénwmrétant I'approche la plus favorable en
termes d’efficacité énergétique et d’agrégatioroenées. Les protocoles selon cette approche
procédent a un partitionnement du réseau en ctudbEms chaque cluster, des cluster-heads
sont désigneés, soit par élection par les autresdaaeapteurs, sinon ils sont assignés par une
autorité centralisée ( nceud puits par exemple).

Une fois que le réseau est structuré, des méthdmleesmmunication inter et intra-clusters sont
définies. Généralement, les cluster-heads sononssples de router les données collectées des
noeuds membres a la station de base via un seulosapar l'intermédiaire des autres cluster-
heads, si nécessaire. La tache d’'un cluster-headmsste pas seulement a router les données,
mais elle peut étre complétée par une agrégatiaameuusion de ces données. De ce fait, des
changements de réle membre/cluster-head sont soapgtiqués pour répartir la charge du
routage de données entre les nceuds du réseau.

a) Protocoles de cette famille
Dans cette section, un seul protocole hi@igue est présenté. Le protocole choisi est
considéré parmi les plus récents protocoles deering publiés dans la littérature. La raison de

ce choix revient a ses caractéristiques et sonmsroa permettant de visionner les différentes
étapes nécessaires pour structurer le réseausnrslgelon cette approche.
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Le prochain chapitre est consacré a la ptaens détaillée de I'approche clustering, ou
nous décrivons son principe, ses différentes teglas ainsi nous exposons un panorama de
protocoles proposés selon cette famille comme pample LEACH[33], HEED[58],
ACE[71], WCA[70]..ect.

PEBECS: Partition Energy Balanced and Efficient Clstering Scheme

Ce protocole [77] a été récemment proposé&/'paang et D.zhang. Il essaye de répondre a
deux questions pertinentes: comment choisir lesteftheads (CHs) pour trouver un nombre
optimal de clusters dans le réseau, et quelleadsbihne méthode pour assigner les noeuds non
cluster-heads aux différents clusters.

PEBECS essaye d’apporter un partitionneréguoilibré avec des tailles inégales pour les
différents clusters générés dans le réseau. Poiaireg il emploie un processus qui permet de
produire des clusters ayant des tailles différerntadaille d'un cluster diminue en fonction de
sa distance a la station de base : les clustessigiuy, on un éventail plus grand que ceux plus
proches de cette derniére. Ceci permet d’avoitaies plus petites dans les partitions proches
de la station de base, ce qui donne la possibdé@ééconserver plus d’énergie pour les
communications inter-clusters. Ce protocole suppmpse les nceuds dispersés dans la zone
d’intérét sont subdivisés en K partitions. Telleed est un parametre du systeme. Chaque
partition comprend un certain nombre de clusteen<chaque cluster un cluster-head est élu.
Les cluster-heads élus n’assurent pas les mémes Bér exemple, dans I3 ®partition, les
cluster-heads ne sont responsables que de lateolles données de leurs noeuds membres
pour les router, par la suite, vers leurs clustads voisins. Alors que, dans les autres
partitions ils ont en plus, les responsabilitégegation de données des autres cluster-heads et
de routage inter-clusters.

Pour structurer le réseau et construireclesters, cet algorithme s’exécute sur deux
phases : I'élection des cluster-heads et |la foonates clusters.

Dans la phase d’élection de cluster-headspaids est attribué a chaque noeud. Les
cluster-heads sont élus a l'aide de ce poids. ddudnprend la décision de devenir cluster-head
en fonction de certaines métrigues combinées palguler le poids. Ce poids est dépendant
des parametres suivants : le seuil de consommdtmergie, le degré du nceud, une métrique
de sa localisation, ainsi que le nombre de noeads ga partition.

Le niveau de consommation d’énergie permet I'&ectie cluster-head avec plus d’énergie
résiduelle. Un noeud disposant de plus d’énergieluélie aura une forte probabilité d'étre
choisi. Le second parametre, permet d’assurer istgbdition uniforme des clusters dans la
partition afin d’équilibrer la charge des clusteals choisis en termes de noeuds a gérer. Alors
que le troisieme et le quatrieme, sont généralemidigés pour apporter plus de conservation
d’énergie lors du choix des cluster-heads. En geliéetroisieme paramétre permet de favoriser
le noeud disposant de plus grand nombre liens dememication avec ses noeuds voisins.
Alors que le quatrieme, est utilisé pour localieenceud le plus proche/ loin des autres nceuds
de partitions voisines. Eventuellement, le nceughadiant de plus proches voisins dans les
partitions adjacentes aura une forte probabiliérd’élu cluster-head.

Dans la phase de formation de clusters, tgrithme introduit un mécanisme pour
résoudre le probléeme de hot spot : chaque noewdleason rayon de concurrence afin de
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limiter le nombre de noeuds dans chaque clustéagmn a confier les clusters de petites tailles
pour les cluster-heads proches de la station de bas

Le routage multi-saut est adopté comme mode de econeation entre les différents cluster-
heads lors de I'envoie des données collectéesuliessaluster-heads a la station de base.

Cette approche présente des résultats deagiamuremarquables en termes de conservation
d’énergie pour les noeuds capteurs et par consé¢diarmgmentation de la durée de vie du
réseau. Ceci est d(, d’'une part, a la prise engehdes métriques liées a la consommation
d’énergie, le degré d’'un nceud, et la distance aires nceuds adjacents dans la fonction de
calcul de poids lors de la phase d'élection detettiseads. D’autre part, la technique de
formation de clusters adoptée par PEBECS permetréddiser un eéquilibrage de la
consommation d’énergie entre les cluster-headsté@isi plus proches de la station de base ont
des tailles plus petites que ceux éloignés). Ds, @utravers le mécanisme de routage multi-
sauts introduit par les cluster-heads, moins dgirerst consommeée pour atteindre la station de
base, ce qui offre de meilleures performances |golgseau.

Cependant, les auteurs supposent que le réseauletvisé en k partitions sans donner des
détails sur la fagon de choisir ce parametre k.

En outre, la quantité de messages de communicgéinérée dans le réseau est trés élevée car
les cluster-heads relais ne sont responsablesiwgtrartsfert des données vers la station de base
ou vers d’autres cluster-heads, et donc aucundiéond’agrégation de données n’est réalisée
sur les données issues des autres cluster-headgquéltluster-head ne combine que les
données collectées de ses noeuds membres), ceagaugmenter le nombre de messages
échangés dans le réseau. Comme solution possittfeduire des mécanismes d’agrégation de
données au niveau des cluster-heads relais pounuimle nombre et la taille des messages
transférés vers la station de base.

b) Avantages et inconvénients du routage hiérarchige (approche de clustering)

Le routage hiérarchique permet de remédiepmbléeme de hot spot (points chauds)

rencontré dans le routage a plat car les clustadd)eselon cette approche, sont les seuls a
envoyer les données vers la station de base. Deenp@osieurs mécanismes ont été proposeés
pour le routage hiérarchique afin de résoudre cetapient ce probléme qui pourra a ce
moment se rencontrer avec les cluster-heads prathés station de base ( voir la technique
utilisée par le protocole PEBECS, en construisast dlusters avec des tailles inégales en
fonction de la distance a la station de base). figt, ecette approche présente deux grands
avantages: la scalabilité et la simplicité des méraes d’agrégation de données. L'agrégation
de données est I'une des techniques largemensédtilpar cette architecture. Cette tache est
confiée aux cluster-heads qui procédent a I'agrégitision des données collectées dans leurs
clusters pour les envoyer par la suite vers laostade base. Ceci permet d'alléger le trafic
circulant dans le réseau en diminuant le nombnmaelesages transmis a la station de base et en
présentant ainsi, une maniére efficace pour mimimla consommation d’énergie dans le
réseau et le passage a I'échelle.
Cependant, I'approche de clustering provoque unsaramation déséquilibrée en énergie dans
le réseau causée par la surcharge des cluster;ltaad®s derniers consomment plus d’énergie
par rapport aux autres noeuds du réseau. Pour remegedcce probleme, des techniques de
sélection dynamique sont adoptées pour le changenendle des nceuds cluster-heads/
membres. Cette solution permet d’assurer un égagid de consommation d’énergie entre les
nceuds du réseau. D’autre part, une autre solutionégessite des exigences matérielles pour
les cluster-heads peut étre utilisée. Selon cetiiatisn, les cluster-heads sont des capteurs
spécifiques avec plus de ressources énergétiqydssede capacités de traitement.
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3. Routage géographique (basé sur la localisation)

Avec ce type de routage, les informations |dealisation des capteurs: positions
géographiques, sont utilisées pour effectuer I'mhement des données. Plusieurs solutions
ont été proposées selon cette approche. Générdldeeméthodes employées supposent que
chaque capteur a la connaissance exacte de smposdit grace a la technologie GPS (Global
Positioning System) dans le cas ou les capteunséspripés par des récepteurs GPS de faible
énergie et permettant ainsi la communication avesaiellite. Sinon, grace a des méthodes de
localisation basées sur I'estimation de la distamoe autres noeuds. Dans de telles méthodes,
la localisation est assurée par une estimatiora déstance séparant deux capteurs, en fonction
des propriétés du signal recu (temps de propagatttanuation du signal, ect). Soit en fonction
de I'angle d’arriver du message.

Dans ce qui suit, nous présentons un protocoleuatage efficace en conservation énergétique
et qui sera basé sur un systeme de localisation.

a) Exemple de protocoles de cette famille

Parmi les protocoles basés sur la locatisation retrouve le protocoles GAF [78]. Ce
protocole est les plus répandu dans les applicatidiisant des informations sur la position
géographique des capteurs. Son principe et sestéastiques vont étre détaillés dans la suite
de ce paragraphe.

GAF: Geographic adaptive fidelity

Le protocole GAF [78] est un protocole detege basé sur la localisation. Il était congu
comme approche de routage pour les réseaux Adnd@anmoins il peut étre applicable aux
réseaux de capteurs. Pour conserver |'énergieldaéseau, il utilise un mécanisme de mise en
veille des nceuds non utilisés, sans affecter Idenpeances du routage.

Ce protocole procede a une décomposition de la @dermmapture en de petites cellules virtuelles
de sorte que tous les nceuds dans une cellule gecosmMmuniquer ensemble. Ces cellules
forment une grille virtuelle. Ou chaque nceud, enepsa position indiquée par le service GPS
pour s'associer a un point de la grille. A tourmeat, un seul nceud dans une cellule est actif a
la fois, tandis que les autres sont en état sononesin état de découverte. Telle que, les nceuds
liés au méme point sur la grille sont considéraswadents en termes de codt lié au routage des
paquets. Cette équivalence est exploitée en maintées noeuds situés dans le méme secteur
(au méme point) de la grille, a I'état de sommeil.

La figure 2.3 illustre une situation simple jgrotocole GAF. Dans cette figure, le nceud 1
peut atteindre 2, 3 et 4. Les nceuds 2, 3 et 4 pe@teindre 5. Mais 2, 3et 4 sont équivalents

(en termes de consommation d’énergie durant leagajtdonc deux d’entre eux seront mis en
veille.

Fig.2.3 Exemple d’'une grille virtuelle dans GAF
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Selon GAF, I'état de découverte est I'etatial dans lequel un noeud identifie tous les
nceuds qui se trouvent dans sa cellule en échandesmhessages de découverte. Le noeud qui
participe dans la tache du routage est considéréneoétant un nceud dans I'état actif. Or, un
nceud dans I'état de découverte ou dans I'état entie dans I'état sommeil, caractérisé par
I'interface radio éteinte, s'il trouve qu’il y a jdédans sa cellule un nceud actif qui tient la tache
du routage. Les nceuds équivalents peuvent bastellsgtat "Sommeil” vers I'état "actif" par
tour de rble. Généralement, les nceuds les pluggiem énergie sont plus prioritaires pour
entrer dans I'état actif. De cette facon, la sg@&AF équilibre la charge de la consommation
d’énergie entre les différents nceuds du réseau.

Les auteurs montrent, par les résultats idailation, que le gain en consommation
d’énergie avec l'utilisation du protocole GAF augrtee proportionnellement avec la densité
des nceuds. De plus, ce protocole fournit des pedioces en termes de temps d’attente et
perte de paquets.

Bien que, ce protocole soit basé sur la localigatiopeut étre considéré comme un protocole
de routage hiérarchique, ou la formation des cdlssfeones de la grille) est basée sur les
positions des nceuds. Pour chaque zone particalélz grille, le noeud actif agit comme étant
un cluster-head responsable de la transmissiodale®es vers d’autres noeuds du réseau.

Cependant, l'adaptation de ce protocole a un résdmaucapteurs exige un modeéele de
consommation d’énergie approprié. En outre, GARpesp que les nceuds doivent connaitre

leurs positions en utilisant un systeme GPS, sjucelteux en énergie et peu précis.
a) Avantages et inconvénients du routage géographique

Le routage géographique utilise la positi@s nceuds comme moyen principal de routage
et d’adressage de données. Il s’effectue gracesdedhniques géométriques (application des
systémes de positionnement, tel que le GPS) afachéminer l'information d’'une zone
géographique vers une autre, ce qui permet deitéacle controle de la topologie et la
puissance de transmission entre les différents scel@ plus, ce mécanisme réduit
considérablement le nombre de transmissions daigséau, parce que les informations sur les
régions de capture sont disponibles, et donc laostale base peut envoyer directement la
requéte vers la région désirée. Ainsi I'espacetoekage nécessaire pendant le routage est trés
réduit car il ne nécessite aucune table de routégeaceud achemine ses paquets seulement en
se basant sur la position de la destination etlesiinformations locales sur ses voisins directs.
Un autre avantage important est I'indépendanceadmdbilité. Cette approche est utilisable
méme si les nceuds changent de position d’'une fagotinue ce qui le rend adapté aux
environnements mobiles et les applications mikir
Cependant, ce type de routage ne convient paspglications qui exigent une livraison fiable
de données a des intervalles réguliers (applicatiensurveillances, par exemple ) vu les délais
de transmissions éleveés et le besoin d’'informatapositionnement pour effectuer le routage.
De plus, l'utilisation du systeme de positionnemé&®PS est inapproprié pour ce type
d’applications : exigence d’équiper les capteunslpa récepteurs GPS, qui sont colteux en
énergie et peu précis ce qui diminue leur degrigathdité.

2.3.2.2 Routage basé sur le fonctionnement despcole
Selon le fonctionnement et les avantagess\isé les protocoles, quatre classes de routage

peuvent étre distinguées : routage basé sur l&t@da Service (QdS ou QoS pour Quality Of
Service), routage basé sur les multi-chemins, gaubmsé sur les requétes et routage basé sur la
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négociation de données. Dans cette section, lesipailes caractéristiques de ces différentes
classes sont décrites, avec une bréve présentdgsnprincipes et caractéristigues des
protocoles exposés comme exemples dans chaqgse.clas

1. Routage basé sur la qualité de service

N’importe quel protocole de routage selonecémille tend a satisfaire quelques métriques
de qualité de service (QoS) comme par exemplelélai d’acheminement de bout en bout, la
bande passante et le taux d'erreurs, afin de ekalim routage équilibré en termes de
consommation d’énergie et délivrance de donnéetemps réel. Pour cela, le réseau doit
s’équilibrer entre la consommation d’énergie etqiaalité des données. Nous discutons
guelgues exemples de ces protocoles dans le pphagsaivant.

a) Protocoles de cette famille

Dans ce qui suit, le principe de deux proescappartenant a cette famille va étre
brievement présente.

SAR : Sequential Assignment Routing

SAR [80] est considéré parmi les premierdquales €laborés pour les réseaux de capteurs.
Il prend en considération la consommation d’éneegika qualité de service lors de la prise de
décision sur chaque route candidate pendant legsos de routage.
Une approche multi-chemins (classe détaillée pnd)test utilisée pour éviter la défaillance
d’'une route. Cela est possible a travers la cnéation arbre avec multiples chemins reliant le
nceud source au destinataire. Ainsi, a partir dejhanceud jusqu’au nceud puits, plusieurs
arbres d’une longueur d’'un saut de ce nceud sdiglament construits. Chaque arbre est par la
suite développé en allant successivement du ncdtslvaus les autres nceuds, tout en évitant
ceux qui ont les valeurs faibles de QoS et d’émedgiponible. A la fin de ce processus, chaque
nceud fera partie des chemins multiples et pourkairsde noeud voisin a utilisé pour
transmettre les messages.
SAR dépend de trois facteurs : les ressources éigugs acquises, la QoS dans chaque
chemin, et le niveau de priorité des paquets. Dé&aiteles chemins de I'arbre prennent en
compte les métrigues Qo0S, la ressource énergé&iguehaque chemin et le niveau de priorité
de chaque paquet. Une ou plusieurs routes pelalers étre empruntées.
Un processus de calcul de chemins est relancé diguiement par le nceud puits afin de
prendre en compte tout changement dans la topatliogiéseau.

SAR présente plusieurs avantages. Il assaee honne fiabilité du routage grace a
I'utilisation de plusieurs chemins plutét qu'un afie simple ce qui le rend tres efficace pour
la tolérance au pannes. De plus, la prise en codggemétriques de qualité de service et des
ressources énergétiques dans le processus deadlgagoutes sont sélectionnées en se basant
sur ces deux métriques) augmente la performancésgau.

Cependant, le maintien de multiples chemins erdrasdurce et la destination impose une
consommation importante en énergie et nécessiemuni periodiqgue de messages de contrble
engendrant ainsi, une grande quantité de messelgasges et donc surcharger le réseau.
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SPEED: A Stateless Protocol for Real-Time Communéation in Sensor Networks

Avec SPEED [81], chaque noeud maintient ohdgrmations de localisation sur ses
voisins. Il utilise ces informations géographiquesir router les paquets au noeud puits. Sa
caractéristique fondamentale est de garantir uai did livraison de bout en bout optimale.
Grace a cette spécification, SPEED est le protomlplus approprié pour les applications
temps réel. En effet, ce protocole essaye de garard vitesse constante pour la transmission
de paquets dans tout le réseau. Cette vitessastaaee en divisant la distance entre la station
de base par la vitesse du paquet. De plus, cequiet offre la possibilité d’équilibrage de
charge du trafic entre les noeuds du réseau. Liboage de charge est réalisé via la technique
adoptée par le module de routage appelé SNGF Ig&tatdon-deterministic Geographic
Forwarding) responsable de la sélection du prockaut en offrant la vitesse de livraison de
paquets souhaités. Ceci permet de disperser lageagur un domaine de routage plus vaste
afin de répartir le trafic uniformément a traverattle réseau.

SPEED propose une approche tres utile pesrdpplications temps réel, mais son
utilisation reste trés limitée dans les réseauxaj#eurs car il ne considére aucune métrigue
pour I'optimisation de la consommation d’énergi¢or& que I'énergie est le défi critique pour
ce type de réseau, par conséquent, et pour undeaneilcompréhension des capacités du
protocole SPEED, en termes de conservation destsuece énergétique, ce protocole a besoin
d’étre comparé avec d'autres protocoles de rousggeifiques aux réseaux de capteurs et
efficaces en consommation d’énergie. Cependanpra®cole présume que tous les nceuds
connaissent leurs positions par rapport au nceuds.p@ela nécessite l'utilisation des
techniques de localisation comme le GPS qui estgo&irmand en énergie et créant ainsi une
source additionnelle de perte d'énergie. De phugjulantité de messages de contrble échangé
entre les différents nceuds du réseau est tresdéwable (les messages périodiques contenant
les positions des nceuds, par exemple). Ces massagghargent le réseau et engendrer des
retards dans les délais de livraison des donnéees/ongestions crées, alors que le but
principal pour ce protocole est d’optimiser le délabout en bout.

b) Avantages et inconvénients du routage basé QoS

La qualité de service est nécessaire danagplications de sécurité, de surveillance et les
applications temps réel : centres nucléaires,itoiamg médical, applications militaires, etc.
Certains protocoles de routage proposés pour $esman& de capteurs (comme SPEED et SAR,
par exemple) essayent de remplir des parametreé@ode afin de réaliser une livraison de
données fiable et avec une qualité satisfaisantesgences des applications temps réel.
L'utilisation de ces parametres de QoS dans lesav&sde capteurs assure la fiabilité des
transmissions grace a la qualité des liaisonssésllors de la communication entres les
différents nceuds, qui se reflete par une augmentake taux d'arrivée des paquets au nceud
puits. Généralement, il est difficile de satisfalies criteres de QoS en tenant compte de la
contrainte énergétique qui est toujours présents da développement de n’importe quel
protocole de routage pour les réseaux de capteurs.

2. Routage basé sur la négociation de données
En détectant le méme phénomeéne, les ncepdisuca inondent le réseau par les mémes

paquets de données. Ce probléeme de redondancétpeuésolu en employant des protocoles
de routage basés sur la négociation. Avant denrettie, les noeuds capteurs négocient entre
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eux leurs données en utilisant des messages deiatgo afin d’éliminer la transmission des
données redondantes. Cette procédure garantit guiessles informations utiles seront
transmises ce qui élimine la redondance des dorgt&®nomise I'énergie.

a) Protocoles de cette famille
La famille de protocole SPIN est un bon exempissitatif du routage basé sur la négociation.
SPIN: Sensor Protocol for Information Negotiation

Ce protocole [1, 21, 82] est considéré paesipremiers protocoles de routage a plat congu
pour les réseaux de capteurs. |l représente undicaatén des techniques d’inondations
Flooding et Gossiping.

Avec Flooding chaque capteur retransmet les donnégses par diffusion a ses voisins.
Cependant, cette technique présente un inconvemajgiur qui est la duplication des paquets
(un nceud peut recevoir plusieurs copies de la ndimeée). Gossiping est la version modifiée
de la technique d’inondation Flooding, dans laguehaque capteur ne diffuse pas les paquets
recus mais retransmet ces derniers a un des vaélastionné de facon aléatoire. Les voisins
font suivre les paquets de la méme maniére judtauitivée de l'information & destination. Le
Gossiping réduit les redondances de données nzaiisv€e de ces données a destination est
retardée.

Pour palier aux problémes d’'inondation (comme Igplidation de paquets et la latence élevée
de données), SPIN est proposé comme nouvelle appr@e protocole utilise un mécanisme
de négociation (échange d'informations) entre lesudas capteurs avant de transmettre
n'importe quelle donnée. Dans une négociationntesds capteurs utilisent des méta-donnée
(descripteurs de données de haut niveau). Cecisterss nommer les données capturées: les
décrire avant de les émettre. Cela permet aux éekntecepteurs de décider de recevoir ou pas
le paquet de données, ce qui évite le problemea®sées redondantes.

Le protocole SPIN utilise trois types de messagddV, REQ, DATA. Quand un noeud
capteur a une donnée a partager, il I'annonceaptamsmission d’'un message ADV incluant
une méta-donnée. Chaque nceud, s’intéressant anteéelaéférencée par ce paquet meta-
donnée, peut la récupérer en envoyant un messqgétee(REQ). A la réception du paquet
requéte, un message DATA (données) est envoyé eudriatéressé. Ce message contient la
donnée réelle du capteur, avec la méta-donnée cantéte. De cette maniére, seuls les nceuds
capteurs qui sont intéresseés par la donnée annanceet une copie.

Les changements de la topologie n'ont qu’umtuence locale sur SPIN, car chaque nceud
doit uniguement connaitre ses voisins a distange géul saut et donc il est concerné que par
un traitement local d’informations, ce qui permet diminue par un facteur de 3,5 la
dissipation d’énergie par rapport a I'inondatioasslique (Flooding et Gossiping). De plus, le
mécanisme de négociation utilisé contribue d’'unaiéra efficace a la réduction du taux de
transmission des données redondantes. Cependanécknisme d’annonce (via les messages
ADV) utilisé par SPIN, ne peut garantir un achemieet fiable de données vers la destination.
Dans le cas ou les noeuds intéressés se trouviativement loin du noeud source et les
capteurs situés entre la source et la destinag@ont pas intéressés par ces données.

b) Avantages et inconvénients du routage basé négoamat

Le routage basé sur la négociation appotis ge conservation a I'énergie consommeée
dans la communication des données, mais aussiteusa 'optimisation du trafic circulant
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dans le réseau en limitant le nombre de messapesn@es: les informations semblables seront
réduites en les remontant une seule fois au nceiid, me qui permet d’économiser plus
d’énergie dans les capteurs et réduire ainsi e teeudonnées redondantes transmises et aussi
offrir une utilisation efficace de la bande pasesaeth évitant les échanges superflus des
messages avec le nceud puits. Néanmoins, ce méeadisnmégociation entre les noceuds
produit des retards non tolérables pour délivrerdennées au noeud puits. D'autre part, les
messages de contrdle échangés entre les nceudsitcansecharge supplémentaire dans le
réseau, ce qui induit a des situations de congestia une perte additionnelle d'énergie.

3. Routage basé sur les requétes

Dans ce type de routage, le noeud puits génee requéte de données (portant sur une
donnée particuliere) propagée a travers le résiad'aterroger les nceuds capteurs. Le nceud
qui détient les données requises doit répondrecaudndemandeur, en envoyant la donnée a
travers le chemin inverse de la requéte. Souvest, requétes sont exprimées en langage
naturel, ou décrites dans des langages d'interoogatniveau élevé.

a) Protocoles de cette famille

Les deux protocoles: la diffusion dirigée ‘D& Rumor Routing présentés précédemment
dans la section exemples de famille de protocolglataet centré donnée, sont deux exemples
de ce type de routage (les intéréts générés sastfsome de requétes). Dans la suite de ce
paragraphe on va décrire brievement deux autre®qmies de cette famille : COUGAR et
ACQUIR.

COUGAR et ACQUIR,

Les deux protocoles COUGAR [72] et ACQUIR Ji48onsidérent le réseau comme un
enorme systeme de base de données réparties, quechaeud correspond a une base de
données. Cette idée innovatrice a donné lieu a adaptation des techniques de BDD
distribuées pour les réseaux de capteurs. L'idéecipale du protocole COUGAR, est
d'employer des requétes déclaratives afin d’alpettai traitement des requétes de la couche
réseau. L'abstraction est assurée par une nowaliehe de requéte (couche d'interrogation)
introduite entre la couche réseau et applicatioa. ptotocole utilise aussi des techniques
d'agrégation de données afin d'économiser I'énerG@UGAR confié les opérations
d’agrégation et de transmission de données capétsde nceud puits a un nceud leader choisi
par les nceuds capteurs. Le noeud puits est respemsala génération d’'un plan de requétes.
Ce plan sert a décrire la méthode de sélectionodudnleader pour une requéte donnée. Ainsi,
il permet de spécifier les informations nécessasigsle flux de données et son traitement au
niveau des nceuds intermédiaires, et aussi I'aftiect des requétes dans le réseau. Par la suite,
ce plan est envoyé aux nceuds concernes.

Le deuxieme protocole : ACQUIR, est similaire a G&AR. A son tour, il percoit le réseau
comme une base de données répartie. ACQUIR estadiepté pour les requétes complexes
constituées de plusieurs sous-requétes. Le mécaniimterrogation du réseau se déroule
comme suit: le nceud puits expédie des requétemversrle réseau. Chaque nceud recevant la
requéte peut répondre partiellement, tout en atitides données disponibles dans son propre
cache. Une fois la requéte est completement résellgeest envoyée aux noeuds voisins. Si
les données disponibles ne sont pas a jour, le nalette de nouvelles informations a partir
des voisins qui se trouvent dans un périmetrd dauts (par rapport a la station de base). Une
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fois la requéte est totalement traitée, elle esvogée a la station de base suivant la route
inverse de la requéte ou via le chemin le plustcour

L’architecture proposée par COUGAR offre @figcacité en consommation d’énergie, en
particulier lorsque la quantité des données géngaiédes nceuds capteurs est trés élevée. Ceci
est grace a l'indépendance des interrogations dpteurs dans la couche réseau. Toutefois,
I'ajout de la couche additionnelle consacrée auyuéees (couche d’interrogation) induit
plusieurs inconvénients. Par exemple, il introduwie charge supplémentaire en termes de
consommation d’énergie et de capacité de stockagévaau de chaque nceud. Or, le protocole
ACQUIRE a présenté une technique élaboratrice pims requétes plus complexes. Le
mécanisme appliqgué par ACQUIRE garantit une ingation efficace en ajustant la valeur du
paramétred. Mais dans le cas, od est égal au diameétre du réseau, le comportement du
protocole serait similaire a une inondation. D’aupart, si le parametrg est tres petit, la
requéte passera a travers plusieurs nceuds avamé d'émplétement résolue. De plus,
I'introduction de la couche supplémentaire utiliggmur répondre aux requétes, produit des
problemes similaires a COUGAR (tous les deux senffdes mémes inconvénients provoqués
par la couche supplémentaire).

a) Avantages et inconvénients du routage basé requétes

L'utilisation duroutage orienté requétes, permet aux protocoleptadibce principe de
routage de se différencier aux autres protocolesde I'acheminement des données captées,
car les protocoles utilisant ce mécanisme proceédemte diffusion directe des requétes via le
nceud puits a travers tout I'ensemble du réseaurdtegtes interrogent les noeuds sur une
donnée bien déterminée. Par la suite, seulemenhdmsds qui détiennent ces données les
envoient au nceud demandeur. Cette approche peratsisker le trafic circulent dans le
réseau en diminuant la quantité des messages @&shange les nceuds. En outre, l'utilisation
des techniques d’agrégation de données permetngi@wdir la consommation d'énergie (par
exemple: la suppression des redondances).

Cependant, les protocoles de cette famille sonpprapriés pour les applications de
surveillances, telles que le contréle de I'envirement et les processus industriels, car le
routage n’est plus efficace lorsque le nombre deétes est grand, engendrant ainsi des retards
non tolérables pour délivrer les données au noeitd. e plus, le colt de maintien des tables
de routages au niveau de chaque nceud devienbmeslérable.

4. Routage multi chemins

Le routage multi chemimsermet de faire face a I'un des problemes lesrplusontrer avec
les protocoles de routage actuels. Le fait de gouwn simple chemin optimal en énergie et
I'utiliser fréquemment pour toutes les communiacagiprovoque I'épuisement des batteries des
nceuds qui constituent ce chemin. Par conséquemndsdau sera partitionné et ses performances
en termes de tolérance aux pannes seront dégra@déméerance aux pannes d’un protocole est
mesurée par la probabilité qu’'un chemin alternaxiste entre une source et une destination
quand le chemin primaire soit défaillant. De c¢, fairoutage adopté par les protocoles de cette
famille consiste a maintenir plusieurs chemins dephaque capteur vers le nceud puits, ce qui
permet de garantir la présence de plus d'un chéatie pour la transmission, et offre une
reprise rapide du transfert de données en casraeegahoisir 'un des chemins qui restent).

Rapport-gratuit.com @
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a) Protocoles de cette famille

EAR est présenté comme exemple de proto@lette famille. Son principe ainsi que ses
caractéristiques sont détaillés dans la suite tle seus section.

EAR: Energy Aware Routing for Low Energy Ad Hoc Sersor Networks

L'utilisation répétée des routes a consomomat’énergie optimale, épuisera rapidement
I'énergie des noeuds faisant partie de ces rolear remédier a cette lacune, un chemin
alternatif est utilisé avec une certaine probahilEAR [79] adopte ce principe en maintenant
un ensemble de routes entre la source et la destinanais n'utilise qu'une seule route a
chaque fois. A chaque route est assignée une lptiddalépendante d’'une métriqgue d’énergie.
Les noeuds du réseau relaient les paquets recusasissant une route selon les probabilités

maintenance de route.

-Phase d'initialisation le nceud puits initie les communications en effant une inondation
pour découvrir tous les chemins vers le nceutindgaire qui intéresse l'utilisateur. A ce
niveau, une élection des chemins est établie set@enfonction de colt énergétique, ce qui
permet de créer une table de routage. UniquemesnitzHemins avec les meilleurs colts sont
gardés dans la table, alors que ceux ayant das étmvés en énergie sont abandonnés. Par la
suite, chague nceud assigne une probabilité a sldecses voisins correspondant a un chemin
dans sa table de routage.

-Phase de communication des donnésas fonction des probabilités attribuées danshiasp
précédente, chaque nceud envoie le paquet verstiaat®on en choisissant aléatoirement un
nceud de sa table de routage.

-Maintenance des routesine inondation est lancée périodiquement afirmmdére jour a les
tables de routage (les chemins entre le nceud @uites noeuds du réseau) tout en reprenant
les étapes de la phase initialisation.

A la différence du protocole Direct Diffusi@écrit précédemment, ou les données sont
envoyées par des routes multiples et 'une d’egitess était renforcée pour envoyer les données
a des débits plus élevés, avec EAR une route urégtiechoisie aléatoirement a partir des
solutions multiples afin d’économiser I'énergie.cCpermet a EAR, en le comparant avec
Direct Diffusion, de réduire la consommation d’égierpar 21,5%, et augmenter la durée de
vie du réseau par 44%.

Toutefois, il est a noter que ce protocole nécedaitilisation d’informations de localisation
lors du mécanisme d’adressage des noceuds (inondatiatisée pour atteindre les noeuds
sources), ce qui compligue d’avantage linitialisatdes routes et la structure générale du
réseau. D'autre part, la construction de ces cheaitarnatifs nécessite plus de ressources en
termes: d'énergie, quantité de messages de cosfrbldant dans le réseau ainsi que lI'espace
nécessaire pour stocker les tables de routage, etc.

b) Avantages et inconvénients du routage multi-chemins

Les réseaux de capteurs sont caractériségnpux élevé de pannes. Afin d’assurer une
bonne fiabilité du routage, certains protocolesstmisent plusieurs chemins (le protocole
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EAR décrit en haut, par exemple). Cela permet @iibtune conservation d’énergie vu
I'existence de plusieurs routes entre la sourda destination ce qui augmente la fiabilité et la
robustesse du réseau et garantit ainsi une rapigibé@rquable lors de la reprise en cas de
panne. Cependant, la construction de ces chemiesnatifs requiert plus de ressources
énergétiques, messages de contrble et espaceclagaocar la présence de plusieurs chemins
nécessite de les maintenir actifs, ce qui indug nansommation importante en énergie. Les
messages échangés périodiguement pour maintenichiesins alternatifs engendrent, un
overhead et une perte additionnelle d’énergie.

2.4 Conclusion

L’énergie est une ressource précieuse demgéseaux de capteurs, sa conservation est
indispensable pour garantir une longue durée dpaue le réseau, puisque les capteurs sont de
petits composants avec une faible capacité de ageckde calcul et sont alimentés par des
batteries dont la capacité est limitée, et générahé non rechargeable. Par exemple, dans
certaines applications ou les capteurs sont dépldgés des zones d’intérét hostiles ou toute
intervention humaine apres déploiement est exdl@st difficile voire impossible de changer
les batteries. Pour cela, les contraintes impoaégrgéseaux de capteurs dépendent en premier
lieu de la nature des capteurs ainsi que du typ@plglication.

Ce chapitre nous a permis de visualisedi#grents facteurs de consommation d'énergie
dans les réseaux de capteurs et les approchesheiciees appliquées pour sa conservation.
Parmi les techniques proposées pour diminuer lssaumation de I'énergie (énergie de
communication en particulier) les mécanismes @éslislans les protocoles de routage. Une
étude critique a été apportée aux principaux padé&s de routage sous contrainte énergétiques
proposée dans la littérature afin de tirer profitelirs avantages et voire leurs limites.

Par exemple, dans les architectures a plat, laritéaes protocoles de routage congus pour les
réseaux de capteurs de petite ou moyenne tailleniksent de bonnes performances.
Cependant, lorsque le nombre de nceuds augmenteafie de controle prédomine les
communications réelles. Ce qui conduit a une auggttien dans la latence et a une explosion
dans les tables de routage. Afin de pallier a @®#tels, I'architecture hiérarchique s’est
considérée comme l'une des solutions communéméicbeds pour assurer un bon routage
dans les réseaux de capteurs. Pour cela, la teshde clustering évoquée précédemment dans
ce chapitre est une solution qui se révéle intargespour confronter le défi de conservation
d'énergie dans les réseaux de capteurs.

Dans le chapitre suivant, nous présentordéaail 'approche de clustering, ou nous allons

énumérer d'autres protocoles de cette famille poger leurs principes de fonctionnement et
caractéristiques.
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Chapitre 3

Etat de L’'art sur Les Protocoles de Clustering Polues
Réseaux De Capteurs Sans fil

3.1 Introduction

Les réseaux de capteurs sans fil sont forieimuencés par la limitation de la ressource
énergétique disponible au niveau de chaque nceudlelfement, les principaux travaux de
recherche dans ce domaine portent sur la prolangate la durée de vie du réseau, via la
conception de nouveaux protocoles de routage. Bivgrcanismes peuvent intervenir en vue de
I'optimisation de la consommation d’énergie lorsldgransmission des données captées vers
I'utilisateur final. La structuration hiérarchiqutu réseau s’est présentée, dans ce contexte,
comme une approche de routage qui contribue d'var@éne efficace a I'’économie d’énergie,
mais aussi a la réduction des messages de cqrandde qu’a 'augmentation de la réutilisabilité
de la bande passante et l'attribution de ressodaresle réseau.

Certes, le routage hiérarchique est une gimtfui vise a organiser le réseau d’'une maniére
favorable a la réduction de la dissipation d’ére@fin de préserver cette ressource épuisable et
difficilement rechargeable. Selon un processuslagtaring, les nceuds du réseau sont groupés
en clusters. Cela est établi par I'élection d’uefghmour le cluster, puis a déterminer les nceuds
qui feront partie de ce dernier. Plusieurs techedgqueuvent étre utilisées pour le partitionnement
du réseau en clusters. En effet, ces techniquesepient a classifier les différents protocoles
proposeés selon cette approche de routage.

Ce chapitre est organisé comme suit. Dansetdion 3.2, seront définis I'ensemble des
concepts relatifs au mécanisme de clustering ajosi les motivations qui nous ont amené a
choisir ce type de routage pour les réseaux desgeptDans la section 3.3, nous passons en
revue les contraintes qui interviennent lors dectmception d'un protocole de routage
hiérarchique basé sur le mécanisme de clusterieg ptincipales techniques de clustering et une
description de chacune des catégories sont présedsins la section 3.4. Dans la section 3.5,
nous exposons un ensemble de solutions hiéramshiguotocoles de clustering, proposées dans
la littérature, tout en expliquant leurs caractiyises et les étapes de leurs constructions. Zans |
section 3.6, nous dressons une table comparativeégume les différentes caractéristiques de
ces protocoles de clustering. La conclusion dehepitre est donnée en section 3.7.

3.2 Notions de base et motivations
Le type d’application affecte grandeméed protocoles de routage dans un réseau de

capteurs. La stratégie de déploiement des noeudlsnapact sur ces protocoles. Généralement le
dépoilement des nceuds dans ces réseaux peut @&naidéste ou aléatoire [1].
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Lors du déploiement déterministe, les capteurs plates manuellement et les données peuvent
donc étre acheminées via des routes prédétermiRéesontre, lors du déploiement aléatoire,
les capteurs sont éparpillés (ex. lachés d’'un aviBour cette répartition non uniforme, une
stratégie de clustering s'avére souvent nécessarelustering, permet de mieux gérer le trafic
du réseau et d’alléger la quantité d’information cjtcule en effectuant des traitements au sein
de chaque cluster avant de propager les donnégdeverste du réseau pour les transmettre a la
station de base.

3.2.1 Définitions

Dans des milieux hostiles et dangereux audivention humaine est impraticable, il n'est
pas toujours faisable d’organiser manuellementilesuds en groupes. Pour cette raison, il y a eu
une grande quantité de travaux de recherche sumdagres de créer des structures logiques
d'organisation. Le clustering est considéré commpaint clé dans la conception de ces réseaux.
Avec cette méthode I'ensemble des capteurs esédes groupes (ou clusters), et pour chaque
cluster un chef pour le cluster ou cluster-headéast[44]. Dans chaque cluster, les nceuds
envoient leurs données au nceud cluster-head (ganef3.1) qui transmet a son tour la donnée a
la station de base (si nécessaire, par l'interntédias cluster-heads des autres clusters)

La tache d’'un cluster-head ne consiste pas seutemesuter les données, mais elle peut étre
complétée par un traitement et une agrégationfiudedonnées issues des autres capteurs afin
de faciliter la gestion du réseau et en particdl@stimisation des dépenses énergétiques. Les
cluster-heads sont supposés avoir un niveau diénsugérieur et une plus grande capacité de
stockage et de calcul que les autres noeuds cagéja5], alors que les noeuds plus contraints
en ressources énergétiques se consacrent uniquarzecapture.

En effet, l'utilisation du mécanisme de clusteridgns les réseaux de capteurs facilite
I'agrégation de données, ce qui conduit a dimiheredondances et les transmissions inutiles
vers la station de base. D'autre part, le clugigvermet aux nceuds d'effectuer des transmissions
sur des courtes distances avec leur cluster-headuicminimise la consommation d'énergie et
optimise l'utilisation des ressources du mediuns@amunication [42, 43].

Nous présentons ci-dessous les principaux composkume architecture hiérarchique pour un
réseau de capteurs [42]:

- Noeud capteur: Le noeud capteur est le composant noyau duuéga plus, ces capteurs
peuvent jouer des rbles multiples, tel que la d@rsaimple, stockage, conduite de données
et le traitement (voir 81.1.2.1Cela dépend de leurs capacités en termes de cadtuls
puissance énergeéetique sans oublier l'influence @égamisme d'affectation des roles adaptée
par le protocole de clustering.

- Cluster : Le cluster est un ensemble de noeuds capteurspeéfl’'unité d’organisation d’'un
réseau de capteurs. La nature dense de ses résdgaxde les décomposer en cellules ou
clusters afin de simplifier les tdches de commuitdoaet de répondre aux différentes
contraintes.

- Cluster-heads (CHs, leaders, chefs de groupesye sont les représentants des clusters. lls
sont souvent nécessaires pour I'organisation didgités dans les clusters. Leur tadche ne se
limite pas a l'agrégation de données, elle s’émmsi a I'organisation de la communication
intra-cluster et mémes inter-clusters. Ces chefivgra étre élus par les autres nceuds ou bien
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sont pré-assignépar le concepteur du réseau. lls peuvent aussijéste des noeuc
ordinaires, ou bien des nceuds dotés de plus d'iéx

- Station de base La station de base se situe a un niveau supérél’hiérarchie d’'un résea
de capteurs. Ellpermet de fournir une liaison er le réseau de et I'utilisateur fir

- L'utilisateur :Les données généis par un réseau de capesont employées dans une I
gammed’applications [1]. Ces dernies sont accessibles vikternet, a l'aide d'un PDA
d'un ordinateur de bureau. Une simple rec générée par l'utilisateur finest diffusée dans
le réseau permet de recueillir toutes données souhaitées.
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Fig. 3.1 Hiérarchie d’'un réseau de capteurs sans fil
3.2.2 Formation de clusters

L’efficacité d’'unalgorithmede clustering est évaluée en terme nombre de clusters
formés et de leurs stabilitén fonction de la mobilitdes noeuds (la capacité de spter au
changement de la topologie dueau). Il existe plusieurs méthodes formation de clusters.
Mais la plus répandueeXécut sur trois phases :

Election de cluster-head

Appelée aussi la phase Sip: chaquenceud prend la décision de devenir ou bien de se
joindre a un CH selon sannaissance loce de la topologie en utilisanone métrique spéfique
ou ure combinaison de métriques ' que le plus grand/petit ID dans son voisinage eigrél de
connectivité, la puissance de transmission, I'éeergsiduelle..., ou bieselon un poids qui
représente une combinaison de quelques métr

Communication intra-cluster et inter-cluster
Chaque cluster-heagke charge des communications a l'intérieur de $aster et maintient le
informations de routage lui permettant de joindretation de base. Pour atteindre la static

base, les cluster-hemccommuniquent directemea cette derniérainor une communication
multi-sautest adoptée en utilisant d’auticluster-heads comme noeueiais
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Maintenance des clusters

Dans le but de s’adapter aux changements de ldogipalu réseau, une mise a jour des clusters
est dynamiquement réalisée pour reconnaitre legeaox noeuds ajouter ou ceux disparus (les
noeuds qui ont consommés leurs énergies). D'awre pi le cluster-head garde son statut le
plus longtemps possible, méme s’il ne possede pagxemple le poids maximum dans son

propre cluster alors il perdra son réle une foibatterie sera épuisée.

3.2.3 Avantages de I'approche clustering
Le mécanisme de clustering permet de [42, 43, 44] :
- Faciliter le partage des ressources et /ou latspmisation au sein d’un cluster.

- Optimiser l'utilisation de la bande passanteignitint les interactions inter-clusters et évitant
les échanges superflus des messages avec la statiomse ; alléger le flux de communication
dans le réseau.

- Réduire la taille des tables de routage stockéesveau des nceuds en localisant le chemin, car
la mise en place des routes se fait seulementvaaunides cluster-heads.

- Agrégation des données transmises au colledtesrdonnées qui sont collectées a partir d’'un
ensemble de nceuds d'un cluster peuvent étre fulsdsnpar un cluster-head et par la suite
envoyées vers la station de base ce qui permétlilection du nombre de paquets échanges.

- Stabiliser la topologie au niveau des nceuds et danimiser les frais de sa maintenance. Un
nceud ne s’inquiete que du choix du cluster-headelufva étre relié. Par conséquent il n'est
pas affecté par les changements au niveau supérieur

- Implémenter des mécanismes par les CHs afin diaager la durée de vie de la batterie, ce qui
permet de prolonger la durée de vie du réseau.efample, le cluster-head programme les
activités dans le cluster de sorte que les nceudsgni dormir le plus de temps possible et donc
diminuer le taux de communication ainsi que le tdexcollisions pour y accéder au canal de
communication.

3.3 Contraintes et facteurs de conception lors dprocessus de clustering

L’approche de clustering joue un réle impotrt@ans I'organisation, non seulement du réseau,
mais il affecte nettement les performances de ceiate Il y a plusieurs contraintes et facteurs
qui doivent étre considéres lors de la concepties austers et la structuration du réseau. Ces
facteurs importants servent comme directives podeéleloppement des protocoles de clustering
utilisés dans les réseaux de capteurs.

Energie limitée vs Durée de vie du réseau
Les nceuds capteurs ont un stockage d’énengieg | et I'utilisation efficace de cette derniere

est un défi a relever. Cette contrainte énergétanieétre prise en compte dans le processus de
clustering afin de réduire la dissipation d'énemgitre les noeuds du réseau. Par ailleurs, ce défi
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énergétique a un impact direct sur la durée deduieéseau en entier. Pour cela, grouper les
nceuds dans des clusters devrait organiser la tipotu réseau et contribuer a réduire la
consommation d’énergie de ses nceuds afin d'augmsmtdurée de vie [1, 42].

Capacités limitées

La taille physique des capteurs et la petitengjté d'énergie stockée dans un nceud, limitent
beaucoup la capacité de ces capteurs en termesrdeunication et puissance de traitement. Un
bon protocole de clustering devrait se servir dssaurces partagées entre les noeuds tout en
considérant la limitation de leurs capacités [42].

Domaine d’application vs Choix de Cluster-heads dbrmation de clusters

Le type de l'application a une grande infleesar I'organisation en clusters. Etant donné un
protocole de clustering, il doit étre en mesures'ddapter a la variété des conditions rencontrées
et méme d'essayer de rependre aux différents besienl'application. En effet, lors de la
conception d’'un réseau de capteurs, les constmgctdaivent examiner soigneusement la
formation des clusters et le choix de cluster-haedaiss ce réseau. Pour certaines applications,
telle que la surveillance et le contréle d’'un chandp bataille ot les nceuds sont exposés a un
grand risque d’endommagement par des actions &l leurs informations captées sont tres
critiques, des exigences concernant le nombre delsi@ans un cluster ou la taille physique
d’un capteur sont trés importantes pour assurdromnfonctionnement du réseau. Ces conditions
et bien d’autres comme I'énergie résiduelle au auvee chaque nceuds, le chemin a faible
consommation d’énergie pour router les donnéesssi ¢ées différentes techniques utilisées pour
I'agrégation de données collectées, peuvent aussi an impact sur la fagcon dont les cluster-
heads sont choisis ainsi que sur I'organisatiorédeau en clusters [42,46].

Agrégation de données

Une des caractéristiques majeure des réseauxagteurs est la densité des nceuds.
Cependant, il y a souvent de multiples capteursreaueillent la méme information dans le
réseau. L'agrégation sert a combiner les donnéegrquiennent de plusieurs nceuds en une
information significative ce qui éliminera la redtamce. Entre autre, I'utilisation des techniques
d'agrégation de données dans les protocoles ddedhs réduit la quantité des données
transmises, minimise considérablement la communitantre les nceuds, résoud le probleme
d'implosion dans les tables de routage et allegmeséquence la congestion du réseau.

Tolérances aux pannes

La petite quantité d’énergie dans les nceudpami I'une des limitations primaires dans les
réseaux de capteurs. Ces derniers sont souvennsrilla mort et les interférences. Ces
situations peuvent entrainer I'échec de liens damextivité du réseau. Il est donc important de
prévoir lors de la conception des protocoles dsteling des mécanismes de recouvrement aprés
panne (algorithmes curatifs : qui utilisent unerappe optimiste ne masquant pas les pannes, ou
le mécanisme de tolérance aux pannes implémergéexécuté qu'apres la détection de pannes)
ou bien implémenter des techniques tolérantes amngs, approche préventive, qui tente a
retarder ou éviter tout type d'erreur afin de garnderéseau fonctionnel le plus longtemps
possible tout en essayant de consommer le moimerdié et donc éviter par la suite une
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extinction prématurée de batterie, ce qui augméntdurée de vie des nceuds et assure une
communication fiable méme apreés la faille de cesgtaie ces composants (voir 83.4.1.2)

Qualité de service (QoS) et les opérations tempselé

Quelgues applications, exigent que les donf@arnies au collecteur doivent étre de bonne
qualité, et par conséquent de nombreuses exigeee®@0S dans les réseaux de capteurs
dépendent bien du type d’application. Par exemghms les applications de surveillance
d'habitats, la réception des données est suffiganiel'analyse, et la latence de l'opération n'est
pas critique. Tandis qu'aux applications militajréacquisition des données en temps réel est
tres critique. Par ailleurs, les protocoles detelusg doivent accorder une attention particuliere
a la tolérance aux pertes des paquets et aux di#&laisggation des clusters. En addition, le temps
nécessaire pour les mécanismes de rétablissem@nbckessus de clustering nécessite également
une prise en compte. Il est donc envisageable geiseher sur ces parametres au moment du
choix d’'un schéma de clustering. Les implémentatipeuvent varier considérablement en
fonction de ces parametres, et en conséquencepdegsus de conception doit tenir compte de
tous ces aspects [42].

3.4 Techniques de clustering

Les techniques de clustering proposées lalitsérature pour les réseaux de capteurs sont
généralement classées selon [43, 49] :

- L’architecture du réseau et le modéle de fonctsonent.
- Les objectifs du processus de clustering.

- Taxonomie d’attributs de clustering y comprisiambre de clusters désirés et les propriétés
générées de ces derniers.

- Les parametres de prise de décision.

Cette classification de différentes méthgdesctlistering utilisées dans la littérature va
permettre de fournir une vue générale sur ceTETEATIMAIS aussi sur les multiples choix
possibles lors de la conception des clusters,bgsctifs a atteindre, les propriétés des clusters
cluster-heads a satisfaire, et les parametresveriants dans la prise de décisions lors de ce
processus. Chaque critere va étre étudié en @@l une description des catégories associées et

ses caractéristiques ainsi que son influence stgdhisation du réseau en cluster.

3.4.1 L’architecture du réseau et le modéle de fotionnement

Différentes architectures et conceptionséé@tconsidérées pour les applications des réseaux
de capteurs. Dans la suite de ce paragraphe,ifesgaux parametres architecturaux sont mis en
évidence ainsi que leurs incidences sur le mécanisclustering.
3.4.1.1 Traitement de données dans le réseau

Dans un réseau de capteurs, plusieurs nopeudgent générer des données dupliquées.
Cependant, les paquets;semblables peuvent étrgéagilé sorte que le nombre de transmissions
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soit réduit. L'agrégation combine les données &férdntes sources en employant des fonctions
telles que la suppression (élimination de redonegneninimum, maximum et la moyenne [52].
Généralement, toutes les fonctions d'agrégatiohassignées a des noeuds plus puissants et plus
spécialisés ; il s'agit des nceuds élus comme cihetls (CHs). Cette contrainte restreint le
choix des CHs, et limite le nombre des noeuds pastear afin de ne pas surcharger ces CHs [43].
Par ailleurs, il est intéressant de choisir uneantieud comme back up d'un CH, un nceud de
remplacement en cas de panne (voir 83.4.2.3), en lidapter un mécanisme de choix
rotationnelle et aléatoire pour role de CH enteeddférents nceuds du réseau afin de prolonger
leur durée de vie et par conséquent celle du réseaconception d’'un schéma de clustering est
influencée par tels choix /contraintes.

3.4.1.2 Mobilité du réseau

La majorité des architectures réseaux suppagee les nceuds capteurs sont stationnaires et
peu d'entres elles utilisent des capteurs mobNégis pour certaines applications, il est
important de supporter la mobilité des nceuds [SHus de telles conditions, le clustering
devient une tache trés ardue. Les nceuds changestdesitions et les clusters se voient obligés
de s'adapter aux différentes configurations duaresb'autre part, les événements contrblés par
un capteur peuvent étre relevés périodiquement amtintiellement dépendamment du type
d'application. Par exemple, dans des applicati@ensotitrle industriel : le réseau travaille en
mode reéactif, il suffit de générer du trafic loraqu événement survient. Alors que dans la
plupart des applications nécessitant un suivi ocarticomme dans les réseaux surveillant des
données environnementales, la soumission des tagmpénodiques est exigée, ce qui génere un
trafic important routé vers la station de basenRjae les applications a suivi continu permettent
d'avoir des groupes stables, elles peuvent augmeatsidérablement la charge des CHs en
fonction de nombre des nceuds présents dans letersluans ce cas, une attribution
rotationnelle (round-robin par exemple) du réle Ces est potentiellement nécessaire si ce
dernier est choisi aléatoirement [43].

3.4.1.3 Mode de déploiement et capacité d'un nceud

Le déploiement des nceuds capteurs est dmitnti@iste ou auto-organisationnel. Dans les
situations déterministes, les capteurs sont plawsuellement et les données sont acheminées
par des routes prédéterminées. Toutefois, dansyl#émes a auto-organisation, les noeuds sont
disséminés de maniéere aléatoire, créant ainsinfresstructure ad-hoc. Dans cette distribution, la
position de la station de base ou du CH est cri@al termes d’efficacité énergétique et de
performance du réseau. Par exemple dans le casré@au a capteurs homogénes, ayant la
méme capacité en termes de calcul, communicatipnissance, les CHs sont sélectionnées par
les capteurs déployeés. Ces derniers sont charggsesgement, exclus des fonctions de capture,
afin d'éviter I'’épuisement rapide de leur énergie.outre, les portées de la communication et la
proximité relative de ces CHs a la station de lss# des enjeux qui doivent étre considéres.
Habituellement, un capteur a une portée limitée.cBaséquent, un CH peut ne pas atteindre la
station de base. Il est donc préféerable d’utilides routes multi-saut. D'autre part, les nceuds
hétérogénes peuvent imposer plus de contraintele gupcessus de clustering. Certains nceuds
peuvent étre désignés pour des taches spécialeabilitée a capacités distinctes. De ce fait, il
est requis de limiter le choix des CHs a un sose®ble de ces nceuds de sorte a conserver
leurs ressources le plus longtemps possible [453]3,
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3.4.2 Objectifs du clustering

Les protocoles de clustering dans la littéea varient selon leurs objectifs. Souvent,
I'objectif est défini en vue de répondre aux exiggEsndes applications. Par exemple I'application
peut étre sensible a la latence des données, ée di# vie de la batterie et bien d’autres. Ces
recommandations sont considérées comme des cngetede choix des CHs et la construction
des clusters. Dans ce qui suit nous présentongjugeelobjectifs visés par le processus de
clustering.

3.4.2.1 Minimiser la consommation d’énergie

La batterie d’'un capteur est un composaradite taille. Elle fournit une quantité d’énergie
tres limitée. Par conséquent, elle influe sur leedwe vie du réseau et particulierement dans les
environnements difficiles. Et donc, le facteur dmsommation d’énergie est d’'une importance
primordiale dans ce type de réseau. Il est souflaitde réduire au minimum I'énergie de la
communication en adoptant des stratégies pourples€Hs pres de la plupart des nceuds d'un
cluster ce qui permet de minimiser I'énergie de mmmication intra-cluster. Dans ce cas, le
clustering adaptatifd’un réseau peut s’avérer comme un choix viable foprolongation de la
durée de vie de ce dernier [43].

3.4.2.2 Equilibrage de la charge “Laod balancing’

La répartition équilibrée des capteurs sgrdlusters est généralement un objectif pour les
configurations ou les CHs sont sélectionnés parceeseurs, afin d’effectuer des fonctions de
traitement de données et de gestion d’intra-clasteependant, la mise en clusters a taille égale
devient cruciale pour I'allongement de la duréevidedu réseau. Ceci empéche I'épuisement de
I'énergie d'un sous-ensemble de CHs a taux élevéasalids, ou de les rendre prématurément
dysfonctionnelles. Il est impératif de disposemdiwmbre identique de noeuds dans les clusters
quand les CHs effectuent I'agrégation de donnéesore que les rapports combinés deviennent
préts au méme temps pour un traitement ultéridar siation de base, ou au niveau supérieur
dans la hiérarchie du réseau [43].

3.4.2.3 Tolérance aux pannes

Des les environnements difficiles ou toutéeivention humaine apres déploiement est
exclue, les nceuds capteurs sont généralement expasé risque accru de dysfonctionnement
liés aux dommages physique. La tolérance a I'édbsmceuds CHs est généralement nécessaire
dans de telles situations afin d'éviter la perw ditnnées sensées. Cependant, le re-clustering du
réseau est une solution pour répondre a cetteaiotdr Toutefois, une nouvelle organisation
n'est pas que bénéfique pour le réseau, mais stlessaivent source de perturbation pour
l'opération en cours. Par conséquent, les nouveabeblniques contemporaines de tolérance aux
pannes seront plus appropriées. L’assignation dd&Kup est la méthode la plus utilisée dans
la littérature pour le rétablissement de I'échamdCH. Le choix et le réle que ces CHs backups
joueront pendant le fonctionnement normal du réseaent. Par ailleurs, la rotation du role de

® Cestun clustering dynamique qui doit étre capalel@rendre en compte I'évolution de la topologieas de
panne et d'expiration d'énergie de certains cagtesic.
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CH entre les nceuds du réseau peut également étroyen pour la tolérance aux pannes, de
plus que leur avantage dans I'équilibrage de cHd®)eb4].

3.4.3 Taxonomie d'attributs de clustering

Un ensemble d'attributs (voir figure 3.2 petentiellement identifiable pour classer par
catégorie et différencier les protocoles de clusgedédiés aux réseaux de capteurs sans fil.
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Fig.3.2 Taxonomie d'attributs de clustering damséseau de capteurs.

3.4.3.1 Propriétés des clusters

Souvent, le processus de clustering s'effoac parvenir a un certain nombre de
caractéristiques pour les clusters générés. Cestéastiques peuvent étre liees a la structure
interne du cluster ou a la fagon dont il se rappaxtec d'autres clusters. Ci-dessous les attributs
les plus pertinents [43, 49] :

-Nombre et taille de ClustersSi I'ensemble des CHs est prédétermieéombre de clusters
dans le réseau sera prédéfini. Toutefois, la séledléatoire des CHs par les capteurs
déployés résulte en un nombre variable de clusi2asis certains cas, il est souhaitable
d'avoir un petit nombre de clusters afin d’achemiag paquets rapidement entre ces clusters,
mais dans d'autres cas (en présence de mobilitéxeanple) il est important de garder une
petite taille pour les clusters et par conséquegairain plus grand nombre de clusters pour
pouvoir gérer les changements de la topologie.§88,

-Stabilité: Si le nombre de cluster et I'appartenance d’un neeud cluster variaient tous le
temps, le processus de clustering serait adapfattfement, il est considéré comme stable,
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fixe et les capteurs ne commutent pas entre lederki De méme, le nombre de ces clusters
reste fixe tout au long de la durée de vie du ésea

-Topologie intra-clusters La communication entre un nceud et son CH dans ustetl est
directe. Néanmoins, la connexion via multi-sautsreetes noeuds et leur CH est parfois
exigée; particulierement quand la portée de la comaoation dans le cluster est limitée.

-Connectivité inter-CHs Une grande partie des travaux publiés sur les ugsda capteurs
présume que le CH peut atteindre directement teostde base. D’autre part, si le CH n'a pas
la capacité de communication a longues distanaesprinexion des CHs a la station de base
doit étre assurer par I'établissement d'une routieriCHs jusqu’a la station de base.

3.4.3.2 Capacités d'un cluster-head

Le modele du réseau influe sur le procedsudustering ; en particulier sur la capacité d’'un
nceud et sa portée de transmission. Les attributClde suivants sont les facteurs de
différenciation entre les schémas de clustering :

-Mobilité : Lorsque le CH est mobile, les nceuds membres sodifig® dynamiquement et
les clusters doivent étre maintenus tout le temogrement, les cluster-heads stationnaires
tendent a avoir des groupes stables et a fadititgestion du réseau. Parfois, le CH peut se
déplacer sur des distances limitée et a se repasdr afin d’avoir une meilleure performance
pour le réseau.

-Type des nceudsComme mentionné précédemment (voir 8§3.4.1.3),s dasrtaines
configurations, parmi les capteurs déployés, unssmsemble est désigné comme CHs.
Tandis que dans d'autres, les CHs sont des capteiés de plus de ressources de calcul et de
communication (capteurs dédiés).

-Roéle:Un CH peut simplement agir dans son cluster engaatpoint de relais pour le trafic
produit par les nceuds, ou exécuter I'agrégatiomifusies données rassemblées. Il peut
également jouer le r6le d’'un nceud puits et agiorskes phénoménes détectés.

3.4.3.3 Le processus de clustering

Les caractéristiques du processus de cingtearient de maniére significative selon: la
méthodologie adoptée, les objectifs a satisfairégres de sélection de CHs ainsi que la
complexité de ses protocoles. Ces parametres imfiig le classement des protocoles que nous
présentons dans la section suivante.

- Méthodologie :Dans peu d'approches, une autorité centraliséestaaon de base par
exemple, affecte le role de chaque noeud et commaridemation des clusters. Autrement, si
les CHs sont juste des capteurs ordinaires, lateoti®n des groupes doit étre faite d'une
fagon autonome sans coordination. Or que dansslelealuster-heads riches en ressources,
des techniques hybrides peuvent étre utilisés. @krd, la coordination inter-CHs est
assurée d'une maniére distribuée, alors que ch@&dtiese charge individuellement de la
formation de son propre cluster. Une autre métrestigootentiellement employée pour avoir
une architecture hiérarchiques; clusters de clsigt@ir § 3.5.2.4).
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-Objectifs de clustering Comme déja mentionné dans 3.4.2, la formation tlegers et le
choix de CHs dans un réseau de capteurs est ioBlagpar plusieurs objectifs. En effet, un
processus de clustering peut avoir de multiplesatitf$. Par exemples la minimisation de la
consommation d’énergie dans le réseau, la tolérang@annes, I'équilibrage de charge, etc.

-Choix de cluster-headsn CH peut étre pré-assigné ou bien sélectionmat@rement de
I'ensemble des nceuds déployés. Généralement,des mtincipales que l'on retrouve pour
I'élection de CHs sont basées sur différentes mées. L'énergie résiduelfeau niveau d’'un
nceud, le voisinage peut aussi étre envisagé comiteeecde choix : le nceud ayant le plus
grand nombre de voisins est désigné CH. La molabtépratiquement un autre parameétre de
choix : le nceud de plus faible mobilité est éle @¢ cluster. Le fait de prendre en compte la
mobilité pour I'élection de CH assure une certatabilité lors du découpage du réseau. En
effet, si on élit comme téte de cluster un noeud trmbile, a chaque période, ses voisins
auront changé et il devra trés souvent relancerdaédure d’élection. Par ailleurs, le poids
attribué a chacun des nceuds utilisées pour liélede CHs.

-Complexité du protocole Selon l'objectif et la méthodologie, de nombreugtpcoles de
clustering ont été proposés. La complexité et fepte de convergence (voir 3.4.1) de ces
protocoles peuvent étre constants, ou dépendanouilore de CHs et/ou de capteurs. Alors,
la complexité d'un protocole de clustering est mssiée pour l'estimation de la latence des
messages echangés et les frais généraux de caiostreicd'entretien des clusters.

3.4.4 Parametres de décision

La décision de devenir nceud CH, ou pour ja@ndn cluster existant et construire des
nouveaux clusters est généralement basée surrlmégiaes suivants : le temps de convergence,
le poids assigné a un nceud, I'émergence du pracessiclustering et les heuristiques. Ces
parametres vont étre utilisés pour la classificatides différents protocoles de clustering
motionnés dans la section suivante [49].

3.4.4.1 Décision basée sur le temps de convergence

Si on considere que le point de départ digorghme de clustering est I'état stable. Un seul
événement, dans ce réseau (par exemple, un liemnogapteur ajouté ou supprimé) va
déclencher une série de mesures de restructurddidiorganisation du réseau [49]. Le temps
nécessaire pour que l'algorithme termine cet évémerafin de réaliser une structure valide de
clusters est noté la convergence du temps. Ce tatapsonvergence peut étre constant:
indépendant de la taille du réseau, ou variablens&l méthodologie suivi pour le choix de
cluster-heads et/ou la formation de clusters.

3.4.4.2 Décision basée sur les heuristiques
Une heuristique est un algorithme qui fourrapidement une solution réalisable, pas

nécessairement optimale pour un probléme d'opttiois&lP-complef. Par exemple déterminer
le nombre de clusters/cluster-heads dans le réskaiheuristigue ou méthode approximative,

® Quantité d’énergie restante au niveau d’un nceud

" Enligne http://fr.wikipedia.org/wiki/Heurisie.
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est donc le contraire d'un algorithme exact quiMeoune solution optimale pour un probleme

donné. Il est généralement plus judicieux de fappel a des méthodes heuristiques pour des
problemes difficiles ou l'usage de cette heurisgtigest pertinent pour calculer une solution

approchée telle que le probleme de clusteringinsi accélérer le processus de résolution (voir
3.5.3).

3.4.4.3 Décision basée sur le poids

Un poids est une fonction spécifique asseycaque noeud dans le réseau. Ce poids dépend
de plusieurs métriques impliqguées dans son caleoinee I'énergie acquise par un nceud, le
degré et la densité des nceuds, la distance aurwoistc.

3.4.4.4 Décision basée sur 'émergence

L’émergence d’'un algorithme se base sur umcipe d’interactions subtiles entre éléments
simples (nceuds) vers une organisation complexeaficliie de clusters) possible qu'a grand
échelle®. Ce principe peut étre approché analogiquemenlapesnstruction d’un avion ou tous
les éléments : ouvrier, techniciens, interagispent la construction complexe de cet avion sans
que chacun eu un plan.

3.5 Approches de clustering pour les réseaux deptaurs sans fil

Afin d’avoir une topologie plus stable et glscalable pour le réseau de capteurs, de
nombreuses solutions basées sur le clusteringtériréposées dans la littérature. En outre, ces
protocoles permettent aussi la réutilisation spatiie la bande passante ainsi que son contréle.
Ainsi, plusieurs classifications ont été appori&egs protocoles.

Dans cette section, cing grandes familles vont éxgoseées : les protocoles hiérarchiques a
tempes de convergence constant et variable, ldsqmies heuristique et pondérés et enfin les
protocoles émergents (voir tableau 3.1).

Algorithmes de clustering

Les protocoleg Les protocoles Les Les
hiérarchiques a hiérarchiques a tempsLes protocoles protocoles |protocoles
temps de convergence de convergence heuristiques pondérés |émergents
constant variable
- LEACH - EEHC -LCA2 - WCA
- HEED -RCC - Max-Min-D cluster - DCA - ACE
- EECS - Clubs - Highest Connectivity
- EEUC - Hierarchical contrl  Cluster

clustering

Tab 3.1 Quelques Algorithmes de Clustering pour les réseguxapteurs

8 En ligne http://en.wikipedia.org/wiki/Emergence.
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3.5.1 Les protocoles hiérarchigues a temps de a@mrgence constant

La formation des clusters et le choix dedathefs dans ce type de protocoles s’achévent en
un temps de convergence constant. Généralemecwnkruction des groupes et I'élection des
CHs sont basées sur une probabilité en fonctionasiobre de nceuds dans le réseau, nombre de
fois que le nceud a été choisi CH, la taille dutelyd'énergie résiduelle locale des capteurs et
enfin sur la proximité de ces derniers du CH aeéldes exemples sur ce type de protocoles
seront présentés dans le paragraphe suivant. Blagtdil sera apporté au protocole LEACH
[33] qui fait partie des premiers protocoles destdting proposés pour les réseaux de capteurs,
et considéré comme protocoles de référence damreine du routage hiérarchiques. Il a
constitué par la suite une source d’inspirationrgousieurs autres protocoles dont quelques uns
seront I'objet de sa sous-section améliorations.

3.5.1.1 LEACH: Low-Energy Adaptive Clustering Higarchy

Parmi les premiers protocoles de routageatiiiques congus pour les réseaux de capteurs
sans fil; on retrouve le protocole LEACH proposé pl@inzelman et Chandrakasan [33, 53].
Pour une meilleure allocation de ressources edt@erd’énergie, ce protocole s’appuie sur le
principe de partitionnement du réseau en clustsfacon similaire aux réseaux cellulaires
selon I'amplitude du signal recu. Les nceuds dsgaren clusters transmettent leurs données
aux CHs, qui a leur tour, fusionnent ces donnésserablées et les envoient vers la station de
base. De ce fait, les CHs doivent posséder plused¥e que les nceuds membres. Par
conséquent, une rotation aléatoire de la positionC#l est utilisée entre ces membres, afin
d’assurer une répartition efficace de la consononaénergétique et I'utilisation de la bande
passante entre tous les nceuds du réseau.

Le systeme fixe le nombre de clusters en fonctmquklques paramétres comme la topologie du
réseau, le colt des opérations de communicaticie etlcul. Généralement la valeur optimale
de CHs représente 5% des noeuds du réseau.

Le fonctionnement de ce protocole est fajiiguement ou chaque cycle est décomposé en
deux grandes phases: initialisation et transmis&tat-stable).

Initialement, les clusters sont formés et les elubkads sont sélectionnés. Les nceuds s’auto-
élisent pour étre des CHs en se basant sur le gqatage de CHs désiré pour ces derniers,
déterminé a priori, et le nombre de cycles penbintel un nceud a joué le réle de CH. Ainsi, un
nceud n choisit une valeur aléatoire entre 0 eti teSiombre est inférieur a une valeur seuil
T(n), ce nceud se déclare CH pour le cycle courant.

P

La valeur de T(n) est calculée comme sui'T(n) = 1- P(r mod (LP)) sinG

Ou : P : pourcentage désiré de CHs. r: itéradittnelle, Et G : ensemble des noeuds qui ont été
sélectionnés comme CH durant les dernieres (£Rjtions.

Les noeuds qui ont été élus comme cluster-headsriafa alors leur voisinage de leur élection
par envoie de messages tout en utilisant le preEgde8MA non persistant de la couche MAC. A
la réception des annonces faites par ces CHspbegls non cluster-heads, selon la puissance du
signal recu, déterminent le cluster auquel ils eeubppartenir puis communiquent leurs choix
au CH choisi.
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Apres la réception de tous les messages des ncésidland étre membres d’un cluster, les CHs
élus peuvent alors déterminer le nombre de ces memngd les ordonnancés par la suite, en
créant des tables TDMA ‘Time Division Multiplexedcéess’ (allouer a chague membre un slot
de temps de transmission) afin d’éviter les cdlhsi intra-cluster. En outre, un code CDMA est
choisi par les CHs afin d’étre utiliser par les nseuwe son cluster lors de la phase de
transmission de données.

Transmission : une fois que les intervalles de tengs tables TDMA et les codes CDMA sont
déterminés et annoncer aux différents membresglxidme phase celle de transmission est
lancée. Chaque noeud ne peut émettre ses donnéedev@H de son cluster que durant
I'intervalle alloué. Ce dernier va collecter toes ldonnées recues, les agréger et les router a la
station de base.

Discussion

LEACH est un protocole décentralisé, digt@gar un temps de convergence constant, sa

capacité de minimiser la consommation énergétigsendeuds et d’allonger la durée de vie du
réseau, ainsi que par sa particularité qui résaes da non nécessité de communication entre les
différents noeuds pour I'élection des CHs.
Cependant, vu le manque de connaissance de latpedallobale, ce protocole n'assure pas le
nombre de CHs ni leurs positions. Donc les CHs peugtre non uniformément distribués, et
concentrés dans une seule partie du réseau. Lédaidir une décision probabiliste pour choisir
le CH, permettrait a un noeud avec une puissanagédiitpie basse d'étre élu comme CH. En
conséquence, quand ce nceud meurt, la cellule ent@ient dysfonctionnelle. D’autre part, ce
protocole présume certaines suppositions qui né¢ gas toujours évidentes. Par exemple, il
prétend que les CHs peuvent transmettre avec uaetitpid’énergie suffisante pour atteindre
directement la station de base (via un seul-s@eatui n’est pas toujours réalisable.

Améliorations

Une multitude de protocoles a été proposées’mspirant du protocole LEACH, afin
d’apporter des améliorations a ce dernier toutssayant de pallier a ses lacunes. Dans ce qui
Suit, nous présentons trois protocoles comme exagmpdameéliorations.

1. LEACH-C : Low-Energy Adaptive Clustering Hierarchy Centralized

Ce protocole est une version améliorée duopobe LEACH [33] qui adopte presque les
mémes étapes que lui mais avec une meéthodologistrdeturation totalement différente.
Cependant, sa phase d'état stable est la mémeetipele LEACH. Par contre, lors de la phase
initialisation, ce protocole agit differemment etsaye d’assurer une distribution uniforme de
CHs.

Tout nceud du réseau transmet a la station de bEsentbrmations sur sa localisation (en
utilisant GPS) ainsi sur son niveau d’énergie. D@s, la station de base va utiliser ces
informations globales sur le réseau pour produite meilleure structuration en clusters, en
calculant le nombre optimal de ces clusters pasrotocole d’optimisation, tout en se basant sur
la moyenne des niveaux d’énergie. Et donc, ellaffecter pendant chaque itération, des roles
pour les différents nceuds; CH ou capteur simpls.rfiaeuds ayant un niveau d’énergie supérieur
a la moyenne sont élus comme CHs. Dés que le noogimmal de clusters est déterming, la
station de base annonce les identités de CHs gadiffnsion de messages dans le réseau. Pour
continuer le fonctionnement de ce protocole deé&am maniere que LEACH.
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Cette version centralisée de LEACH permet une dition remarquable de la consommation
énergétique, mais en revanche elle n'est pas asla@pbé réseaux de grande dimension, due a
I'overhead engendrée dans le réseau suite au ganbdre de messages échangés.

2. PEGASIS: Power-Efficient Gathering in Sensor Infomation Systems

Dans [68], Lindsey et Raghavendra ont prépase version améliorée de LEACH appelée
PEGASIS. L'idée principale de ce protocole estaener une chaine entre les noeuds de sorte
que chaque nceud recoit et communique a un voisthpr(les voisins proches sont localisés via
I'utilisation de la force du signal recu). Les dées collectées sont agrégées et transmises d’un
nceud a un autre jusqu'a ce qu’'elles arrivent a agud particulier nommé « leader » qui les
transmet a la station de base. Les nceuds qui tedtesihles données a la station de base, sont
désignés parmi les membres de la chaine et soiichour a tour selon un round-robin dans le
but est de réduire I'énergie dépensée par un naawhidune période (cycle). Contrairement a
LEACH, PEGASIS évite la formation des clusters mtcpre I'envoi de données a la station de
base a un seul nceud dans la chaine.

Les résultats de simulation ont montré ge&RSIS peut prolonger de deux a trois fois la

durée de vie d'un réseau de capteurs relativemaACH. Un tel gain de performance est
réalisé par : I'élimination de l'overhead causé [mprocessus de formation de clusters dans
LEACH (ce protocole n'utilise qu’un seul nceud dang chaine afin de transmettre a la station
de base au lieu d’en utiliser plusieurs), ainsi pael’utilisation de I'agrégation de données qui
réduit le nombre de transmissions, de réceptianks krgeur de la bande consommée dans la
communication.
Bien que I'overhead du clustering soit évité, PEERAEXige toujours un ajustement dynamique
de la topologie puisqu’'un nceud devrait connaitreileau d’énergie de ses voisins avant de
relayer ses données. Cependant, un tel ajustergelat twpologie pourrait causer un overhead
important. En outre, PEGASIS suppose que tout nestidapable de communiquer directement
avec la station de base. Or, cette suppositioloistle la réalité car les capteurs communiquent
généralement en mode multi-sauts pour atteindstatson de base.

3. TL-LEACH : Two level hierarchy LEACH

TL-LEACH[57] est une extension du protocole LEACH. Il adophe technique de rotation
pour les CHs, avec l'utilisation de deux niveauxctiestering : primaires et secondaires, en plus
des autres nceuds capteurs. Ce protocole est basénsuformation aléatoire a temps de
convergence constant, auto-configurable et adaptatour les clusters. De plus, un contrdle
localisé pour le transfert de données dans le uésstaaussi exerce.

La vie du réseau est alors segmentée en cyclest&asas par un choix de différent CHs pour le
premier niveau ainsi que pour le deuxieme. Lorsidycle, quatre grandes phases peuvent étre
distinguées : découverte, installation des clustaganisation et finalement la transmission de
données.

- Découverte chaque noeud décide selon une probabilité cacalriori, s'il va étre dans le
cycle courant comme CH primaire, CH secondaireien bn noeud simple. Un noeud qui s'est
élu comme CH primaire, annonce cette informatiox awires nceuds en utilisant le protocole
CSMA de la couche MAC. Egalement les nceuds quiose géterminés CHs secondaires
communiquent cette information aux autres nceudplesn
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- Installation: I'organisation des noeuds dans des clusterag digeaux comprend la sélection
des CHs primaires et secondaires, de telle sorée apaque CH secondaire choisi le CH
primaire auquel il va se rattacher et lui transoretmessage de rattachement. De méme, les
nceuds simples prennent a leur tour une décisinfeslCHs secondaires pour lesquelles des
messages de rattachements seront envoyeé.

- Organisation: chaque CH primaire a une connaissance sur segrae , CHs secondaires et
nceuds simples appartenant a son cluster, ce qui deumet d’élaborer un plan de
communication (une table TDMA) pour allouer auxf@iénts noeuds membres des slots de
temps de transmission pendant lesquelles ils péwmettre. En outre, un code CDMA est
choisi par les CHs primaires, afin d’étre utilisgpar les nceuds de son cluster lors des
transmissions.

- Transmission les données sont communiquées a la stationgedpartir des nceuds sources.
Cette transmission est faite selon deux étapes :

1. Les nceuds secondaires rassemblent les donnéesittes rroeuds simples membres. A
cette étape une fusion/agrégation de données freudtéablie.

2. La collecte des données des CHs primaires a phrtieurs CHs secondaires est faite a
ce niveau. La fusion de données peut étre effectieniveau également.

La structure hiérarchique en deux niveauXldé. EACH, réduit la quantité des informations
qui doit étre transmise a la station de base. Baséruent, la consommation énergétique de la
communication est ainsi diminuée. Avec cette temii moins de nceuds sont nécessaires pour
transmettre les données a la station de base.

Mais le probleme qui se pose avec ce protocoléaesbn scalabilité de sa structure dans les
réseaux a grande échelle. C’est vrai que l'orgénisalu réseau en deux niveaux présente de
meilleur résultats en performance que celle a wh rigeau, mais dés que la densité du réseau
s’accroit la distance vers la station de base antgmee qui engendre une dissipation d’énergie
lors de la communication de données dans les deerux de clusters et rend par conséquent,
cette structure non scalable. Comme solution, o @avisager l'utilisation de plusieurs niveaux
pour les réseaux a grande échelle. De plus, cequiet ne présente aucune restriction sur le
nombre de CHs primaires et de CHs secondairesistaass le réseau ni leurs positions ce qui
provoquent une distribution non uniforme de ces {Bis auteurs n'ont pas donner des détails
sur la fagons dont les probabilités d’éligibilitins calculées).

3.5.1.2HEED: A Hybrid Energy Efficient Distributed Cluster ing Approach For Ad-hoc
Sensor Networks

Younis et Fahmy ont présenté le protocoleanahique HEED [58]. Ce dernier est une autre
variante des protocoles de clustering, il adopte stratégie périodique pour choisir les CHs en
se basant sur I'énergie résiduelle et un colt demmication telle que la proximité d’'un nceud
a ses voisins ou son degré (généralement utilisdmdeuxieme parametre de sélection).

Dans le processus de clustering utilisé par HEED, chagoeeich prend sa décision selon ses
informations locales. Par ailleurs, les deux pateesemotionnés précédemment sont utilisés
pour I'élection des CHs.-Le premier critere qui Bénergie résiduelle est employé pour la
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sélection d’'un ensemble de CHs initial ou expérimmlerCependant, un nceud avec une grande
qguantité d’énergie résiduelle a plus de chancedlieesCH. Le second parameétre sert a résoudre
les conflits; lorsqu’un nceud se trouve dans lageode plusieurs CHs. Dans ce cas, si le niveau
de puissance utilisé pour la communication intusster est fixe pour tous les nceuds, alors le
colt de communication est proportionnel au degréabwd. Cela signifie qu’un nceud joint le
CH avec le degré minimum pour distribuer la chawgebien il joint celui avec le degré max
pour créer des clusters denses. Sinon, des pal@geansmission variables sont permises au sein
d’'un méme cluster et chaque nceud a la possibiitéhaisir le niveau de puissance approprié
pour atteindre son CH, donc AMPR donné par :

M
Z'V“”F’Wfi Et qui représente la puissance moyenne pour la concation intra-
AMRP ="1T clusters, est utilisée comme étant un troisiemamatre dans la fonction
du colt de communication.

La conception de ce protocole a été faite de fagoil se termine en un nombre limité
d’itérations Ner=O(1).

Durant chaque période Tcp +Tn un nouveau CH essicbo : Tcp est I'intervalle de temps du
processus de clustering, et Tn est le temps qairedp fin d’'un intervalle Tcp et le début d’un
autre. Mais avant qu’un nceud ne commence I'exécwt®@HEED il place sa probabilité pour

=C X Eresidual ' Ou C
E

devenir CH comme le suivanCH prob

, €st une probabilité supposée et

pro
max

ne peut étre calculée a priori. Elle détermine denbre optimal de CHs afin de limiter les
annonces de cluster-heads,, ,: correspond a I'énergie résiduelle estimée dassteuds.

E.... Energie maximum de référence qui correspond a hatterie entiérement chargée,

généralement elle est identique pour tous les nodawogenes (sinon on parle de nceuds
hétérogénes avec des puissances énergétiques ke,

Le fonctionnement de HEED est résumé en troisdgaiphases décrites dans le code suivant:
- Initialisation // Distribution expérimentale de cluster-heads

Découvrir les voisins a la portée du nceud.
Calculer la probabilité initiale de devenir cluskerad :CHprob = f (E:;x)
Annonce l'information de devenir CH candidat dengayon de sa communication.

- Répétition //Election itérative et équilibrage de charge
Si v aregu des annonces de CHs, choisir un aveait minimal // v : un noeud ordinaire
Siv n'a pas de CH, il décide de devenir CH avEiprob .
CHprob = min (CHprob * 2, 1)
Répéter jusqu’a ce que CHprob atteigne 1.
- Finalisation //Achévement et établissement de clusters et CHs.

Si un CH est trouvé, se joindre a son cluster.
Sinon, décider de devenir CH.
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Une fois les clusters sont formés, les CHs affecen membres de leurs groupes des tranches
de temps différentes pendant lesquelles ils peuvamsmettre leurs données.

Apres la collecte des données, les CHs achemifiafdrination agrégée directement vers la
station de base via un seul saut. Ces CHs peultenbaivement communiquer avec l'un ou
l'autre, pour agréger leur informations par destiples sauts vue la connectivité assuré par le
protocole HEED.

Discussion

HEED présente plusieurs arguments en saufavC'est un protocole non centralisé
convergeant; le clustering se termine dans O(datitis. Il prolonge la durée de vie du réseau en
distribuant I'énergie de la communication et le moende CHs d'une fagon uniforme et donc
produire des clusters compact tout en minimisantHarge des messages de contrdle. Son
processus d’itérations est indépendant de la tgmolou de la taille du réseau. En outre, il
n’indique aucune supposition sur la distribution laudensité des nceuds, ainsi que leurs
capacités.

Le fait, que le choix des CHs est une décisionmguse base que sur des informations locales,
des insuffisances dans la fonction du colt seroégemtes, telle le cas de la communication
inter-clusters qui n'est pas prise en considérgpian cette fonction. L'étendue du réseau est
posée comme un autre probleme d’adéquation deotecpte pour les réseaux a grande échelle,
vu la stratégie adoptée pour la communication dag€Hs est la station de base qui se fait via
un seul saut, sans oublier I'overhead produit tladsuxieme phase (étape de répétition) avec un
nombre Niter*N itérations inutiledD’autre part, les clusters générés avec HEED n¢ gas
tellement équilibrés en taille.

3.5.1.3 EECS: Energy Efficient Clustering SchemeaiWSN

Dans EECS [59], les auteurs ont proposé wuwealle technique pour I'élection des CHs et
la formation de clusters. Selon cette techniqueels candidats doivent renter en concurrence
pour devenir des CHs. Ces CHs candidats sontishpésmi les noeuds du réseau selon une
probabilité prédéfinie.

Dans la phase d’élection de CHs, un nombre conskar€Hs candidats est déterminé. Par la
suite ces CHs candidats diffusent des messagasgrsi\eisins via le support radio selon leur
rayon de compétition, annonc¢ant ainsi leurs volute devenir des CHs. A la fin, le CH ayant
plus d'énergie résiduelle est choisi.

La formation des clusters adoptée par ce protaestidien différente que celle de LEACH. Avec
EECS chaque nceud choisi le cluster auquel il jaisdre selon deux parametres : la distance
qui le sépare du CH, et selon la distance qui edeaCH de la station de base.

Les tailles des clusters seraient dynamiques, at @@ protocole permet de construire des
groupes qui ont un éventail plus large dés qu'@ogjne de la station de base. Par conséquent,
ces groupes vont exiger plus d’énergie pour lastrassion de données que ceux, qui sont plus
proches de la station de base.

Discussion
Ce protocole permet d’utiliser des taillemayiques pour les clusters. Il offre une faisabilit

similaire & celle de LEACH en termes de mécanismeratouvrement, avec une meilleure
utilisation d’énergie dans le réseau et donc assume meilleure connexion. D’ailleurs, les
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résultats de simulation d’EECS ont présentés ddeums performances que LEACH, en termes
de conservation d’énergie et prolongation de l&€eule vie du réseau.

Mais malgré ¢a, on peut rapprocher a ce proto@leé&hodologie de communication employée
pour router les données a la station de base. @én@nt un seul saut est utilisé. Ceci
consomme beaucoup d’énergie par les noeuds dstantatteindre la station de base

3.5.1.4 EEUC: An Energy-Efficient Unequal Clustemg Mechanism for Wireless Sensor
Networks

Li et al ont proposé le protocole EEUC [60] gborde le probleme des points chauds ’hot
spot’:les CHs qui entourent la station de base vont mlus vite que les autres CHs, car tout
le trafic du réseau destiné a la station de basgepaar ces nceuds et donc ont plus de charge que
les nceuds distants, en particulier lors de I'adwptiu routage multi-sauts comme mécanisme de
transmission. L'idée principale derriere EEUC éatiliser un mécanisme de partitionnement de
taille inégale pour grouper les nceuds lors du psace de clustering afin d’équilibrer la
consommation d’énergie des CHs, et résoudre lelggrabdes points chauds. Pour ce faire, les
clusters les plus proches de la station de basdemtailles plus petites que ceux qui sont plus
loin, ce qui va permettre une diminution de la geades CHs entourant la station de base et
donc leur offrir la possibilité de conservationrbégie.

EEUC procede d’'une maniére concurrente pbaist les CHs. Initialement, tous les noeuds
ont la méme probabilité pour devenir des CHs catdjdou chaque nceud tire un nombre
aléatoire entre 1 et 0. Si le nombre tiré est iatéra un certain seuil prédéfini T, le nceud
s’endormira. Sinon, il devient CH candidat et ds#upar la suite un message de compétition
pour annoncer sa décision. Ce message contieentitd du nceud, le diamétre du rayon de
concurrence et son niveau d’énergie résiduellediametre du rayon de concurrence est calculé
en fonction de sa distance a la station de base.

La figure 3.3 illustre une topologie de clusters ¢ - W . U

les cercles représentent les différents diamet /| s ]

de concurrence. En fonction de ces diameétr | 7 R
une répartition contrélée de CHs dans le rése . =
est exerceée.

Station de baze

Dés que on s’éloigne de la station de base, | "““-ﬂw.._\\\\t *
diamétre de rayon de concurrence ainsi que . i [H

taille des clusters sont augmentés (plus les C /| i, — \

sont proches de la station de base plus la te "‘“ﬂ--:.—-__—;.; _

des clusters sera petite) . N - —~

Au niveau de chaque CH candidat une liste ==
ses CHs candidats adjacents est maintenue.

Les membres de cette liste sont utilisés dans Fig. 3.3 Le mécanisme utilisé par EEUC.
sélection du CH final. La décision de devenir CH

final est faite en se basant sur le niveau d’éeargiduelle, de sorte que le CH candidat doté de
plus d’énergie résiduelle parmi ceux maintenu aeau de la liste, prévaut. En cas d’égalité, le
nceud de plus petite identité est choisi. Par lgeslé noeud gagnant (CH final) diffuse un
message aux autres noeuds CHs candidats voisinareents pour les informer. Ces derniers se
retirent et abandonnent la concurrence dés q&gsivent ce message.

Une fois les CHs finaux sont sélectionnés, ilsudiint des messages d’annonce a travers le
réseau. Et selon la force du signal recu, chaqeedoejoint le cluster du CH le plus proche,
tout en confirmant son appartenance par un meskaenture.
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Pour organiser la communication intra-clusters EEAdlOpte le méme mécanisme utilisé dans
LEACH (combiné les deux protocoles TDMA et CDMA paollecter les données des noeuds
membres). Or que pour le routage inter-clusters, nouvelle méthode est introduite. Selon un
seuil calculé, les CHs envoient leurs donnéesséalzon de base. Si la distance qui leur séparent
a la station de base est inférieur a ce seuild@mées sont transmises directement a cette
derniere, sinon les CHs devront trouver le meilleaeud relais (le plus adjacent et celui doté de
plus d’énergie résiduelle) pour router les donrekgsparvenir a la station de base.

Discussion

EEUC réalise un équilibrage de la consommatiénergie entre les CHSs via la technique de
formation de clusters adoptée; clusters plus podatela station de base ont des tailles plus
petites que ceux éloignés. De plus, a travers leaniéme de routage multi-sauts introduit une
meilleure préservation de la ressource énergéeeguefferte dans le réseau; moins d’énergie est
consommeée pour atteindre la station de base.

En contre partie, le fait de choisir les plus pexhCHs adjacents est ceux dotés de plus
d’énergie résiduelle comme noeuds relais lors dtiage multi-sauts sans prendre en compte la
taille des clusters dans la fonction du choix mdenbre de fois que ces CHs ont été déja choisi
comme relais, pourraient causer beaucoup de clsang@émentaire a ces CHs ce qui épuise
leurs batteries rapidement. Ainsi, le nombre desagss de communication généré dans le
réseau est trés élevé car les CHs relais ne sspbmsables que du transfert de données vers la
station de base ou vers d’autres CHs relais et docane fonction d’agrégation de données
issue des autres CHs n’est réalisée ce qui va antgme nombre de messages échangés dans le
réseau. Comme solution possible : introduire desaméme d’agrégation de donnés au niveau
des CHs relais pour diminuer le nhombre et la talks messages transférés vers la station de
base.

3.5.2 Protocole hiérarchique a temps de convergemwariable

Le temps est un facteur important dans laveaence des protocoles de clustering. Certains
de ces protocoles tels que RCC [63] et CLUBS [6#]®@(n) comme temps de convergence, ou
n représente le nombre de capteurs dans le rdseatidonc plus pratigue de mettre en ceuvre ce
type de protocole pour les réseaux de capteursetiee pu moyenne taille car ce temps de
convergence variable va permettre a ces protoqules de contrdle pour les propriétés de
clusters que ceux a temps de convergence constant.

3.5.2.1 EEHC : Energy Efficient Hierarchical Clusering

EEHC proposé par Bandyopadhyay et Coyle §82un protocole aléatoire avec un temps de
convergence variable. Ce protocole s’exécute sux ghases : initial et prolongée.

Phase initial (appelée aussi clustering a un seueau): chague nceud s'annonce comme un
CH, avec une probabilité; paux autres noeuds voisins situés dans sa pogtéerdmunication.
Ces CHs sont nommes les volontaires. Tous les nqeuid®nt a k sauts d’'un CH recoivent cette
annonce, soit par communication directe ou paamsmission. N'importe quel noeud qui recoit
un tel message et qui n‘est pas un CH, s’affiliglas proche CH et devient un noeud membre
dans son cluster. Si l'annonce ne parvient pas aocand au bout d’'un intervalle de temps
préréglé et calculé en fonction de la durée d'ujuetpour atteindre un capteur a k sauts, ce
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noeud qui n'est pas CH et qui n'est a la portéaialia des CHs volontaires et ni membre
d’aucun cluster est forcé a étre CH.

Phase prolongéele processus de clustering est prolongé afin etengttre la construction de
plusieurs niveaux, c'est-a-dire la structuration Hieniveaux d’hiérarchie. Les CHs répetent
récursivement I'exécution du processus de clugjeaiiin de former un palier supplémentaire
de clusters. Et pour transmettre les données tatiars de base, ce protocole essaye d'assurer la
connectivité en H sauts entre les CHs et la statmiase. H est supposé comme le niveau le
plus haut. Pour ce faire, EEHC procéde comme shai$:nceuds capteurs transmettent les
données collectées au CHs de niveau 1 (niveawtehas). Les CHs du niveau 1 transmettent a
leur tour les données agrégées aux CHs de nivestuaihsi de suite jusqu’au niveau le plus
supérieur de la hiérarchie des clusters. Une foigée, les CHs de haut niveau transmettront les
rapports de données a la station de base. CelaeparBEHC d’avoir une complexité temporelle
de O (k1 + k2 + ... + kh). Cette complexité estsidérée comme amélioration importante par
rapport aux nombreux protocoles de clustering gt (n) comme temps de convergence.

Discussion

EEHC permet de conserver la ressource engugeau niveau du réseau en réalisant une
meilleure complexité temporelle, comparé aux autr@gaux (voir RCC et CLUBS, protocoles
detaillés plus tard, par exemple). Ce protocoleyessi’assurer un certain équilibrage de charge
car chaque nceud dans le réseau a une chance air @eDe plus, la communication réalisée
par EEHC est meilleure qu'une communication direstec la station de base. Cela est grace a
I'adoption de plusieurs sauts pour atteindre ldiwiade base, ce qui permet d’économiser
I'énergie lors de la communication des donnéefaut noter que la collecte des données et la
transmission agrégée des rapports a la statioraske dépendent des parameétres p et k adoptés
par le protocole EEHC.

Cependant, le niveau de CHs a un impact directéénergie : plus le niveau est élevé plus la
consommation d’énergie augmente car les CHs d'hiaetux dépensent plus d’énergie pour la
construction et la réexpédition des annonces. &@éguent, les CHs de hauts niveaux mourront
plus rapidement que les autres nceuds. En outsedlappels fréquents pour la sélection du CH,
le réseau en entier est instable est donc plusedjén est gaspillée pour I'entretien de la
topologie et I'opération de maintenance s’aver@eun colteuse.

Rapport-gratuit.com @
3.5.2.2 RCC : Random Competition based Clustering

Bien que RCC [63] soit congcu pour les réseadxhoc, il est également applicable aux
réseaux de capteurs. Ce protocole se focalise ipaiemnent sur la stabilité des clusters. |l
appligue un principe basé sur la victoire des nogudsnt les premiéres déclarations. De ce fait,
cette stratégie permettrait a n'importe quel nodaddéclencher le processus de formation de
clusters dans le réseau. Or, un nceud qui ne fdiebaucun cluster se déclare comme étant CH
et diffuse cette information a ses voisins. Le pegmoeud qui annonce cette information sera
élu par ses voisins comme CH. Apres avoir enterthe déclaration, les nceuds voisins envoient
leurs accords et joignent ce CH comme noeuds meambes paquets d’annonces de CHs sont
relancés périodiguement afin de maintenir les ehsstLe délai entre la diffusion d'un paquet
d’annonce et sa réception peut créer des cortiliscoup de nceuds voisins peuvent émettre des
paquets d’annonce de CHs; concurremment.

Pour pallier a un tel conflit, RCC utilise explaihent un temporisateur aléatoire. Chaque noceud
dans le réseau remis a zéro son compteurldarnaéatoire avant de se déclarer CH. Cette
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solution de temporisateur aléatoire n'est pas cemmar le probleme de conflits peut persister.
Pour le résoudre, ce protocole fait recours a i@ des noeuds : celui ayant le plus petit
identifiant deviendra CH.

Discussion

Le choix aléatoire du CH ne prend pas en considérabn niveau d’énergie résiduelle. Par
conséguent un nceud a basse puissance énergétiguirpechoisi comme CH et donc sa durée
de vie limitée, limitera par la suite la durée dedu réseau en entier.

En outre, le fait de relancer le processus de foomgpour remédier aux différents conflits
consomme a son tour la bande passante et I'end@giglus, I'utilisation du critere d’identité
comme deuxiéme parametre limitera la scalabilit&egtension du réseau.

RCC n'admet aucune limite sur les tailles des ehssgénérés. Par exemple dans les réseaux
denses tel que les réseaux de capteurs, la t@flecllisters peut étre importante ce qui peut
épuiser rapidement les batteries des CHs, et psuile@ causer des goulets d’étranglement dans
le réseau.

3.5.2.3 CLUBS : Algorithm For Group Formation In An Amorphous Computer

Nagpal et Coore ont proposé le protocole CLUB#|, un protocole de clustering qui
converge en un temps proportionnel a la densiténdasgds. Il partitionne le réseau en clusters

selon la diffusion locale tout en assurant tromctgristiques :
-Dans le réseau, chaque nceud doit étre connect€lasier.
-Tous les clusters du réseau devront avoir le mdiamaétre maximum.
-Les nceuds dans un cluster doivent étre en mesurerdmuniquer les uns avec les autres.

Avec ce protocole, la formation des clusssrdait avec un maximum de deux sauts. Chaque
noeud dans le réseau participe a ce processusrohation tout en choisissant un nombre
aléatoire dans un intervalle fixe de nombres entiee nceud commence a décompter & partir de
ce nombre. Si le compte a rebours n'a pas étéanteu par un autre nceud voisin et atteint le
zéro, ce noeud se déclare CH et diffuse un mesbeyéation a ses voisins.

Une fois que ses voisins a deux sauts recoivemdssage diffusé, ils arrétent le compte a
rebours, acceptent l'invitation et se joignent &uster. Un nceud qui a rejoint un cluster est
appelé ‘membre’ et il n'est plus autorisé aamurir pour devenir CH.

Ces nceuds membres peuvent rester a I'écoute deagessd’invitations additionnels et donc ils
ont la possibilité d’étre membres de plusieurs tekss Par ailleurssi un noeud qui est en
concurrence pour devenir CH détecte une collisiomegoit un message défectueux, devient un
noeud membre et suppose que plusieurs CHs ontderitétteindre au méme moment. Son CH
sera découvert plus tard. Par conséquent, ce pietoe se termine pas a moins que tous les
noeuds dans le réseau joignent un certain clustene CHs ou comme nceuds membres.

Discussion
L'efficacité et la simplicité de CLUBS lui mpeettre d’étre implémenté dans des réseaux de

capteurs asynchrones car le mécanisme d’électioBHiet celui de formation de clusters ne
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nécessite aucune synchronisation entre les no&mdsutre, ce protocole assure de nombreuses
contraintes qui sont communes a d'autres enviroantmdistribués, telles la connaissance

limitée de la topologie ou l'acces aux identifiagitzbales.

L'inconvénient majeur de CLUBS se résume dans liesters ayant leur CH & un saut dans la

portée des autres clusters. Si tel est le cagjdag clusters vont s'effondrer et le processus de
sélection de CHs va étre relancé a nouveau. Raurmi dans un environnement ou la cause
principale de la défaillance des capteurs est i&puent des batteries, il est souhaitable

d’équilibrer la consommation d’énergie parmi lesudeedu réseau. Pour cela, la sélection des
CHs devrait se faire sur la base de plusieursdestsomme I'énergie et la densité du réseau.

3.5.2.4 Hierarchical Control Clustering

A la différence de la plupart des travaux déja Vabjectif de Hierarchical Control
Clustering est la formation de plusieurs niveawdrdnichiques de clusters ; clusters de clusters

[65]. : .
La figure 3.4 illustre la notion d’hiérarchie d g as {  Condtias
clusters. Lors du processus de clustering, cegai /¥~ B | & f

propriétés utiles pour la gestion et la scalabdié

la hiérarchie tels que la taille du groupe et lgrde ; i 3% 4
de chevauchement sont prisent en considératior /¢« % 57 &
D’aprés le schéma proposé, nimporte quel noe /(&% ~* e
dans le réseau peut lancer le processus ' ' B EL
formation de clusters. Si plusieurs noeu T e
commencaient le processus de formation ¢
clusters en méme temps, le noeud initiateur a@ | [ {g )
le plus petit identifiant ‘ID’sera favorisé. e 2\

Couche 1

IL_‘,'.' Y Couche 0
5 /

Ce protocole procede en deux phases : arbre ae
découverte et formation de clusters. Fig.3.4 Hiérarchie de clusters.

La phase d'arbre de découverte est une formatismiltliée selon BFS : Largeur-First-Sedrch
dont la racine est le nceud initiateur. Chaque nddfidse un signal, une fois tous les p unités de
temps, annoncgant des informations relatives auts sluplus courte distance a la racine. Dans le
cas ou un neceud voisin représente le plus courticheens la racine pour un autre nceud source,
ce nceud voisin sera choisi comme parant et pareqoesce le nceud source mettra a jour sa
distance de saut vers la racine. Le signal degldfuannonce des informations sur l'identité de
source, ID de parent, ID de la racine, et lagaill sous-arbre. Ce dernier doit étre mis a jour pa
chaque noeud quand la taille de ses fils change.

Quand un sous-arbre d’'un noeud atteint un parantréaille k, la phase de formation de
clusters est entamée. Alors, cette phase de famadt clusters est lancée par le noeud racine
sur son sous-arbre. Un seul cluster est constauit lensemble du sous-arbre, si sa taille est <
2k. Dans le cas contraire, de multiples clustersraeformés. Apres la phase de création de
clusters, le maintien des informations est crus@lr les clusters, ainsi que pour la maintenance
des arbres BFS.

° Permet le parcours d'un graphe de maniére itéragiv utilisant une file FIFO dans laquelle il ptéa premier
sommet et place en dernier ses voisins non engpierés tout en marquant les sommets déja visiés gue
I'algorithme puisse se terminer. En ligne httpwikipedia.org/wiki/Algorithme_de_parcours_en_lange
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Discussion

Hierarchical Control Clustering est généraamutilisé pour gérer des environnements
dynamiques, par exemple : la présence de nceudidemdans le réseaux. Ce protocole permet
de construire k-clusters limités par leur taille ¢a cardinalité de ces clusters a la fin de
I'exécution du processus de clustering est cormgriee k et (2« k — 1).

Cependant, I'échange excessif d'informations pa@urfdrmation ou le maintien des clusters
consomme de I'énergie et limite la durée de viegbeau. De méme, la phase de construction de
I'arbre recouvrant peut créer un trafic de contridd@ortant qui se répercute sur le temps de
convergence du protocole.

3.5.3 Protocoles heuristiques

La sélection d'un ensemble optimal de clestst équivalente au probleme d’optimisation
qui est un probleme NP-complet. Plusieurs protacdk clustering proposés dans la littérature
sont basés sur différentes heuristiques. Une hieugs est un algorithme de résolution ne
fournissant pas nécessairement une solution ogipalr un probleme d’optimisation donné.
Souvent, un algorithme heuristique a les objestifisants: trouver un algorithme avec un temps
raisonnable (le temps favorable pour la constractle clusters) et essayer aussi de trouver la
solution optimale (essayer de fournir la soluti@mplus proche de I'optimum).

La plupart des protocoles heuristiques ont une ¢exitp temporelle de O(n), ou n est le nombre
total de noeuds. Ces protocoles permettent d'aesirperformances judicieuses. En plus, ils ne
sont pas basés sur des métriques particulieredesalCHs sont choisis selon différentes

contraintes [43].

3.5.3.1 LCA2: Linked Cluster Algorithm

LCA2 [66, 69] présenté par Baker et Ephremidst proposé comme amélioration a LCA
[66, 67] I'un des plus anciens protocoles de chirsgeutilisé dans les réseaux ad-hoc.
LCA2 est un protocole essayant de satisfaire Igsctfs suivants : la formation de clusters
recouvrant assurant une meilleure connectiviténdesds, et améliorer la durée de vie du réseau.

Un identifiant 'ID* unique est assigné a chaqoeud. Par la suite, chaque nceud diffuse son
identité, et en écoutant les transmissions dessnteuds construisent sa liste de voisins.

Avec ce protocole, un nouveau concept esbduit: noeud "couvert” ou "non couvet”. Un
noeud est dit couvert s'il se trouve dans le vaigend’'un saut d’'un noeud s’est déclaré CH
candidat. Un noeud est choisi CH s'il a la plustpetientité parmi les voisins non couverts qui
se trouvent a un seul sauts (voisins n'appartesmancun CH).

Les communications intra-cluster sont gérées pprdeocole TDMA de la couche MAC, ou un
slot de temps est affecté a chaque noeud membckuisher. Un noeud membre ne peut envoyer
ses données a son CH que pendant son slot de teenf@$1 envoie ses données a son tour a la
station de base.

Discussion

LCA2 permet de construire des clusters re@ntva un seul saut en produisant un nombré
réduit de CHs dans le réseau.
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Toutefois, le fait de se baser uniqguement sur i@ des noeuds pour sélectionner les CHs
cause le choix de noeuds ayant de faible énergiie saffit d'avoir le plus petit identifiant dans
son voisinage peur devenir CH (méme si sa réseémendjie est faible). De plus, les CHs
consomment en moyenne plus d’énergie que les aueasbres dans un cluster, puisqu’ils sont
responsables de la coordination entre ses menifagi®gation de leurs données collectées et la
transmission vers la station de base. Ainsi, siGlds gardent leur statut de CH pour une longue
durée, il en résulte gu’ils consomment rapidemeuntd €nergies, et par conséquent dégradent les
performances du réseau.

3.5.3.2 Highest Connectivity Cluster Algorithm

Afin de maximiser la connectivité du résdas,auteurs du protocole : Highest Connectivity
Cluster Algorithm [66] essayent de construire dasters recouvrant (non disjoints).

Un identifiant unique est assigné a chaque capjeudiffuse par la suite un message pour

reconnaitre le nombre des ses voisins (son degté&onc, le degré des noeuds est considéré
comme parametre de choix pour I'élection des Cldsnoeud ayant le plus fort degré dans son

voisinage se déclare CH. Dans le cas d'un cowmfitiX nceuds voisins ont le méme degré) le
nceud ayant le plus petit identifiant deviendra CH.

Discussion

Le protocole Highest Connectivity Clustgénere un nombre réduit de clusters puisqu’il
favorise les nceuds ayant le plus fort degré porgsétles CHs c’est-a-dire les nceuds qui
couvrent plus de nceuds voisins.

Bien que ce protocole assure une bonne connecte#énoeuds dans le réseau, il ne peut étre
utilisé que dans les réseaux de petite ou moytailhe ( il est difficile d’assurer la connectivité
quand le nombre de nceuds augmente). En outre,cavecotocole, un noeud déja élu CH a
tendance a garder le statut de CH plus longtempis @aine forte probabilité pour qu’il soit élu
plus souvent CH par rapport a d’autres noeuds.

3.5.3.3 Max-Min-D Cluster

Dans Max-Min-D cluster [69], une nouvelle gédure est proposée pour I'élection de CHs.
Cette derniere est développée pour étendre lamdgoclusters a un seul saut et donc étaler la
formation de clusters a d-sauts (construire d-ehg¥tou d est un parameétre de I'heuristique dont
le nombre de clusters formés dépend. Les reglesistiques utilisées par ce protocole
permettent de converger rapidement vers une soludo bout de 2d cycles d'échange de
messages. Max-Min D-cluster utilise la métrique(identifiant) pour élire les CHSs. Il s'exécute
sur trois phases.

Lors de la premiére phase appelée au$si-found, chaque nceud diffuse la valeur WINNER qui
représente son identifiant a ses d-voisins (voissnsrouvant a d sauts de lui) et assigne a cette
valeur le plus grand ID entendu parmi ses d-voisigis, il diffuse cette nouvelle valeur
WINNER a ses d-voisins (procédure Floodmax).

Au cours de la deuxiéme phase®{2d-round), chague nceud garde le plus petit ID(WIRNE
parmi ceux qu’il a recu durant cette phase (le jpletst ID parmi les plus grands ID diffusés;
procédure Floodmin).

La troisieme phase consiste a choisir les CHs esedmasant sur les identifiants enregistrés lors
des deux phases précédentésdaound et 2™ d-round). Un nceud se déclare CH s'il recoit
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son identifiant ID (my_ID = WINNER) lors de la déame phase de la diffusion {2°d-round).
Sinon, si le nceud a regu WINNER durant chacune des deux phasesZjl akors il choisira le
nceud dont l'identifiant est attribué a la valeurNMER comme CH (WINNER correspond a la
plus petite valeur recue par le noaydSinon,u choisit comme CH le nceud ayant le plus grand
ID dans son d-voisinage.

Discussion

Ce protocole permet la création de clust&spidts c’est-a-dire un nceud ne peut appartenir
gu'a un seul CH et les clusters formés se troudemtsauts loin du CH (d est une valeur
sélectionnée pour I'heuristique). Par conséquénujilibrage de charge entre les CHs est assuré.
Cependant, cette techniqgue augmente considérabidimegrhead du réseau puisqu’elle utilise
un nombre important de messages échangés parilediCHs, ce qui induit a une latence non
négligeable. En outre, I'utilisation de la métriglize par Max-Min-D Cluster produit des CHs
susceptibles de jouer leur role de CHs pour tragtemps puisque leurs identités ne vont pas
changer (les CHs restent pour longtemps CHS). &@re; les clusters ne restent pas pour autant
adaptés, et alors la naissance de nouveaux clesgerdus visible plutét que I'adaptation des
anciens.

3.5.4 Protocoles pondérés

Plutét que d'utiliser une seule métrique péline les CHs, certains protocoles de clustering
proposeés dans la littérature utilisent une somnmel@a@e de plusieurs parameétres pour I'élection
de CHs. Ces protocoles associent un poids a chaopiel. Ce poids est représenté par une
somme pondérée des différentes métriques impligu&es son calcul comme montré dans cette
équation :

Poids(u) = Z a;*P;  avec

i=1 i

k k
a; = 1

=1
Ou:
ai représente le coefficient de pondération (leréedjimplication de la métrique) et Ha
valeur de la métrique.
Le coefficient de pondération de chaque métriqueedé de I'application et refléete son degré
d’'implication dans le calcul du poids. Par exemgkns les réseaux de capteurs ou I'énergie est
une ressource précieuse, il est nécessaire deassier a la métrique d’énergie résiduelle un
coefficient de pondération tres éleve.

3.5.4.1 WCA : Weighted Clustering Algorithm

Le protocole WCA [70] a motivé le développeinde nombreux protocoles de clustering
contemporain. Ce protocole a été proposé a |'@igiour les réseaux mobiles ad hoc, car la
mobilité est I'une des métriques impliquées darsaleul du poids. WCA combine trois autres
métriques avec la mobilité pour calculer le poitlskaué a chaque noeud. Ces métriques sont : le
degré d’'un noeud, puissance de transmission etnigd de service en tant que CH tel que :
W, =wiA, + wyD, + wgM,, + w,PB, avec w;+w,+wz+w,=1

La premiére métriqueA, représente la différence entre le degré d’un naeetduine valeur seulil

prédéfini. Ce seuil est présumé étre la tailleleléaun cluster car chaque capteur est capable de
gérer un nombre limité de noeuds au sein de sastechen tant que: CH. ,Dest la distance
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moyenne des voisins calculée a lI'aide d’'un GPS&wttement liée a la puissance énergétique
consommee dans les transmissions. La mobilitéiveldl,, est le rapport des niveaux de
puissance des transmissions successives recuan paeud de ses voisins. Ainsi, le nceud ayant
la plus faible mobilité dans son voisinage serdaom candidat pour étre CH puisqu’il gardera un
voisinage plus stable au cours du temps et favarisestabilité des clusters. Le temps passé par
un noeud a assumer la charge de CH depuis l'iatitall du réseau est comptabilisé. Ce temps
représente la quatrieme meétrique dans la fonctiocattul de poids.

Le nceud ayant le plus petit poids dans son voisinagplus petite somme des distances, la plus
faible mobilité et le plus petit temps en servicetant que CH, devient CH. Cette élection est
assurée par un processus itératif initial ou chageed diffuse son poids et maintient une liste
des poids recus de ses voisins. Les informatiomskées sont a nouveau échangées avec les
voisins immeédiats et le processus continu jusge'gue tous les noeuds aient des informations
sur les poids de tous les autres noeuds du ré€eauleur permet de connaitre le noeud qui a le
plus petit poids. Une fois le CH déterminé, seswai S’y rattachent dans la limite de et le
processus est répété pour les itérations suivantes les capteurs non rattachés. Ainsi, la
fonction pondérée est mise a jour par ces dertgerisen ignorant les capteurs attachés. Par la
suite, les nouveau poids mis a jour sont diffuaésle réseau. Le temps requis pour que le
processus converge est en fonction de la taillegeau.

Discussion

Le fait de combiner plusieurs métriques dansalcul du poids utilisé lors de I'élection des
CHs, permet a WCA de produire des clusters recotivedr de présenter de meilleures
performances en termes de nombre de clusters psatuiombre de changements de CHs.

En contre partie, I'exigence de WCA pour connalgepoids de tous les nceuds avant de
commencer le processus de clustering induit & @nhead tres elevé et il épuise rapidement les
batteries des noeuds. De plus, I'implication dmé&rique de mobilité dans la fonction de calcul
de poids restreint I'utilisation de ce protocolaupan certain type de réseaux dans lesquels les
capteurs sont mobiles.

3.5.4.2 DCA : Distributed Clustering Algorithm

DCA [56] est un protocole destiné aux résedams lesquels les nceuds sont immobiles, ou
se déplacent avec une faible vitesse. Ce prot@owisidere que chaque noeud a un poids unique
et les CHs sont choisis a la base des poids ass@nénceudd.e poids est défini par l'inverse
de la vitesse, afin de favoriser les nceuds les srmawbiles fournissant des CHs plus stables. Un
nceud u est choisi pour étre CH s’il possede le giasd poids dans son voisinage. Autrement, il
joint le CH qui se trouve dans son voisinage. DQ#ere selon deux phasegormation de
clusters et la maintenance des clusters générés.

Formation de clusters DCA suppose que les informations de voisinagenaseul saut sont
disponibles (obtenues par I'exécution d’'une it@rainitiale de découverte du voisinage). De ce
fait, les noeuds possédant le poids le plus élemé thur voisinage sont élus comme CHs et
annoncent par la suite cette information a leuisin®. Un noeud de poids plus petit ne peut
prendre une décision sur le réle qu’il pourra jougrune fois que tous ses voisins ayant le plus
grand poids ont pris leurs décisions. Dans celeaspeud attend les messages d’annonces que
ces derniers pourraient les diffuser. Une fois guigeud recoit les messages annoncés par les
noeuds de poids élevé s'y rattache au CH posséeapitis grand poids parmi ceux recu et
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confirme son appartenance autant que membre declgster par I'envoie d’'un message de
rattachement. Si aucun de ses voisins de poidg @evpris la décision de jouer le réle de CH,
alors ce noeud devient CH.

Maintenance en raison de la mobilité ou de I'échec des noeueite phase de maintenance
nécessite de reconfigurer la structure des clusterselancer le processus de clustering a
nouveau.

Discussion

DCA est un protocole qui offre la possibildé supporter les nceuds mobiles se déplacant
avec une vitesse faible. En supposant que la tg@oldu réseau ne change pas pendant
I'exécution du processus de clustering, ce protopermet une construction de clusters a un seul
saut parce gue chaque noceud ne diffuse les mespagyedans un voisinage a un seul saut.
Cependant, cette technique de formation de clustatiise que des informations partielles sur
le réseau (voisinage a un seul saut), et doncllssecs générés peuvent ne pas étre optimales.
De plus, cette technique itérative de clusteringue® méthode trop sensible a la perte des
paquets ou I'échec des noeuds. Par exemple, stautdw découvre que l'un de ses voisina
un poids plus élevé que lui, alors il doit attenfirequ'a ce quel décide pour qu’il puisse
prendre sa décision. Le temps d’attente est ertitondu nombre de noeuds dans son voisinage.
Ceci influera sur la vitesse de convergence dea®qole qui dépendra dans ce cas, du diamétre
du réseau ce qui rend l'utilisation de DCA soul#éaour les réseaux de petite taille.

La méthode d’attribution des poids aux nceuds n&gta discutée dans I'protocole et il N’y a
aucune optimisation sur les parametres du systelmete le nombre de paquets échangés et le
contrdle de la puissance énergétique dépensée.

3.5.5 Protocoles émergents

Un protocole émergent est n’importe quel walqui réalise formellement ou atteint

stochastiquement des effets globaux prévisiblesanmuniquant seulement avec un nombre
limité de voisins immédiats et sans l'utilisatianabntrdle centralisé ou de visibilité globale.
Par conséquent, un protocole émergent pour unuékeaapteurs est un protocole dans lequel la
propriété globale désirée, ni n'est explicitemardée dans le protocole ni organisée par une
autorité centrale, mais elle émerge en raisoniuteraction et de la rétroaction locales répétée
entre les noeuds.

3.5.5.1 ACE: An Emergent Algorithm for Highly Uniform Cluster Formation

ACE [71] est un protocole utilisant 'émergendans son processus de clustering. L'idée
principale de ce protocole est de permettre a undnd®valuer son potentiel en tant que CH.
Pour un moment donné, un noeud soit est choisi aétant un CH ou bien il n’est plus CH et
se retire devant le meilleur candidat CH. La séectéalisée entre les CHs est basée sur un
poids. Ce poids et en fonction de nombre de merfidédes. Un membre est dit “fidele” s'il
n'est membre que d'un seul cluster. ACE fonctiomme plusieurs itérations asynchrones et
locales a chaque nceud. Il s’exécute sur deux ph&sesation de clusters et celle de migration.

Formation de clustersdans cette phase de nouveau clusters sont g&éréa base d’'une auto-

élection de noeuds. Le noeud désirant devenir Gidséi un message d'annonce a ses voisins.
Apres avoir recu le message d’annonce, un voisifiilee au CH et devient un membre dans son
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cluster. A tout moment, un noeud peut étre un mendear plus d’un cluster. Dans ce cas ce
noeud est dit "clustered”. Toutefois, il peut &ire membre fidele (n'appartient qu’a un seul
cluster). Un noeud qui ne recoit aucun messagendiae est dit "unclustered” c'est-a-dire:
n‘appartenant & aucun cluster. Ce noeud unclustegehdre lui-méme un nouveau cluster en se
déclarant CH chaque fois qu'il estime qu'il peagrger au moins un certain nombre de nceuds
fideles. Cette estimation est une fonction qui déipgu temps écoulé depuis que le processus de
formation a été lancé par ce noeud.

Migration : lors de cette phase, les meilleurs candidats €diHssélectionnés. Chaque CH vérifie

périodiquement la capacité de ses voisins d'étre &ftth de choisir le meilleur candidat pour

jouer le réle du nouveau CH. Cette sélection ast felon le nombre de noeuds fideles. De ce
fait, le noeud qui a le plus grand nombre de nodigides dans son cluster et moins de

chevauchement avec les clusters existants estdéséscomme le meilleur CH candidat. Une

fois que le meilleur CH candidat est déterminé lpa€CH actuel du cluster, ce dernier va se
retirer et sa position de CH va migrer dans laatioa du nouveau CH choisi. Par conséquent,
certains membres de l'ancien cluster peuvent re ggpartenir au nouveau cluster. Comme de
nouveaux noeuds a proximité du nouveau CH vontrdedes membres dans son cluster.

Discussion

Une formation de clusters tres uniforme réswle l'utilisation du protocole ACE. Ce
protocole fonctionne sans avoir besoin de la casaaice géographique des positions des nceuds,
ou de n'importe quel genre d'évaluation de dist@mtee les capteurs. ACE suppose que tout le
réseau peut étre couvert juste en trois cycles etoutilisant des communications intra-clusters.
Ceci lui permet d’étre indépendant de la tailleréseau (quelque soit le nombre total de noeuds
dans le réseau). Il est a noter que ce protocalgerge en un temps constant O (d) ou d est la
densité des noeuds par unité de cluster.

Cependant, les auteurs d’ACE n’ont pas présentédé&sls sur leur choix de trois cycles
comme étant nombre total d’itérations permettantalerrir tout le réseau. De méme, le nombre
total de clusters engendré par ce protocole estelavé et donc les chevauchements entre leurs
membres sont inévitable, malgré que les auteursessdyé de le diminuer par la technique
utilisée dans la deuxieme phase de migration.

C’est vrai qu’ACE est indépendant de la taille dserau, mais la densité de ce dernier influera
sur la vitesse de sa convergence.

3.6 Tableaux comparatifs pour les protocoles de clusterg

Pour comparer et analyser les différentepbphies des protocoles de routage congus pour
les réseaux de capteurs selon I'approche de diugter est important d’utiliser des criteres de
classification appropriés pour pouvoir les distiaguEn effet, la classification permet aux
concepteurs de mieux comprendre les caractéristigeeces protocoles, et de discerner les
relations qui les relient.

Ci-dessous deux tableaux inspirés des travaux 2leef4[43] qui vont contenir les différentes
analyses et comparaisons apportées aux protocétaslés précédemment dans la section 3.5
selon les parametres de classifications mentiondées la section 3.4 (uniquement, les criteres
de classification estimés importants seront préseadns les deux tableaux).
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Criteres de comparaison utilisés dans le premierableau

Les métrigues du tableau 3.2, montrent unepavaison entre les protocoles étudiés
précédemment selon les aspects suivants :

-Les métriques de prise de décisiphes différents protocoles présentés dans ledabsont
distingués en premier, par les parametres de gdasaécision. D'ailleurs ces parametres de
classification sont les mémes utilisés dans la@egrécédente (voir 83.5). Quatre métriques
ont été utilisées pour cette classification : e de convergence constant et variable, les
fonctions utilisées lors du processus de clustefipgur le choix du CH et la formation des
clusters), établies selon les heuristiques, pdégsnoeuds et 'émergence. De ce fait, tous les
protocoles qui vont étre présentés dans le taldeat classés selon ces métriques. Il est a
noter qu’on va fusionner les protocoles classifiékon le temps de convergence constant et
ceux de temps de convergence variable dans une daske : métrique de décision basée sur
le temps, tout en indiquant leur type dans le patesrtemps de convergence utilisé dans le
tableau, et détaillé plus tard, afin de pouvoir pamer tous les protocoles étudiés selon ce
parametre.

-Utilisation de puissance N/A signifie non applicable ou non disponible. Garamétre est
employé pour indiquer que le parametre de puissaiest pas considéré comme un critere
lors du processus de clustering ; il n’est patétg@ar ce protocole.

-Temps de convergencelLe temps de convergence et lI'un des paramétrepride de
décision utilisé dans la classification des prolesalécrits dans 3.5. Ce parametre dépend de
plusieurs facteurs comme la taille du réseau (nerdbrnoeuds), la méthodologie suivie pour
le choix de cluster-heads et/ou la formation detelts. Deux états sont distinguables: temps
de convergence constant et variable (pour plustals voir § 3.4.1, 83.5.1, §3.5.2).

-Mobilité des nceuds Un autre parametre qui semble intéressant a predmonsidération
dans la comparaison des protocoles de clusterdagmobilité des nceuds. La plupart des
protocoles congus pour les réseaux de capteursosepp que les noeuds capteurs sont
stationnaires. Cependant, il existe des environn&nau les capteurs doivent étre mobiles.
Dans ce cas, la mobilité n’est plus considérée cemmdéfi secondaire. Elle est une question
clé pour ces environnements mobiles. Pour celgrdgpagation des informations sur la
position des noeuds dans le réseau devient cruoial gadapter au changement de la
topologie et donc comparer les protocoles selore cetétrique nous permet de voir
I'efficacité de ces protocole a la mobilité des deewinsi qu’a la conservation d’énergie du
réseau.

-Stabilité des clusters La formation et la stabilité des clusters dépandde plusieurs
facteurs qui influent sur leurs comportements. Cempar exemple: I'extinction prématurée
de la batterie de certains nceuds, I'ajout d’un eauvnceud dans le réseau. L'efficacité d’'un
protocole de clustering se mesure en termes ddit&tates clusters construits, et donc sa
capacité de s’adapter aux changements de la tdpodags perturber le fonctionnement du
réseau.

-Informations de localisatiornt La localisation des emplacements des nceudsurapst un
critere utilisé par certains protocoles de clustgm@fin de router les données d’une maniére
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efficace, ce qui diminue I'overhead généré pardmde quantité des messages échangés entre
les nceuds.

-Equilibrage de charges Le contréle d'utilisation de la puissance énergégige présente
aucune garantie pour que les noeuds soient équitabteutilisés. Cela peut provoquer
I'épuisement de I'énergie de certains nceuds avest dutres, et par conséquence, le
partitionnement du réseau. La satisfaction de canpetre évitera I'épuisement rapide des
batteries (voir 83.4.2.2). Cependant, la mise estets a taille égale (le méme nombre de
nceuds dans chaque cluster), devient un objectifdgiti &tre rempli afin de réaliser la
prolongation de la durée de vie du réseau.

Critéres de utilisation Temps de |Mobilité | Stabilité |Equilibrage | Tolérance | Information
Métriques Classificatio de convergence| des des de charges | aux pannesde localisatid
de Protocolésiissanc nceuds | clusters
Décision
8 LEACH Maximale Constant O(1) Non Moyenne Oui Oui Non
g HEED Oui Constant O(1) Non Elevée Bon N/A Non
Z EECS Oui Constant O(1) Non Bonne Trés bon N/A Oui
- EEUC Qui Constant O(1) Non Bonne Trés bon N/A QOui
; EEHC Oui Variable O(n) Non N/A Oui N/A Oui
RCC N/A Variable O(n) Qui Moyenne N/A Qui Oui

8 CLUBS N/A Variable O(n) Oui Moyenne N/A Oui Non
b Hierarchical Variable Oui Oui Non

‘g Control clustering Oui O(k1+k2+...+kh | Possible | N/A

)

2 LCA2 Non Variable O(n) Possible Moyenne Oui Oui Oui
o
B Max—Min-Dmax Non Variable O(n) Possible Moyenne Oui Oui Oui
%3-‘ Highest connectivity | Non Variable O(n) Possible Moyenne Oui Oui Oui
%) WCA Oui variable O(n) Oui Modeste Non Oui Oui
ko]

DC_> DCA Non variable O(n) Oui modeste Non Oui Oui
q') - -

% ACE N/A Constant O(d) | Oui Elevée Bon Oui N/A

2

)

S

w

Tab.3.2- Classification des protocoles de clustefimésentés selon les métriques de décisionrteirte

critéres qui portent sur les objectifs a atteintlaechitecture du réseau et modele de
fonctionnement.

D’apreés le tableau ci-dessous établi depuis I'étieeprotocoles exposés dans la section 3.5, les
remarques suivantes sont faites :

Chaque protocole est bon a certains critéeres dgpamisons. Cependant, il est mauvais par
rapport a d’autres. De ce fait, il sera difficile doncevoir un protocole qui supporte tous les
criteres en méme temps.

L’architecture du réseau influe sur ses performaner termes de puissance utilisée,
tolérance aux pannes, mobilité des nceuds, etceXtample : le critere de mobilité, qui ne
dépend pas de la structure du réseau mais plutidt steatégie suivie par le protocole, et le
type de capteurs utilisés dans le réseau.
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Le temps de convergence d’'un protocole, dépendritéses de prise de décision utilisés par
un nceud. Un nceud dont la décision est indépendastautres décisions des nceuds, permet
d’avoir une complexité temporelle de O(1); tempscdavergence constant. Alors que, le
temps de convergence des autres protocoles basés paramétre de poids lors de la prise
de décision, par exemple, ont typiguement une cexitgl temporelle élevée : O(n) comme
temps nécessaire pour converger.

Critéres de comparaison utilisés dans le deuxiéntableau

Ce deuxieme tableau, comprend toujours uassification des protocoles de clustering selon les

métriques de prise de décision. En outre, il intitbdes nouvelles comparaisons entres ces proweole
termes dattributs de clustering: les propriétés dligsters générés, les capacités de cluster-heads
souhaitées et le processus de clustering adoptés Rareste de cette section, nous discutons tesis ¢
criteres de comparaison

Propriétés des clustersLes différents protocoles de clustering essagEntépondre aux
questions suivantes :

1. Le nombre optimal de clusters dans un réseau dewap Souvent, le nombre
de clusters dans le réseau peut étre préréglérrfdaée a priori par le
concepteur du réseau) ou bien il est variable.

2. Le type de connectivité entre les CHs et les difiés clusters. Soit le lien de
connexion est direct ou via plusieurs sauts.

3. Les clusters sont stables (fixes), si I'apparteraticn nceud a un groupe ne
varie pas tous le temps. Et donc on aura une tgmolixe et stationnaire.
Sinon, ils sont adaptatifs : si le nombre de cesiges n'est pas fixe et les
capteurs ne commutent pas entre les clusters. gaogie du réseau dans ce
cas est adaptative.

Capacités d'un cluster-headLe modele du réseau influe sur la capacité desterl-heads
en termes : de mobilit¢ des nceuds (les nceuds @aurésont stationnaires et fixes, ou
peuvent se déplagaient sur des courtes distaraias),que sur le type des capteurs utilisés
(homogeénes/ hétérogenes). De plus, le CH choidi jpeer plusieurs réles: un nceud relais
entre la station de base et les nceuds membresaduster, et parfois un relais pour les CHs
des autres clusters.

Processus de clustering_es caractéristiques du processus de clusterangent selon la
méthodologie adoptée, les objectifs a satisfagrehbix a réaliser pour I'élection du CH, et
finalement la complexité obtenue (en termes de sémgssages échangés). Généralement le
processus de clustering agit selon deux méthodedo@oit de facon centralisée, sinon de
maniére distribuée afin de parvenir a la satisbacties différents objectifs (voir § 3.4.) dont
la minimisation de la consommation d’énergie estutle plus requis.
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. Criteres de Propriétés des clusters Capacités du cluster-head Processus de clustering
Métriqgue | Classification
de
Décisions Nombre [Topologie Connectivité Type de Obijectifs du Sélection Complexité
Protocoles de intra - inter-clusters | Stabilité Mobilité nceuds Réle Méthodologiel  clustering du CH d’'algorithme
clusters (clusters
LEACH variable Fixé (1- saut) Lien direct | Moyenne Stationnaire Capteurs Relais/Agrégatjon strbuée Conserver I'énergi¢  Prédéterminée Cofestan
(1-saut)
" HEED variable Fixé (1- saut) [Lien direct/ multi | Assurer Stationnaire Capteurs Relais/Agrégation Distribuée Conserver I'énergie éakbire Constante
o saut:
% EECS variable Adaptative multi -sauts Assurer Statiorena | Capteurs Relais/Agrégation| Distribuée Conserver I'énerdgie n€lorente Constante
i) EEUC variable Adaptative multi -sauts Assurer Statiormai | Capteurs Relais Distribuée Conserver Aléatoire Constante
I'énergie/équilibrag
5 e de charge
@ EEHC variable Adaptative Lien direct/ Stationnaire Capteurs Relais/Agrégation| Distribuée Conserver I'énergie  Aléatoire Variable
o multi sauts
‘% RCC variable Adaptative Lien direct | Moyenne Mobile Capteurs Relais hybride Scalabilité Aléatoire Variable
m CLUBS variable Fixé (2- sauts) multi -sauts Moyenne Btataire Capteurs Relais Distribuée Scalabilité g Variable
Hierarchical variable Adaptative multi -sauts Capteurs Relais/Agrégation  Distribuée Scalabilité |éafoire
Control Possible Variable
clustering
o LCA2 variable Fixé (1- saut) Lien direct | Moyenne Possible Capteurs Relais/Agrégation  Diségb connectivité Aléatoire Variable
=]
o Max—Min-Dmax | variable Adaptative Lien direct | Moyenne Possible Capteurs Relais/Agrégation  Diséeb connectivité Aléatoire Variable
=
1%}
% Highest Adaptative Lien direct | Moyenne Possible Capteurs Relais/Agrégation  Diséeb connectivité Variable
T Connectivity variable Aléatoire
WCA Lien direct Modeste Mobile/station Relais/Agrégation| Distribuée Conserver I'énergie Variable
" variable Adaptative naire Capteurs Aléatoire
o
‘© DCA modeste Relais/Agrégation| Distribuée Variable
o variable Adaptative Lien direct Possible Capteurs Aléatoire
Relais/Agrégation
€ ACE variable Adaptative Lien direct Assurer stationnaire Capteurs Distribuée Conserver Aléatoire Variable
g I'énergie/scalabilité
S
[}
=
(i1}

Tab.3.3 - Classification des protocoles de roufagsentés selon les paramétres de décision dtribsits du clustering.
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En analysant le tableau 3.3, selon les critereslatsification basés sur les paramétres de prise
de décision et les attributs de clustering, leenlaions suivantes sont tirées :

-Les protocoles a temps de convergence constamaretble, commandent le nombre de
clusters en placant la probabilité de devenir un €&tbn les capacités des nceuds et les
conditions d'application. Alors que, le nombre testers résultant des protocoles émergents
dépend du nombre de propriétés existantes daréséau, tant dit que dans les protocoles
pondérés c’est les différents parameétres intervisndens la fonction de calcul de poids qui
déterminent le nombre de clusters dans le réseau.

-Peu de protocoles sont congus pour gérer la ni@biéins les réseaux de capteurs. Comme la
majorité des nceuds capteurs sont stationnairepydéscoles existants sont moins adaptés a
des environnements mobiles. Donc I'application paguelle un réseau de capteur va servir

déterminera les caractéristiques de ce derniertgpk de capteurs a déployé. Et donc, le type
de I'application va imposer I'environnement de déghent des capteurs et caractérisera leurs
natures ainsi que la méthodologie suivie pendapitdeessus de clustering.

-La stabilité des clusters dépend de la/les meat(g)uutilisés dans I'élection des CHs
(métriques de décisions) et donc pour construie desters plus ou moins stables, il est
nécessaire de bien choisir ces métriques. En ooé®,métriques d'élection doivent tenir
compte de la capacité des nceuds qui vont jouedléede CH, ainsi que la topologie du
réseau.

-Le type de communication (le mode d’enda donnéesadopté dans les clusters ou inter-
clusters détermine le réle jouer par le CH: codadt données des nceuds membres et envoie
direct a la station de base ou bien passer patrebaCHs pour joindre la station de base
(multi-saut). Ces CHs peuvent étre autorisés ou m@onappliquer des techniques
d'agrégation/fusion sur les données collectéesceDrait, la quantité des messages échangés
dans le réseau dépendra du type de communicdtasi.c

-Selon le tableau, on peut remarquer que le prasede clustering peut avoir de multiples

objectifs a satisfaire dont la conservation d'éieeegt le plus important. De plus, on retrouve
I'équilibrage de charge et la scalabilité commexdautres objectifs qu'un protocole de

clustering essaye de les remplir. Par exemple;diahilité du réseau dépend en premier lieu
de la méthodologie suivie pour la formation de s ainsi que par les techniques de choix
des CHs.

-La majorité des protocoles adoptent un mécaniséeerndralisé pour la formation des
clusters et chaque CH se charge individuellemerhd éirmation de son propre cluster.

Rapport- gratuit.com @
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3.7 Conclusion

Ce chapitre a été axé sur l'approche déerlng dans les réseaux de capteurs sans fil. Ainsi
une définition de cette derniere et une présemtal® quelques protocoles congus selon cette
approche ont été réalisées. Plusieurs méthodologigs été employées pour offrir une
structuration de clusters pour ces réseaux. Legipales techniques utilisées par les protocoles
de clustering publiés dans la littérature ont éenéérées. Une classification a été établie pour
définir les caractéristiques essentielles des podés étudiés. Par la suite, une étude critique a
été menée sur les différents protocoles présemtés ck chapitre, afin qu’on puisse tirer profit
de leurs avantages en conservation énergétique.

Bien que la technique de routage hiérarahigemble prometteuse, ils restent encore de
nombreux défis a relever par de nouvelles approdbasutage efficaces en énergie. L’approche
de routage que nous avons proposé est nommeée : R{llBfered Multi-hop Energy Efficient
clustering Routing protochl Ce nouveau protocole va constituer I'objet ppalcdu prochain
chapitre. Son fonctionnement ainsi que ses cairsiitgres sont exposées en détail dans le
chapitre suivant.
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Chapitre 4

LMEER : Un protocole de clustering a basse consontioa
d’énergie pour les réseaux de capteurs sans fil

4.1 Introduction

La majorité des travaux de recherche mentiglement dans le domaine des réseaux de

capteurs se concentrent sur le probléeme de congervd’énergie afin de prévoir des
algorithmes et protocoles spécifiques a ce genm@sEaux consommant le minimum d’énergie.
Ainsi, le traitement de ce défi dépend des conteaitmposées par les capteurs : petite capacité
de stockage, basse capacité de traitement, duréedanitée de la batterie et portée radio
réduite. Le développement d'une technique efficaeemettant d’économiser la ressource
énergétique est un objectif primordial pour ce tyfee réseaux. L'architecture basée sur le
clustering est considérée comme une approche pieuset pour cette finalité. Le clustering
consiste a partitionner virtuellement le réseaurensemble de clusters mais aussi sélectionner
des nceuds spéciaux nommés « CHs » , il sont chafgeganiser la communication dans les
clusters ainsi que dans le réseau.
Bien que plusieurs travaux dans le domaine desugsdge capteurs ont été publiés sur le routage
selon l'approche de clustering, plusieurs défistetmmes de gestion de la consommation
d’énergie des nceuds capteurs restent présents. del@yril est intéressant de concevoir de
nouveaux protocoles et techniques de clustering pgoureux pour la gestion de la ressource
énergétique et I'optimisation de sa consommatiéin, e permettre a ces réseaux d’accomplir
au mieux leurs taches sans que leurs performandest slégradées lors du passage a I'échelle
ou la présence de pannes. Ceci hous a mené a praposiouveau protocole de routage selon
I'approche de clustering essayant d'offrir de neeites performances pour le réseau en
particulier en termes de conservation d'énergie.

Ce chapitre est structuré comme suit : dpsemiére partie nous présentons notre nouveau
protocole de routage proposé selon I'approche algtaring. Ce protocole est nommé LMEER :
Layered Multi-hop Energy Efficient clustering Raowgtiprotocol Une description détaillée de ce
nouveau protocole est donnée ainsi qu' & travemiti&rentes phases qui le constituent.

La seconde partie de ce chapitre est consacréévaldation des performances du protocole
LMEER. La simulation est utilisée comme outil déwvation de ses performances. Les résultats
obtenus et leurs interprétations ainsi que lesmpenas utilisés dans la simulation de ce nouveau
protocole seront données dans la section 4.4. Ht flostrer les atouts de LMEER, nous
comparons les différents résultats obtenus a cdugnas par le protocole LEACH (voir §
3.5.1.1). La conclusion de ce chapitre est préseta@s la section 4.6.

4.2 Motivations
Le routage est un service tres important daessréseaux de capteurs. Il doit permettre

l'arrivée des données a la station de base aveinienum de perte et de dissipation d'énergie.
Les approches de routage utilisant - un seul saut pemmuniquer les paquets de données
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consomment beaucoup d’énergie pour atteindre tistde base si les noeuds chargés de lui
router les paquets sont tres éloignés. Pour remadiette lacune, nous avons utilisé le routage a
plusieurs sauts dans notre protocole. LMEER est daolapté au routage multi-sauts réalisé par
les CHs des différents clusters. C’est égalemems$ da but qu’une structuration en couches est
appliguée au réseau afin de faciliter le choix mleEsids assurant le routage multi-sauts. De plus,
cette topologie en couches est exploitée dansliagoe de formation de clusters car LMEER
exécute I'algorithme de formation de clusters d’taqgn adaptative selon les caractéristiques de
la couche d'un noeud donné ( sa distance par rapparstation de base), ce qui lui permet une
certaine autonomie dans la gestion des captgués slans chaque couche.

L’adoption d’'un mécanisme d'équilibrage de la chapgrmet une optimisation de la durée de
vie de chaque nceud et par conséquent, la duréaeddevl’ensemble du réseau. Et pour
équilibrer la consommation d’énergie entre les realmbisis CHs, il est primordial d’équilibrer
leur charge de travail ; nombre de membres a gies leurs clusters et paquets de données a
router. En d’autres termes, il est recommandé tEéuoute situation ou certains CHs sont
surchargés alors que d'autres le sont Iégéremerdooti complétement libres. C’est sur ce
principe que nous nous sommes basés en adoptdegié d'un noeud comme métrique dans le
poids d’élection de son CH a joindre, avec égalerfgtilisation d’'informations sur les énergies
résiduelles. Ceci permet a LMEER de produire utitgarnement de taille inégale pour grouper
les nceuds lors du processus de clustering et dquiibéer la charge de capteurs a gérer et la
consommation d’énergie au niveau des noeuds CHpa@&ionnement du réseau en clusters de
tailles inégales permet aussi de résoudre le @nobldes points chauds (Voir § 3.5.1.4). Ce
probleme survient dans les couches hautes: lesqDHsentourent la station de base épuisent
plus rapidement leur énergie que les autres CHxaoleéshes supérieures, car tout le trafic du
réseau destiné a la station de base passe paHsest@onc ces noeuds ont plus de charge que
les nceuds distants. La construction des clusterplles proches de la station de base avec un
petit nombre de membres a gérer et ceux qui sastlpin avec un plus grand nombre de nceuds
membres dans leurs clusters, permet de garanstalzilité de la topologie et d’améliorer les
performances du réseau en offrant une possibdiégéconservation d’énergie pour les nceuds
sélectionnés CHs.

4.3 Principe et fonctionnement

L'énergie reste le défi critique dans leseaux de capteurs car ils sont dotés de batteries
non rechargeables ni remplacables. Ainsi, I'objgmiincipal des protocoles dédiés aux réseaux
de capteurs est de minimiser la consommation djgméout en assurant le bon fonctionnement
de ces réseaux. LMEER est proposé comme un noywedocole de clustering suivant cet
objectif. Ce protocole adopte un mécanisme permietta configurer le réseau en couches afin
d’assurer un routage multi-sauts entre ces difféeenouches. Entre autres, un mécanisme pour
le groupement des nceuds en clusters est aussiéutilie mécanisme essaye d’assurer une
distribution de la charge de travail et donc garamie exploitation plus équitable de I'énergie
des nceuds.

Le fonctionnement de LMEER est completement déabsér. Il s’exécute sur trois phases. La
premiére porte sur la configuration du réseau. Algue la deuxieme assure la formation des
clusters et la communication de données. Finalemanmaintenance de la topologie est
considérée comme sa troisieme phase. Le détahague étape est donné dans le reste de cette
section.
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4.3.1 Configuration du réseau

Cette phase permet la structuration du téseacouches ainsi que la découverte des voisins
et donc permettre a chaque nceud de construirestesde voisins.

La découverte des voisins est lancée par la stdidmase tout en utilisant la diffusion. Un nceud
est considéré comme un voisin d’'un autre nceud dileraier se trouve dans sa portée de
transmission. A la fin de cette phase, tous lesdsoglu réseau sont partitionnés en couches et
possédants leur propre tables de routage. Et ponofigarer le réseau en couches deux
mécanismes sont possibles: (i) en se basant swndre de sauts qui sépare les nceuds a la
station de base, ou bien (ii) en se basant sudistance. Nous les avons testé tous les deux.

I. En se basant sur le nombre de sauts
Le mécanisme et I'algorithme relatifs a cette agunfation du réseau sont détaillés ci-dessous.
a). Mécanisme

Initialement la station de base diffuse unsage d’exploration Hello pour découvrir ses
voisins a un seul saut tout en utilisant dans cgigaune variable nommée : num_couche mise a
zéro. Seulement les nceuds a la portée de la stigibase peuvent recevoir ce message diffuse.
Par la suite, ces noeuds vont agir en tant questde base locale pour les autres nceuds voisins.
lIs explorent le réseau en diffusant le messagéHeix nceuds situés dans leurs portée tout en
remplagant leurs informations dans le message.

Pour chaque message regu, le nceud récepteur el@catapes suivantes :

- Sile nceud émetteur n’existe pas dans sa tableidmage, il ajoute une entrée dans sa table
de voisinage comportant les informations de ce da&@uetteur. Si ce dernier figure déja
dans la table de voisinage il effectue une simplssema jour des informations
correspondantes.

- Un neceud peut recevoir plusieurs messages de diffasiec un nombre de sauts différent. Le
message contenant un nombre de sauts minimum ¢ilesrdistant de la station de base) est
toujours favorisé. Pour cela, le numéro de coudreespondant au nombre de sauts assigné
au nceud récepteur est toujours calculé de la fagivante :

Si mon.num_cocuhe > voisin.num_couche +HRAlors
mon.num_coucke voisin.num_couche +1 ; (mon est le noeud emsjou

- Un numéro de séquence est utilisé dans le messagplatation du réseau. Ce numéro
permet d’éviter la rediffusion d’'un méme messagexploration Hello plus d’'une fois. En
gardant localement le numéro de séquence du demngissage d’exploration recu au niveau
de chaque nceud, le message ne va étre rediffusesige numéro de séquence recu est
différent de celui stocké. Et donc, plusieurs cascbont construites selon le nombre de sauts
qui sépare la station de base aux différents naapmtsurs. Cette méthode permet de
minimiser le nombre de messages de contrble échgugé structurer la topologie.
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Fig. 4.1 Configuration du réseau en se basanesunrhbre de sauts.

A la fin de cette phase, chaque nceud cosagitopre distance jusqu’a la station de base en
termes de nombre de sauts. De plus, il a une tibleoisinage avec une entrée pour chaque
voisin contenant : son identifiant ainsi que somatp de couche reflétant sa distance a la station
de base en fonction du nombre de sauts qui lesesépa

b). Algorithme

La configuration du réseau selon le nombre de spatg étre formulée de la fagon suivante :

Soit les nceuds capteurs ietj.
Soit Vi la table des voisins du nceud .
Soit seq, seq; le numéro de séquence du dernier message Heflveau du nceud i et nceud j resp.

Lors de la réception d’'un message Hello par udele noeud j
Si (j ¢ Vi) Alors
Ajouter une entrée pour j dans Vi
Sinon
Mettre a jour les informations de j ;
Fin Si

Si ( seq > seq, Alors
Rediffuser le paquet Hello avec les iinfations de i;
Mettre a jour la valeur de segar celle de sgq
Sinon
Rejeter le paquet recu ;
Fin Si
Fin lors

ii. En se basant sur la distance

Cette étape de configuration du réseau entitonade la distance est détaillée dans le
paragraphe suivant.

a). Mécanisme
Avec cette méthode, des messages d’explorationdiffusés par la station de base dans tous
le réseau. A la réception d’'un message d'explanat@hague nceud calcule sa distance par

rapport a la station de base selon la puissancagal recu. Cette distance est utilisée par la
suite dans l'attribution d’'un numéro de couche prhaque nceud. En comparant sa distance ala
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station de base avec une autre distance D doraréelp= K RIi, le nceud s’assigne un numéro
de couche de la fagcon suivante:

Tantque d(i,SB) > D faire
kK€ k+1;
fin Tant que
mon.num_couch€& mon.num_couche + Kk ;
Ou:
D =k Ri : Ri représente la portée du nceud i quiidshtique pour tous le nceuds du réseau et k =0..n.
d (i, SB): Distance euclidienne entre le naeeidla station de base.
mon.num_couche : variable utilisée pour stokerdeméro de couche pour chaque nceud, initialisée a un

Par exemple, un nceud est dit de couche 1 si iarside base se trouve dans sa portée.

Une fois que chaque nceud s’est affecté un numércodehe, il diffuse un message de
notification contenant cette information et somitfeant a ses voisins.

A la réception de ce message de notification, sauah intermédiaire ajoute le nceud émetteur a
sa table de voisinage avec son numeéro de couchei@sSi ce dernier figure déja dans la table
de voisinage, il ne fait qu’'une mise a jour a BAMEro.

A la fin de cette phase chaque noeud posséde uneacale sur son voisinage. Les identités et
les numéros de couches de tous ses voisins sordgades dans sa table de voisinage.

Ol 00 (=]

o oloe®\ o0 O
0O\ o ©
o\©° ©

Fig. 4.2 Configuration du réseau En se basartdilistance
b). Algorithme

L’algorithme qui résume la phase de configjon du réseau en fonction de la distance esté&onn
comme suit :

Soit les nceuds i, jet SB la station de base ;
Soit Vj la table des voisins du nceud i ;
Soit num_couche : variable pour stocker le mandé@ couche assigné a chaque nceud ;
Soit Ri: la portée du nceud i ;
Soit K un compteur ;
k& 0
Tant que ( la distance entre (i, SB>) K*Ri) Faire
{incrémenter la valeur du compteur k }
k€ k+1;
fin tant que ;
{mise a jour sur la valeur du num_couche}
num_couch& num_couche + k ;
{le nceud i informe ses voisins en diffusantagupt Hello contenant ses informations}
Diffuser le paquet Hello;
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Lors de la réception d’'un paquet Hello par juepe noeud i
Si (i £ Vj) Alors
Ajouter une entrée pour idans Vj
Sinon
Mettre & jour les informations de i ;
Fin Si
Fin lors

4.3.2 Formation des clusters et communication deodnées

Cette phase permet la formation des clugiefa transmission des données a la station de
base. Elle se caractérise par un fonctionnemenigagcou chaque cycle comprend trois sous
phases : élection de cluster-heads (CHs), formal#ociusters et communication de données.

1. Election des cluster-heads

La question la plus pertinente qu'un proces$el clustering essaye de la satisfaire est de
trouver le nombre optimal de nceuds a choisir cor@ide dans le réseau. Si le nombre de CHs
est tres élevé, donc un nombre important de nogDHs)(qui se consacrent aux taches tres
colteuses en ressources énergétiques, la dissipiéoergie dans le réseau est considérable.
D'un autre c6té, si le nombre de CHs est trés, petit derniers vont gérer des groupes de grande
taille et donc épuiseront rapidement leur énergieaase du travail important qui leur est
demandé.

De ce fait, il faut trouver un compromis entre kembre total de nceuds dans le réseau et le
nombre de noeuds choisis comme CHSs. Pour ce faites protocole inclut le numéro de couche
dans la fonction de calcul de poids assigné a ehageud et de sorte que la taille des clusters est
réduite en s'approchant de la station de base.

a) . Mécanisme

Cette phase est amorcée par 'annonce d’'umaamu cycle (round) en exécutant au niveau de
chaque capteur les étapes suivantes :

- Un nceud s’auto-élise pour réle de CH en évaluastfonction poids Pi. La fonction de calcul
de poids utilisée doit permettre de choisir les desayant la plus grande capacité énergétique,
possédant le grand nombre de voisins et aussiggigr les noeuds jouant le role de CH pour un
nombre de fois limité. Le degré d’implication deaghie parametre varie en fonction du numéro
de couche de chaque nceud. Pour déterminer ladora calcul de poids on combine :

1. Le niveau dénergie résiduelle du noeuccette métrique est inversement
proportionnelle a la distance vers la station deeb&on degré d’'implication pour les
couches hautes (proches de la station de basejussgrand par rapport aux autres
paramétres. Un nceud disposant de plus d’énergjgurdle aura une forte probabilité
d’étre choisi CH.
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2. Le degré: présente le nombre de voisins pour un nceud dddméparametre permet
la sélection du nceud disposant d'un plus grand remé liens de communication
avec ses nceuds voisins. Egalement, il offre lailpiiss d’effectuer un contréle sur la
distribution des CHs dans le réseau: plus on gjéide la station de base plus est
important ce parameétre. Ceci permet d’assurer istakdition uniforme des clusters
dans le réseau afin d’équilibrer la charge des €hdssis.

3. Le nombre de fois qu'un nceud a été déja sélewioH: cette métriqgue permet de garantir
une rotation du réle de CH et donc offrir plus dbustesse pour le fonctionnement.

Le poids Pid'unnceud i est donnée par :

1 deg; 1 E d(i,SB
a — NUMcoyche(i) N ﬂ + NUM coyche(i) Eint dmax

1
—_ 1_ _—
(ll* 1+nbrCH)

Tel que:

1 1 .

+vyv+u=1 et ¥= 0, a, B,Y¥ arametres fixés par le

A—NUMcoyche(i) BA+numcoyche(i) ¥ H B HP P
systeme.
Ou:
NUMoyche(i) - NUMEro de couche du nceud i, N:nombre totale de nceuds dans le systeme.
deg; : le nombre de voisins du nceud i. nbr_cy: nombre de fois déja choisi comme noeud CH.

E,.s: correspond & I'énergie résiduelle estimée dassnteud i, E;,.: Energie initiale maximum de
référence qui correspond a une batterie entiereafemgyée qui est identique pour tous les nceud.
d(i, SB) : distance entre la station de base etdeai. gax : diametre du réseau.

-Si la valeur du poids Pest inferieure a un seuil Tci, ce nceud se dé&atepour le cycle
courant. Les valeurs du seuil Tci sont inversenpemportionnels au numéro de la couche c¢ du
nceud i afin de mieux s'adapter aux différentes lesi@t donc d’avoir un nombre de CHs qui
augmente en se rapprochant a la station de base.

Il est & noter, qu’au niveau des nceuds de la grencouche situés a la portée de la station de

base, la valeur d& est différente de zéro. Ceci permet d’introduiralilstance par rapport a la
station de base comme paramétre dans la fonoti@aldul de poids afin de favoriser les nceuds
les moins distant a cette derniere et donc conssommminimum d’énergie pour I'atteindre.

b).Algorithme

Soit i un noeud dont le numéro de couche é&yéle;

Soit Tci seuil de la couche ci ;

Soit isCH : variable booléenne utilisée pour dneir le statut du nceud ;
Soit Pi: poids du nceud i ;
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Fonction décider CH :{ pourunnceudi }
Si (Ci=1) Alors

. 1 d i 1 E, d(i,SB 1
Pic ( . egl)_}_( *ﬂ)+(y*(1_g))_ (H*l_ );
X—NUMcoyche(i) N B+numeoycneiy Eint Amax 1+nbrcy
Sinon

. 1 deg i 1 E 1
Pi €& ( * gl)+( *ﬂ)— (H* 1— )J
A—NUMcoyche(i) N B+numeoyche(iy Etot 1+nbrcy

Fin si

Si (Pi < Tci) Alors
iISCH&  vraie
sinon
iISCH&  faux // nceud ordinaire ;
Fin si
Fin

2. Formation de clusters

Une fois qu'un nceud s’auto-élu CH, il doitdamher les autres nceuds de son nouveau réle
dans le cycle courant. Pour cela, un message d@enmontenant I'identifiant et le poids du CH
est diffusé a tous les nceuds de son voisinageleanit le protocole CSMA de la couche MAC.
La diffusion permet de s’assurer que tous les novodsns ordinaires ont recu le message
d'annonce. Par ailleurs, elle garantie aussi gsi@lgre nceuds CHs adjacents recoivent a leur
tour ce message.

Lors de la réception des messages d’annoncespdesigiordinaires construisent des listes pour
maintenir ces CHs. La décision d’appartenance digeud a un CH est prise suite a une
comparaison de leurs poids. Le CH doté du plusdymoids prévaut. Le nceud ordinaire lui
envoie par la suite, un message de rattachement’pdarmer de sa décision d’appartenance a
son cluster.

Cette décision controlée permet d’équilibrer largeades CHs en produisant des clusters ayant
des tailles différentes. La taille d’'un cluster d@ioe en fonction du numéro de la couche de son
CH: les CHs plus loin, ont des clusters de plusd@ventail que ceux plus proches de la station
de base. L'objectif est d’assurer un nombre dedsasiembres plus petit et une taille plus petite
a geérer pour les CHs de couches hautes prochassti#tibn de base.

D’autre part, au niveau de chaque CH une listeedeC#1s adjacents est maintenue. Les éléments
de cette liste sont utilisés dans la sélection Hur€ais : prochain saut utilisé dans la phase de
communication de données inter-clusters.

a). Mécanisme

Apres l'auto-élection des CHs dans la phasedatente, chaque CH diffuse un message dans
son voisinage annoncgant sa décision pour réle del&td le cycle courant. Ce message contient
son identifiant ainsi qu’un poids (PCH ) définit dle sorte a prendre en considération I'énergie
résiduelle au niveau de ce CH ainsi que son degigon numéro de couche. Ce poids est donné
par la formule :

E
PCH = deresi * NUMcouche(i)
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Lors de la réception d’un message d’annonce paroand ordinaire, ce nceud ajoute le CH a sa
liste de choix CHSs, puis procéde a une comparaieoleur poids tout en choisissant le max ( le
CH possédant une plus grande puissance énergétigyant le minium de capteurs a gérer). En
cas d’égalité le CH le plus distant a la statiorbdse est privilégié afin de ne pas surcharger les
autres CHs qui sont proches de cette derniére.

Il est important de noter que les nceuds a la paldda station de base (constituant la premiére
couche de 'hiérarchie du réseau) prennent lewsid@s de rattachement a un CH en fonction
de leur distance par rapport a ce CH et a la statobase. Ceci se justifie par le fait que le colt
de communication d’'un nceud avec un CH moins disanplus petit que le colt de celui a un

CH plus éloigné. De ce fait, les décisions de cagment sont prisent selon le poids PCH qui
devient :

dmax dmax

PCH — (a d (CH,i))_I_ ((1 > ) d(i,SB))

Oou

o . parametre fixé par le systéeme prenne ses vatkuns [0, 1].
d (CH, i) : la distance qui sépare un nceud i d'oeud CH.

d (i, SB) : la distance entre la station de bade steud i .

Odmax: diameétre du réseaux.

En cas d’égalité, les nceuds choisissent le CH dassée plus grand poids: ayant la plus grande
quantité énergétique et le moins chargé commeditgllé précédemment.

Une fois les nceuds CHs sont choisis, chaque nceutbraeenvoie un message informant son
CH sélectionné de sa décision de rattachement algsier.

Les messages d’annonces diffusés par les CHs splaités aussi dans la construction des listes
de CHs adjacents au niveau des nceuds CHSs, daas leude message diffusé par un CH est
recu par un autre nceud CH voisin. Ceci est dabstlde choisir le meilleur nceud relais comme
prochain saut requérant le minimum d’énergie paucdmmunication et ayant la plus petite

charge afin d'équilibrer la consommation d'éneigis de la communication multi-sauts de

données entre les CHs des différentes couchestttian de base.

Le CH de couche i (couche supérieure) le moistadt ainsi que celui possédant le plus grand
poids (PCH ) est élu comme prochain noceud relaidep@H de couche i+1. Son identité et sa
position sont ajoutées dans la table de routagemmétant le prochain saut.

Si la liste de choix de CHs adjacents de couchérgipe est vide, un des voisins non membre
appartenant a la couche i est sélectionné d’'uneémeaaléatoire comme prochain nceud relais
par le CH de couche i+1.

Autrement, si aucune de ces deux possibilités wassfaite, dans ce cas le CH choisi comme
prochain saut le CH adjacent le moins distant pts#éle plus grand poids et ayant le méme
numeéro de couche que lui.
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Apres avoir effectué le choix, chaque CH informadeud relais sélectionné de son nouveau réle
dans le cycle courant. De plus, a travers ce mseenide routage multi-sauts introduit par les

CHs moins d’énergie est consommeée pour atteindseation de base ce qui offre de meilleures

performances pour le réseau.

b).Algorithme

Soit les nceuds i, jdont Ci, Cj leurs numétesouche respectifs ;
Soit PCH : poids du nceud i ;
Soit les fonctions :
Trouver_ meilleur_CH (Jretourne I'identifiant du noeud CH ayant une valdermétrigue maximale } ;
Envoyer Joig_msg {utilisée pour envoyer un paquet de jointure au €tdisi par Trouver_meilleur_CH; }
Trouver_interCH (); {retourne l'identifiant du nceud relais ayant undéeva de métrique maximale } ;
Envoyer informe_interCH ({utilisée pour envoyer un paquet au nceud choisincemelais par Trouver_interCH};
Soit les listes :
meilleur_CH { détient les CHs entendus };
sup_inter_ CH { stocke les CHs de couches supérieures } ;
same__ inter_ CH {;pour maintenir les CHs ayant le méme numéro delce };
Soit isCH : variable utilisée pour indiquer le stadutnceud { faux pour nceud ordinaire, vrai pour nceud CH }

Fonction Envoyer_ ADV_CH {envoie un paquet ADV_CH par un nceud i déclarantrsmuveau statut de CH }

{ calculer le poids PCH }

E res

PCH € Teq. * NMUMoyche(i)

egi

{créer le paquet ADV_Cldontenant son identifiant i, son poids et son mandé couche puis I'envoyer a ses nce
voisins}

Diffuser ADV_CH () ;
Fin

Fonction Recevoir_ ADV_CH :{lors de la réception d’un message ADV_CH par le chpelepuis le noeud i}
Si (isCH =faux )Alors
Insérer les informations du nceud j daniste meilleur_CH ;
Trouver_meilleur_CH () ;
Envoyer Joig_msg f) paquet envoyé au CH choisi }
Sinon
Si (Ci < Cj)Alors
Insérer les informations delans la liste sup_inter_ CH ;
Sinon
Si ( Ci=Cj )Alors
Insérer les informations idéans la liste same__ inter CH ;
Fin si
Fin si

Trouver_interCH () ;
Envoyer informe_interCH (  paquet envoyé au nceud relais choisi }

Fin si

Fin
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3. Communication de données

Cette phase assure la collecte des donn@éSesaet leur transmission a la station de base.
Elle est plus longue que les deux sous phasesdméiss.
En utilisant I'ordonnanceur TDMA (Time Division Miple Access), les membres émettent
leurs données captées pendant des slots de tergusésafpar leur CH. Cela leur permet
d’éteindre leurs interfaces de communication enodelile leurs slots afin d’économiser leur
énergie. Ces données sont ensuite agrégées pat [®IS envoyées au prochain noceud relais.
Les données transitent de noeud relais en noeud jadgju'a ce qu’elles arrivent a la station de
base.
Pour que plusieurs nceuds lors de la transmisstoa-cluster et inter-clusters peuvent envoyer
simultanément leurs données, le protocole d’acadspie par répartition en code CDMA (Code
Division Multiple Access) est utilisé. Ce protocabe divise ni la plage de fréquences ni
l'intervalle de temps. Ainsi, des nceuds peuventtéméeur données continuellement et selon
une large plage de fréquence via des techniquéslehéent de spectre (DSSS) afin d’éviter les
collisions entre les différentes transmissions #immg¢es des noeuds.

a) . Mécanisme

Les détails de fonctionnement de cette phase dencmication de données sont présentés ci-
dessous.

Etablissement de I'ordonnancement et communicatiode donnéesntra-cluster

Une fois les clusters sont formés, chaquea@iicomme étant un centre de commande local
pour coordonner les transmissions des donnéesimueeson cluster. Il crée un ordonnanceur
(schedul® TDMA et assigne a chague noceud membre un sloenpg durant lequel il peut
émettre ses données. L'ensemble des slots assigraseuds d’'un cluster est appelé frame. La
durée de chaque frame differe selon le nombre dmbres du cluster. Par ailleurs, afin de
minimiser les interférences entre les transmissies clusters adjacents, chaque CH choisit
aléatoirement un code dans une liste de codesapagation CDMA. Il le communique par la
suite a ses nceuds membres afin de l'utiliser damstiansmission.

Les données recues a partir d'un noeud CH de coddhear un nceud membre de couche i
considéré comme son nceud relais sont agrégéesesqropres données puis envoyées a son
CH durant son intervalle de temps affecté.

Communication de données inter-clusters

Afin d'accroitre les performances de LMEER, multi-saut est adopté comme un
mécanisme de routage pour transmettre les donreElextées a la station de base. Cette
transmission est faite de relais en relais jusggr'que le paquet de données arrive a la station de
base. De cette facon, moins d’énergie est consenpoér acheminer les différents paquets de
données dans le réseau. De plus, la quantité desages de communication générée dans le
réseau est moins élevée, car les noeuds relaisdmas d’'une fonction d’agrégation réalisée sur
les données issues des autres noeuds relais ememintés données avec leurs propres données.
La fonction d’agrégation de données utilisée n'epya aucune opération de transformation sur
la valeur des données ce qui permet de préséewes valeurs tout en utilisant un seul message
qui détient toutes les-données concaténées.
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Avant de transmettre ses données au nceud relay€CH vérifie sa liste de nceuds membres.

Si cette derniére est vide il envoie ses donnéeslgaoceud désigné comme prochain saut lors de
la phase de formation de clusters. Dans le casaiontle CH collecte les données de ses noeuds
membres, les agrege puis les communique a son nmetais. Les données recues par le nceud
relais, seront également combinées puis envoyéeaudtes noeuds relais de niveau supérieur et
ainsi de suite jusqu’au niveau le plus supérieulad@érarchie des clusters. Une fois arrivée, les

CHs de haut niveau transmettront les données refjrgesement a la station de base.

b).Algorithme

Soit relais : variable indiquant le statut duudoeourant { vrai si le nosud est un relais }
Soit mes_ membres : liste détenant les nceudsnbmee qui ont envoyé un message de jointure
Join_msg ;
Soit les fonctions :
Create schedule (] ;fonction qui permet la création des frames peg ICHs } ;
Envoyer_ slot. TDMA (){ fonction qui envoie le paquet contenant le sketteimps au nceucthembre
propriétaire}
Envoyer_données (] ;fonction utilisée pour passer les données auchapyroprié ; CH ou relais };
Actif () ; { fonction indiquant I'état du nceud : le nceudesstnode actif } ;
Sommeil () ;{ fonction permettant au nceud de basculer en rsodeneil } ;

Fonction Créer_schedulef créer un plan de communication TDMA puis assigaechaque nceyd
membre son slot de temps }
Lors de la réception d’un message Join par un noedepuis un nceud j:
Si (mes_membres® Alors
Envoyer_données () ;
Sinon
Create schedule () ;
Envoyer_ slot TDMA ( X;envoyer le slot de temps au nceud j}
Fin si
Fin
Fonction Recv_ slot  TDMA{ traitement du message contenant le slot , requl@aiceud j depuis le
nceud i}

{le nceudj récupere son slot de temps asgignéon CH (le nceud i) }
Envoyer_données ()
Si (relais) Alors
Actif () ;
Sinon
Sommeil () ;
Fin si
Fin

4.3.3 La maintenance des clusters

Dans le but de s’adapter aux changementk depologie du réseau, des messages de
reconfiguration pour le réseau sont lancés pérightent par la station de base afin de
reconnaitre les nouveaux noeuds ajoutés ou cepards (les nceuds qui ont consommeés leur
énergie). Cela va permettre aux difféerents nceudsneltre a jour les informations de leurs
voisins stockées dans leurs tables de voisinage.
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D’autre part, les CHs recoivent plus de paquetsatisomment plus d’énergie pour les

transmettre aux destinataires, ils sont donc ceuwx KEénergie sera épuisée rapidement s’ils sont
élus pour une longue période. De méme, si un nauwe lg réle de CH le plus longtemps

possible, méme s’il ne possede pas par exempleitks pnaximum dans son propre cluster, il

perd son rble une fois sa batterie est épuiséer &ala, le fonctionnement de LMEER est

dynamiguement segmenté en cycles en relancantoleessus de clustering périodiqguement.
Ainsi, une répartition efficace de la consommatmergétique et une utilisation équitable de la
bande passante sont assurées grace a une réépgimtique du CH. Ce mécanisme permet de
prolonger la durée de vie du nceud et celle du véseantier.

4.4 Simulations et résultats

Dans cette partie, nous présentons lessoutilisés pour I'’évaluation des performances du
protocole LMEER puis nous discutons par la suite fésultats obtenus. Ces résultats sont
comparés avec ceux obtenus par le protocole LEAGHdernier est choisi comme protocole de
comparaison. La raison de ce choix s’explique pafalt que LEACH est considéré comme
protocole de référence dans le domaine du routegarbhique et un standard de comparaison
pour les protocoles de clustering publiés dangdtirature. Son efficacité a remplir les objectifs
espérés d'un protocole de clustering a motivé stlisation dans la comparaison des
performances de la majorité des protocoles deesingtproposés dans la littérature.

Mais avant d’aborder I'environnement de simulatahisi et traiter ses résultats, nous allons
passer en revue les différents outils disponibkassda littérature pour simuler les réseaux de
capteurs sans fil.

4.4.1 Environnements de simulation

La simulation est la méthode d'évaluationpeeformances la plus prédominante dans le
domaine des réseaux de capteurs. Elle est largentdistee pour évaluer les nouvelles
architectures et protocoles de communication, der permet de tester a moindre co(t
ces nouveaux protocoles et d’anticiper les probemgui pourront surgir durant leur
implémentation réelle. Pour le faire, elle consgtun modéle du systéme réel en représentant
toutes ses entités, leur comportement et leurdoti®n pour mener en suite des expériences sur
ce modele avec une simple modification des parawnéte simulation dont les résultats seront
facilement analysables et interprétables.

Pour simuler les réseaux de capteurs, dguestge simulateurs sont usités: les simulateurs
dédiés et les simulateurs de réseaux généraux. diesilateurs dédiés sont congus
particulierement pour les réseaux de capteurs.u@r Bps plus généraux ont été congus pour
modéliser et simuler les réseaux classiques :@esaux filaires et les réseaux ad hoc. Pour ces
réseaux la consommation d’énergie n’était pas enkeopréoccupation majeure alors qu’elle est
la contrainte la plus cruciale dans les réseawagéeurs. Pour cela, les simulateurs sont adaptés
pour pouvoir prendre en charge les particularigssrdseaux de capteurs.

Les simulateurs les plus utilisés sont NS-2, T®GESOMNET + +, GlomoSim et J-Sim.
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NS-2: Network Simulator2 [11, 84] est le slataur & événements discrétie plus répandu
dans le domaine des réseaux. Il était initialencentu pour les réseaux filaires, le support des
réseaux sans fil a été ajouté ultérieurement. Ciesiutil open source avec une bibliothéque de
protocoles tres riche ou chacun peut ajouter s#ribation.NS-2, repose sur deux langages :
OTCL(Object Tool Command Language) qui représerdgtdnsion objet au langage de
commande Tcl, utilisé pour écrire des scripts d@at la topologie du réseau et les
communications entre les noceuds, et pour I'impléatem des différents protocoles et modules
le C++ est adopté comme langage de programmation.

La simulation doit d’abord étre saisie sous fornee sgript (.tcl) que NS-2 l'utilisera pour
produire un fichier contenant les résultats. Deypes de sorties sont possibles sous ns-2 :
fichier trace avec l'extensions (.tr) et un autrea(n). Le premier fichier s'utilise dans
I'évaluation des performances des protocoles sisnaftn d’analyser les résultats recueillis, et
cela par des scripts écrits en AWK ou en PERL pmodraire les données du fichier trace(.tr) et
un autre outil pour mettre en forme ces données fmume de graphes, gnuplot et excel par
exemple. Alors que le deuxiéme fichier est explg#¥ I'outii NAM "Network Animator"
interface graphique trés simple, permettant laalisation du comportement des protocoles et la
perception de I'état du réseau.

Les composants et les modules qui constituenésgau ne sont pas toujours bien séparés dans
nS2, ce qui rend I'ajout de nouveaux modeles diffigile a cause des dépendances entre ces
modules. De plus, la représentation des résul@ts dn seul fichier retracant 'ensemble des
envois, réceptions et suppressions de paquetd’asradlyse des résultats peu aisée et nécessite la
maitrise de beaucoup d’outils.

TOSSIM: TinyOS SIMulator [85] est un simat dédié a TinyOS, systéme d’exploitation
destiné aux réseaux de capteurs (voir 81.1.2.2¢ kas la programmation par événements.
TOSSIM essaye de tirer parti du mode d’exécutiomigOS afin de proposer un simulateur
efficace, fiable et fidéle. Le mode d’exécution TiayOS est dirigé par les événements, il se
calque bien sur un simulateur a événement dis€¢@ESIM contient un modele abstrait de
chaque composant du matériel d’'un nceud. Pour inméation TOSSIM, on utilise le méme
code que celui destiné au noeud cible mais cetsecfolf OSSIM émule le comportement du
matériel, en utilisant les modéles des compos&itsuler exactement le code qui tournera sur
les nceuds permet aux utilisateurs de débogueer testanalyser I'implémentation finale des
algorithmes, en fournissant ainsi des résultats péalistes. Avec un module graphique de
visualisation détaillée (TinyViz), les résultats up@ient ensuite étre facilement
compréhensibles.

Malgré que cette notion d’abstraction du matérilteut a fait intéressante, TOSSIM dans sa
premiere version ne permet pas d’estimer I'énecgiesommeée. Pour pallier a cette lacune, une
extension de TOSSIM : PowerTossim contenant unemeode consommation d’énergie est
proposée. Selon ce modéele, pour pouvoir estimeotaommation d’énergie il faut connaitre les
consommations des différents composants d’'un nagwdrg leurs états. En d’autre terme, on
doit connaitre I'état de chaque composant d’'un npaidiant la simulation. Chose compliquée a
réaliser et qui ne permet pas de varier la prétid®ce modele de consommation. Toutefois, ces
deux simulateurs ne conviennent que pour des apjolis écrites en TinyOS.

1% désigne la modélisation d’'un systéme réel tel qgviblue dans le temps, par une représentationldgquslle les
grandeurs caractérisant le systéeme (variableshaagent qu’en un nombre fini ou dénombrable detpagolés
dans le temps. Ces points sont les instants oassept les événements.
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OMNET + +: Objective Modular Network Testthin C++ [86], a été concu en vue de
fournir aux chercheurs un meilleur environnementsgeulation a événements discrets. Son
domaine d'application principal est la simulatias déseaux de communication, mais en raison
de son architecture générique et souple, il eks@itavec succeés dans d'autres domaines comme
la simulation de systémes complexes, réseauxdatediattente, la modélisation des systemes
multiprocesseurs et pas mal d’autres systemeshiigs.

OMNET + + permet la conception des modeles de sitiml modulaire, qui peuvent étre
combinés et réutilisés avec souplesse. De plygrbahe orientée objet de ce simulateur permet
I'extension flexible des classes de base fourn@gs de noyau du simulateur via la technique
d’héritage. Une bibliotheque de simulation compléjai inclut un support pour les
entrées/sorties, statistiques, collecte de donni@egrésentation graphiqgue des données de
simulation, des générateurs de nombres aléatdirgisuetures de données est proposee dans ce
simulateur.

Le noyau de simulation OMNET + + utilise le langa@ + + qui facilite son intégration avec
d’autres applications et environnements de dévelogmt. Et pour construire les modeles de
simulation : les modules composés constitués deulasdsimples développés en C++, on fait
recours au langage de haut niveau Ned sansdatitin de scripts, ce qui rend sa configuration
pour les différentes simulations trés facile.

Le fait qu” OMNET + + est non prévu particulieremgour les réseaux de capteurs sans fil,
oblige ses utilisateurs de I'enrichir avec des neslénplémentant le comportement spécifique
de ce type de réseaux ainsi que ses composants.

GloMoSim :Global Mobile Simulator[87] esh tenvironnement de simulation pour les
réseaux mobiles sans fil qui a était développé aAJWniversity of California, Los Angeles).
Ce simulateur a était concu en exploitant la ca@ade la simulation parallele fournie par
PARSEC ( PARallel Simulation Environment for Compkystems) une extension du langage
C. Il fournit la possibilité d’exécuter un modéle simulation avec plusieurs protocoles dans
différentes architectures paralléles.

La plupart des réseaux actuels sont construitsastine approche multicouches, similaire aux
sept couches du modele OSI. De ce fait, GloMoSimprésente ainsi sous la forme de plusieurs
fichiers sources organisés en couches, et foumtisplusieurs fonctions permettant les
communications entre ces différentes couches towtéfinissant des APIs communes entre les
couches voisines. Chaque API spécifie les senatéss parametres échangés entre les couches
voisines. Cette facon de faire permet aux utilis@eune intégration rapide des modules
développés dans des couches différentes par degagde travail différents.

De plus, plusieurs choix de conception sont offpdar les modéles de propagation du signal
radio, protocoles MAC, les implémentations d'URHEP et les protocoles de routage sans fil.
Certes, GloMoSim est un bon simulateur de réseanhiles IP. Toutefois, plusieurs problemes
sont rencontrés sur les formats de paquets, letleodi’énergie et les protocoles MAC
représentatifs de ceux utilisés dans les réseauzagteurs. En outre, GloMoSim ne fournit
aucun support pour les capteurs, les phénoménaggpleg ou les conditions environnementales,
et la précision de ses résultats d’évaluation dpaance des protocoles de réseaux de capteurs
sont discutables.

J-Sim: Java-Simultaor [83,88] est un sirtedaopen source calqué sur ns-2 et fonctionnant

avec la plateforme JAVA, développé par Ohio Statesérsity etUIUC: I'Université de I'lllinois
a Urbana-Champaign.
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Ce simulateur utilise quasi-indifféremment deuxglages: Java et Jacl. Le langage Java sert a
implémenter les différentes classes des packagen.JAlors que le Jacl (Tcl pour Java) est
utilisé pour la mise en place des scénarios delation.

J-Sim est basé sur la notion de composants autanoi@@A: autonomous component
architecture; chaque entité est appelée compodantcomposant est une entité indépendante
représentant un objet physique (une batterienadule radio, etc.), ou logique (un protocole
de routage, un modele de mobilité, etc.). Chaqueposant possede plusieurs ports qui sont
utilisés pour communiquer avec d'autres composgaantd'envoi/ réception de données sur ces
ports.

Cette répartition en composants, rend J-Sim unte-{fitame véritablement extensible et un
environnement reutilisable. Il offre également wmealyse des résultats plus aisés que le
simulateur NS-2 par exemple. Plus important endabprmet de simuler des réseaux de l'ordre
de 1000 nceuds via I'architecture suffisamment Biemcturée de ses composants. En outre, J-
Sim gere correctement I'aspect consommation d'&ngrgce au module batterie et les modeles
de consommation d'énergie offerts, sans oublier nledéle de mobilité, canaux de
communication sans fil et les supports physiquspdtiibles aussi dans ce simulateur.

Toutefois J-Sim souffre peut étre de sa jeuneasé est moins connu dans la communauté de
recherche que ns2 ou OMNET + + (le support desatésde capteur n’est fixé qu’en 2006). De
plus, ce simulateur est trés peu documenté ceeqdison utilisation un peu complexe.

4.4.2 Choix de I'environnement de simulation

Pour évaluer les performances du protocM&ER, le simulateur J-sim a été utilisé comme
outil d’expérimentation et validation. Généraleméntchoix d’'un simulateur dépend de ses
performances d’exécution et ses réponses aux lsedeilutilisateur. Pour cela, notre choix de
J-sim se justifie par le fait que ce simulateurdibt ouvert est trés puissant dans la gestioa de |
consommation d’énergie le point le plus crucialslbes réseaux de capteurs sans fil. Et comme
déja motionné précédemment, J-sim offre des modidebatteries permettant de prendre en
charge différents modeles de consommation d’éndwgie en bas le détail de 'un des modele
de consommation d’énergie offert par J-sim). Airn architecture basée composant, lui
permet d’étre modulaire, hiérarchique, facilemeekible et extensible pour supporter des
nouveaux modeles, scénarios et protocoles. De gdusimulateur est développé entierement en
Java, langage orienté objet satisfaisant aux bgstenl'immense majorité des développeurs,
caractérisé par sa fiabilité, réutilisabilité, atebture neutre et indépendante, performances
élevées et multithread. Le langage Jacl est utila# intégrer les classes java dans les scripts
des scénarios de simulation. Il est possible adissiliser d’autres langages de script tels que
Perl, Tcl ou Python. En outre, J-sim est tresadatal il peut simuler jusqu'a 1000 nceuds avec
moins deux ordres de grandeur inférieure de mémalicaiée pour effectuer la simulation
comparé a NS-2. Cela fournit une trés grande pedoce pour effectuer des simulations a
grande échelle.

La suite de ce paragraphe apporte des détaile snodele de consommation d’énergie utilisé
dans I'environnement de simulation J-sim.
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Le modele de consommation d’énergie

Le modele de consommation d’énergie radilisétdans LMEER est celui développé par
Henizelmen et al pour le protocole LEACH [33]. Cedale de consommation d’énergie (voir
Figure 4.3) est résumé comme suit :

L’énergie consommeée pour émettre un message dis lavec une distance d est donnée par la
formule suivante Emx(k,d)= Erx (1) + Erx_amp k, d)

Pour recevoir un message de k bits le réceptmsamme Ery( K )= Erx_elec(k) = K . Esjec

Ou:

Ecec €nergie de transmission/réception électronique:; taille d’'un messagesamp : facteur
d’amplification; d : distance entre I'émetteur et le récepteurErx amp: €nergie d’amplification.

o
Paguet de kbt Eu(k, d) ! Eex (k) Paket de kbit

.| Transmetteur Amplificateur

Récepteur

¥

Eeee * k Eamp®* k * d?

F3 modele de consommation d’énergie.

La consommation d’énergie dépend de la distancee didmetteur et le récepteur et des
caracteristiques radios #gecetEryx ampChoisis lors de la phase de conception matérielle.

4.4.3 Les parametres de simulation

Pour que I'évaluation des performances duopme LMEER par simulation soit efficace, il
fallait qu’on prenne en considération les spédédides réseaux de capteurs pour qu’elle soit
réalisable dans des conditions qui se rapproctetd dtalité. Pour cela, certains parameétres ont
été pris en compte lors de la simulation. Ces pana® sont sélectionnés en se basant sur des
travaux antérieurs pour des applications similagiesi que sur la capacité du simulateur. Le
tableau ci-dessous résume quelques parametresitilis

Parametre Valeur

Nombre de Noeuds De 50 & 400 nceuds
Durée de simulation (s) 500

Surface de Simulation (mXm) 100x100

Placement des noeuds Aléatoire

Nombre de Stations de Base 1

Nombre de Nceuds Cibles 3

Portée de transmission (m) 30

Paquets de données généreés par les sources (fsickéta paquet de donnée tout les 0.2 sec.
Energie initiale (Joules) 2]

Puissance de transmission radio (watt) 0.028

Puissance de réception radio (watt) 0.036

Tab. 4.1 — Parameétres de simulation
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Les capteurs utilisés dans la simulationt mmsidérés comme homogenes : possédant la
méme quantité d’énergie initiale, capacités deutadt mémoire, portée de transmission et
équipés par les mémes interfaces de communicd&ieg B02.11. De plus, I'énergie de la station
de base est considérée comme illimitée. Ces captaunt déployés a l'intérieur d’'un carré de
taille 100 par 100 créant ainsi des topologiesamamt 50 a 400 capteurs. La position des noeuds
dans les topologies générées est réalisée d'ungraaiéatoire.

4.4.4 Les métriques d’évaluation de performances

Pour quantifier les performances des deux protscoMEER et LEACH, quatre métriques
sont sélectionnéetaux moyen de livraison de paquet®oyenne d’énergie consommeée, le délai
moyen de bout en bout et la durée de vie du réssssimeétriques sont affectées par des facteurs
comme le nombre de nceuds utilisés dans les scérdgisimulation, le temps de simulation, la
présence de défaillance...etc.

Les valeurs moyennes des taux de livraison de psgereergie consommeée et le délai de bout en
bout sont obtenues par I'exécution de 30 simulatiodépendantes pour chaque scénario.

Moyenne d’énergie consommeée ( MEC)

L'un des principaux criteres de performanpesr un capteur est la durée d'utilisation
efficace de son énergie embarquée avant de I'éplsece qu'une fois qu’elle sera épuisée, il
n'y a pas d'autre moyen de recharger a nouveawatsai®, si il été déployé a des endroits
inaccessibles et n'utilisant pas de cellules sedair
Ainsi, 'Energie Consommée (MEC) mesure en moyedanguantité d’énergie consommeée par
un capteur. Elle est obtenue par la somme de jaldesus les nceuds au hombre de nceuds du
réseau. Mathématiquement, on peut I'exprimer ainsi

EC = i=1 Ei
n
Ou:
Ei: I'énergie consommeée pour un capteur i. Elles@née la différence entre I'énergie initiale et
son énergie résiduelle. Et: est le nombre de capteurs dans le réseau.

Et pour obtenir la moyenne d’énergie consommée MPBGur chaque scénario 30 simulations
seront executees :
30
i=1 EC;
30

MEC =

Taux Moyen de Livraison de Paquets de données ( TI\W)

Le taux de livraison de paquets (TLP) estalgport entre le nombre de parquets délivrés
avec succes a la station de base a celui émigpaokeuds sources. Cette métrique nous permet
d’avoir une idée sur les performances du protoealéermes de routage et son degré de succes
pour fournir les paquets de données captées atiarstde base. Mathématiquement TLP est
donné par :

TLP Le nombre de paquets recus par la station de base
~ Le nombre de paquets émis par les noeuds sources
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Et pour calculer le taux moyen de livraison de aqdLMP, on divise la somme des taux de
livraisons totales sur le nombre d’exécutions d'scénario. Comme déja motionné 30
simulations seront relaissées pour chaque test stanario. Et donc TMLP peut étre exprimé
par :

20 TLP

TMLP =
30

Le délai moyen de bout en bout ( DBBM)

Le délai de bout en bout (DBB) est exprinag¢ la moyenne des différences entre le temps
de réception d’un paquet de donnée au niveau dul ndestinataire et le temps de son émission
par le nceud source, pour tous les paquets de dobirederecus dans le réseau.

DBB — Y Temps de reception du paquet;_ — Temps d'émission du paquet;

Nombre total de paquets récus

DBB est un critere déterminant dans les réseawagteurs car il permet a l'usager d’intervenir
rapidement a l'occurrence d'un événement. Ce déleut tous les retards causés lors de
I'établissement des routes, mise en mémoire tamapwmi que les retards de retransmission au
niveau de la couche MAC lors d’une collision.

Alors, le délai moyen de bout en bout est donnélgpaomme de I'DBB de tous les paquets
transitant dans le réseau sur le nombre total digi@ns du scénario de simulation :

DBBM = M
30

Durée de vie du réseau

Pour mesurer la duree de vie du réseau, amuss choisi de suivre I'évolution du nombre de
noeuds en vie au cours du temps. En effet, cettequé nous donne un apercu sur la fagon et la
fréequence de la mort des noeuds. Elle peut étisagtipour déterminer la durée de vie du réseau
selon le temps qui s’écoule avant que le derniaxchem vie dans le réseau épuise son niveau
d’énergie.

Pour I'évaluation des performances des deux prégscoEACH et LMERR nous avons suivi
I’évolution de 100 noeuds.

Il est a noter que I'énergie initiale utilisée ddes scénarios de simulation de la durée de vie du
réseau est de 0,5 Joules pour chaque nceud caftecir.est pour optimiser le temps de
simulation et le processus de convergence car 2vetles comme énergie initiale le temps de
simulation s’étend a 'ordre de jours.

4.4.5 Discussion des résultats
Dans ce qui suit, nous allons présenter alyaer les résultats de simulation obtenus suivant
les métriques de performances discutées précédetmmen

Les simulations sont effectuées sur des capteylsys de maniére aléatoire et pour différents
pourcentages de défaillance dans le réseau avesgiewtion aléatoire des nceuds défaillants.
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Dans tous les scénarios de simulations généré®otecple LEACH est comparé avec les deux
configurations proposées pour LMEER afin de diff@ier leurs performances. On note
LMEER-D pour le fonctionnement de LMEER avec unafiguration selon la distance a la
station de base et LMEER-S pour spécifier la caméijon du réseau avec le protocole LMEER
en fonction du nombre de sauts par rapport a teostde base.

1. Effet de la densité du réseau sur les performance®s protocoles LMEER et LEACH

Afin d'examiner l'influence de la densité lembre moyen de voisins par nceud) sur les
performances des protocoles LMEER (LMEER-D, LMEEReSLEACH, nous avons mené des
simulations en variant le nombre de nceuds dépldgas le réseau (de 50 a 400 nceuds par un
pas de 50 noeuds) augmentant ainsi la densitésdaué

Moyenne d’énergie consommée ( MEC)

Sur la figure 4.4, on peut voire que le pcote LMEER ( LMEER-S et LMEER-D)
surperforme le protocole LEACH, en marquant jusqu@ins de 10% de moyenne d’énergie
consommeée (pour 400 nceuds par exemple) par ragp@rotocole LEACH. Ce gain en énergie
est grace a I'équilibrage dans la distribution @leharge qu’a présenté LMEER-S et LMEER-D
entre les CHs des différentes couches, ainsi quditférentes techniques utilisées dans la
formation des clusters et le choix des nceuds CHs. t€chniques prennent en compte les
paramétres influant sur la bonne gestion de laotese énergétique a savoir le degré d’'un nceud
et son énergie résiduelle. Alors que le protocd®ACH n’exerce aucun contrble sur le choix
des nceuds CHs et la sélection est réalisée d’anéne completement aléatoire.

En outre, les techniques de transmission utilisgee les noeuds pour router les données a la
station de base dans les deux protocoles LMEER-EMEER-D contrdlent efficacement
I'énergie de transmission, en adoptant un routagki-sauts avec des mécanismes pour choisir
les meilleurs noeuds relais pour réaliser ce raut@y, le routage de données dans le protocole
LEACH est effectué via un seul saut ce qui consentiaucoup d’énergie pour atteindre la
station de base.

2

1.7F -
— % |EACH

16l —&— LMEER-D |

' —&— LMEER-S

Moyvenne d'énergie consommeée (Joules)

15 1 1 1 1 1 1
a0 100 150 200 2560 300 350 400
Mombre de noeuds

Fig. 4.4 Moyenne d’énergie consommée : LMEER-D MHEER-S vs LEACH
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Egalement, on peut remarquer que I'accroiese du nombre de nceuds déployés dans le
réseau induit une augmentation dans la consommd®&nmergie dans les trois protocoles. Ceci
est attendu car le fonctionnement de ces troiopodds est strictement basé sur des interactions
locales entre les noeuds voisins et ne nécessi@uemn cas des informations globales sur
I'ensemble des nceuds du réseau. Par conséquagmeéatation du nombre de capteurs dans le
réseau augmente le nombre de voisins pour chaopugl, ce qui provoque plus de messages
échangés entre ces noeuds et consomme ainsi pherdgie dans la communication.

Taux Moyen de Livraison de Paquets de données ( TIW)

Comme lillustre la figure 4.5, le taux wyem de livraison de paquets pour les trois
protocoles LEACH, LMEER-D et LMEER-S varie entre%2@t 21 % avec un l|éger avantage
marqué par le protocole LMEER-D par rapport auxtgroles LEACH et LMEER-S. On peut
remarquer aussi que le TMLP le plus bas et celesgnté par LMEER-S : ne dépassant pas
20.36% lorsque le nombre de noeuds est inferi@dCanoeuds. Mais au dela de ce nombre, le
TMLP de LMEER-S est légerement meilleur que celupdotocole LEACH et ses performances
en terme d’acheminement de paquets s’amélioreatéégent avec 'augmentation du nombre de
noeuds. Ces résultats sont tres raisonnables datigeant bien I'efficacité de la politique de
communication adoptée dans les deux protocoles LRiBEet LMEER-S, en acheminant les
paquets de données par plusieurs sauts. En efféensification du réseau augmente le nombre
de voisins par nceud ce qui offre une variété danshbix des nceuds relais utilisés dans la
transmission des paquets de données a la statioasgeet augmente ainsi le taux de succés pour
I'atteindre. Par ailleurs, nous pouvons bien catestque le protocole LEACH est influencé par
la densité du réseau et son taux de paquets Bwexs succes pour la station de base diminue en
augmentant le nombre de nceuds déployés dans Burd3eci est d( principalement au type de
communication utilisé entre les CHs et la statierbdse qui est établie via un seul saut, ce qui

engendre plus de collisions entre les paquets deéls générés dans le réseau avec comme
résultat un TMLP plus bas .

212 T T T T T

Ragport- gratuit.com @

Taux moyen de livraison de paguets (%)

50 100 150 200 250 300 350 400
Mombre de noeuds

Fig.4.5 Taux moyen de livraison de paquets LMEERSILMEER-S vs LEACH
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Le délai moyen de bout en bout (DBBM)

Comme le montre la figure 4.6, les deux qmoles LMEER-S et LMEER-D expriment en
moyenne le méme délai de transmission de bout eh pour acheminer les paquets de données
a la station de base avec un léger avantage pguotecole LMEER-S par rapport a LMEER-D,
quand le nombre de nceuds déployés dans le réspassdé300 nceuds. Cet avantage marqué par
le protocole LMEER-S revient au nombre élevé deuptsrecus par la station de base. Et
comme le DBBM n’est que le rapport entre leandg générés dans le réseau et le nombre de
paquets recus avec succes par la station de blase, cas résultats sont bien attendus et
confirment I'efficacité du mécanisme utilisé daasliraison des paquets et ainsi les résultats
obtenus dans la figure 4.5.
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Fig.4.6 Délai moyen de bout en bout de LMEER-LMEER-S vs LEACH

De plus, les deux protocoles LMEER-S et LMEBRurperforment légérement le DBBM
présenté par le protocole LEACH en offrant un DBBMs bas, et ce quelque soit le nombre de
nceuds déployés dans le réseau. Cela peut étreexppar le nombre élevé de retransmissions
nécessaires dans LEACH pour réussir I'envoie d'aquet de données, apres les éventuelles
collisions causés par les interférences entredesds qui sont non uniformément distribués dans
le réseau, car LEACH n’assure aucun contrbéle sudissribution des CHs et leur nceuds
membres (la répartition des CHs est réalisée dimamiére aléatoire). Par conséquent, ces
retransmissions induisent une augmentation danddkss d’attente pour accéder au canal de
communication et comme effet, accroitre le déldirdesmission de bout en bout.

Durée de vie du réseau

Pour pouvoir étudié la durée de vie du részafonction du nombre de nceuds déployés nous
avons suivi I'évolution de 50, 100 et 200 nceudssdanemps.
La figure 4.7 ( a, b et ¢ ) présente I'effet dediensité sur la durée de vie du réseau afin
d’examiner I'efficacité des protocoles LEACH et LEMR (LMEER-S, LMEER-D) a maximiser
la durée de vie des nceuds capteurs et, par comtéqgeke du réseau en entier.

Il est clair, sur ces trois figures (a, bcgt que la durée de vie du réseau offerte par le
protocole LMEER (LMEER-S, LMEER-D) superforme cetla protocole LEACH, et ce dans
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les trois configurations testées. L’explicationaskr méme que celle donnée pour commenter les
résultats du test de la moyenne d’énergie consomiB@eeffet, la prise en compte de la
contrainte énergétique en adoptant la métriqueed({ge résiduelle lors de la sélection des nceuds
CHs, la formation des clusters et lors du choix mesids relais utilisés dans la transmission des
données a la station de base, a apporté un éaqgiilitans la consommation d’énergie des noeuds
sélectionnés CHs et a augmenté la durée de viésgau en entier.

Ce que l'on peut également constater c'astagdurée de vie du réseau ( liée a I'épuisement
de I'énergie du dernier nceud capteur en vie) dimimoportionnellement avec la densification.
Ces résultats s’expliquent aisément par 'augmemates interférences entre les nceuds voisins
avec I'augmentation du nombre de nceuds déployésldagseau. Par conséquent, la contention
sur le canal de transmission sans fil devient ds ph plus forte dans les trois protocoles ce qui
cause plus de consommation d’énergie dans la coioation et I'’échange des messages, avec
comme résultat une dégradation dans la durée ddwréseau. Mais malgré cela, les résultats
montrent clairement que notre approche apporteaor@ioration importante a la durée de vie du
réseau par rapport a LEACH et ce dans les troslogies testées.

Mombre de noeuds en vie
Mombre de noeuds en vie

Temps (s) * 108

180 ¢

100 ¢

B0t

Mombre de noeuds en wie

Temps (5) ¥ 105

(c)

Fig.4.7 Taux moyen de livraison de paquets LMEERSLMEER-S vs LEACH :
(a) Pour 50 nceuds , (b) pour 100 nceuds (c) pour 20@iso

103



Chapitre 4 LMEER :Un protocole de clustering a basse consonamat'énergie pour les réseaux de capteurs sans fil

2. Etude de l'effet de la défaillance des capteurs sues protocoles LMEER et LEACH

Dans cette deuxieme série d’expérimentation, naus ntéressons a I'étude de l'influence
de la défaillance des nceuds sur les performancespagocoles LMEER-D, LMEER-S et
LEACH. Dans cette perspective, nous avons varitalx de défaillance des noeuds dans le
réseau entre 10%, 30% et jusqu’a 50%.

Moyenne d’énergie consommée (MEC)
La figure 4.7 a savoir (a), (b) et (c) reerée la moyenne d’énergie consommeée dans les

trois protocoles (LMEER-S, LMEER-D et LEACH) en fidion du nombre de nceuds déployés
dans le réseau et ce, avec la présence d’'un pdageevariant de nceuds défaillants.

g g 2
3 1 2
3 8 158
5 5
z 1 2 1
:
E 05t —3—— |EACH i % —w— LEACH
N —— LMEER-D o 0.5y —&— LMEERD
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= 0 : : : : - : = 0 - . . . . .
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2 r r r r r r

—%— LEACH
—— LMEER-D
—%— LMEER-3

mMoyenne d'energie consomee (Joules)

U 1 1 1 1 1 1
50 100 150 200 250 300 350 400

MNombre de noeuds

(©)
Fig.4.8 Moyenne d’énergie consommeée avec la prés#nn pourcentage de :
(&) 10% de nceuds défaillants (b) 30% de nabéfdsilants
(c) 50% de taux de nceuds défaillants.

L’augmentation du taux de défaillance damgéseau a causé une décroissance dans la
moyenne d’énergie consommée (MEC) dans les traopoles LMEER-S, LMEER-D et
LEACH. Par exemple, dans le cas de 50 nceuds la NHES une topologie de réseau exempt
de défaillance était 1.95J (voir la figure 4.5pralqu’elle devient respectivement 1.73J, 1.50J et
1.20J pour les taux de défaillance 10%, 30% et 5@e&ta s'explique aisément par le fait que
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l'augmentation du taux de défaillance a pour eféetliminuer le nombre de nceuds fonctionnels
dans le réseau et par conséquent ceux choisis careuds CHs, ce qui va accroitre la charge
des autres nceuds CHs fonctionnels et consommaelj@nsrgie pour la gestion des clusters. Le
protocole LEACH est le plus sensible a la variaties taux de défaillance car aucune technique
d’équilibrage de charge n’est appliquée pour sartén ni sur les tailles des clusters formés.
De méme la défaillance des nceuds situés dansuebe® proches de la station de base pour les
deux protocoles LMEER-S et LMEER-D a provoqué uharge supplémentaire pour le reste
des nceuds CHs fonctionnels dans ces couches awsmecoésultat, plus de consommation
d’énergie. Néanmoins, la MEC des deux protocolesEER-S et LMEER-D était presque
toujours inferieure que celle du protocole LEACH, qui confirme I'efficacité de la méthode
d’équilibrage de charge utilisée dans ces dewopobts en se rattachant au CHs dotés de plus
d’énergie et ayant moins de nceuds membres, ettappainsi une répartition en tailles inégales
pour les clusters avec plus de contrdle sur lagehde chaque nceud CH.

Taux Moyen de Livraison de Paquets (TMLP)

Sur les figures suivantes (voir figure 4a9,b et ¢ ), nous expérimentons I'impact de la
variations du taux de défaillance sur le taux mogendivraison de paquets (TLMP) par rapport

au nombre de nceuds déployés dans le réseau
221_5 T T T T T T

%

E 21 Z 2
20 ¢ 220 5,
% 20 % 20
g " — g —— LEACH
%19'5 —— :rJ':Hzi::- %1 951 | —&—wemmmo
= —— LEERE 5 —— LveERs
= 19 . . L L . : - 19 L L L L L .
50 100 180 200 250 300 350 400 50 100 150 200 250 300 350 400
Nombre de nocuds Nombre de noeuds

O

(b)

—
(g ]

b=

Rapport- gratuit.com @

—%—— LEACH
—+— LMEER-D
—&—— LMEER-5

19 1 1 1 1 1 1
50 100 150 200 250 300 350 400

Mombre de noeuds

(©)
Fig.4.9 Taux moyen de livraison de paquets aagrésence d'un pourcentage de :
(@) 10% de nceuds défaillants (b) 30% de nadéfddlants
(c) 50% de taux de nceuds défaillants.
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La présence d'un pourcentage variant de lthfae dans le réseau n'a pas dégradé les
performances du protocoles LMEER-D en termes de dauivraison de paquets (TMLP). Ceci
peut étre remarqué sur (a), (b) et (c) de la figuBeou le taux moyen de livraison de paquets
marqué par LMEER-D superforme celui du protocoléACH ainsi que celui du LMEER-S et
ce, malgré I'accroissement du pourcentage des nabdfddlants dans le réseau. De plus, les
TMLPs marqués par ces trois protocoles LEACH, LMHERt LMEER-S sont |égerement
différents de leurs TMLPs marqués dans une topelsans défaillance (voir figure 4.6). Ceci est
aisément justifiable vu la mise a jour dynamiqualisée sur les clusters et les nceuds choisis
CHs, en exécutant périodiguement les phases dthsctie CHs et formation de clusters ce qui
leur permet de s’adapter aux changements de ldogipp et donc offrir des chemins plus
adaptatifs pour atteindre la station de base etraster les paquets de données.

Le délai moyen de bout en bout ( DBBM)
Le délai moyen de bout en bout marqué patrtes protocoles LMEER-S, LMEER-D et

LEACH en présence d’'un pourcentage variant de liggiae et en fonction du nombre de nceuds
déployés dans le réseau est présenté sur la igldg a, b et ¢ ).
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Fig.4.10 Délai moyen de bout en bout avec la miges€e’un pourcentage de :
(a) 10% de noeuds défaillants  (b) 30% de nadéidsilants
(c) 50% de taux de nceuds défaillants.
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Malgré que le pourcentage des nceuds déf@ildans le réseau a augmenté de 10% a 50%,
on peut constater que cette augmentation n'a pasécdes changements considérables sur le
délai moyen des trois protocoles LMEER-D, LMEER#3S_.EACH, car ce délai varie toujours
entre 0.04s et 0.041s comme dans la configurataors sléfaillance (voir figure 4.7). Ces
résultats sont tres attendus et confirme ceux abtdans la figure 4.9, ou la défaillance n’a pas
influencé sur le taux moyen de livraison de paquEtscomme le délai de bout en bout est
inversement proportionnel au nombre de paquetssrpau la station de base alors l'avantage
marqué par le protocole LMEER-S est trés logique.eHet, dans le protocole LMEER-S le
nombre de paquets recus par la station de bassétement inférieur que celui du protocole
LMEER-D et du protocole LEACH, et par conséquemnt délai de bout en bout était presque le
plus bas.

Durée de vie du réseau

Afin d’évaluer I'impact de la défaillancesdeceuds sur la durée de vie du réseau nous avons
exposé aléatoirement tout les 150 secondes, lesnd®dds utilisés dans les scénarios de
simulation a un pourcentage variant de défaillaapeés 500 secondes d’exécution. Les figures
suivantes montrent I'évolution de la durée de \@s ©i00 noeuds déployés dans le temps.
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La premiere remarque qu’on peut tirer dgsrés (a), (b) et (c), c’est que 'augmentation
du taux de défaillances dans le réseau a causdagradation dans sa durée de vie et ce, dans
les trois protocoles LMEER-D, LMEER-S et LEACH. @ddst tres attendu car l'augmentation
du taux des nceuds défaillants a pour effet de diemite nombre de nceuds fonctionnels dans le
réseau et par conséquent la durée de vie du ré&seamtier. Néanmoins, la durée de vie du
réseau avec les deux protocoles LMEER-S et LMEE®&dX toujours meilleure que celle du
protocole LEACH. Ceci est grace a l'efficacité denéthode d’équilibrage de charge utilisée
dans ces deux protocoles, en permettant un cordudléa charge de chaque nceud CH lors du
processus de rattachement a son cluster ; les noend€H se rattachent au CH doté de plus
d’énergie et ayant moins de nceuds membres ce guaienie la durée de fonctionnement de ces
nceuds CHs et par conséquent, prolonge la duréediuvéseau en entier.

4.5 Conclusion

Lors de ce chapitre nous avons présenté@eseription détaillée du protocole LMEER , en
exposant son principe de fonctionnement et sesmsuoas pour structurer le réseau en clusters
et communiquer les données captées a la statidbaske Dans notre protocole des techniques
pour assurer une exploitation plus équitable deefgie des noeuds ont été adoptées. Cela est
réalisé a travers une distribution de la chargeraesids sélectionnés pour réle de CHs, leur
nombre de capteurs membres a gérer et paquetsndéatoa router, tout en prenant en compte
les facteurs influant sur la bonne gestion de ksoerce énergétique a savoir leur niveau
d’énergie résiduelle, leur degré et leur distaraerppport aux nceuds voisins et a la station de
base.

L’étude comparative menée par simulation entrgo&formances du protocole LEACH et notre
protocole LMEER a était réalisée sur deux testindis. Le premier de ces tests portait sur
I'effet de la densité du réseau sur ses perfornsanae second test analyse les performances du
réseau dans la présence d'un pourcentage varianhadeids défaillants. Les performances du
réseau dans les deux tests de simulation ont @ééas en fonction de la durée de vie, taux
moyen de livraison de paquets, moyenne d’énergmsaramée et le délai moyen de bout en
bout.

Les résultats du premier test montrent que notoéopole améliore la dissipation d’énergie de
10% comparé a LEACH augmentant ainsi le gain d@eeet prolongeant la durée de vie du
réseau. De méme, les performances de notre pretecdlermes de taux de livraison de paquets
ne se dégradent pas avec la densification du réseaui est I'inverse du protocole LEACH.
Reste a noter que notre protocole utilisant laadse par rapport a la station de base pour
configurer le réseau offre de meilleurs résultate gelui se basant sur le nombre de sauts car
avec la premiere technique il y a moins de messageangés lors de la phase de configuration
du réseau et donc moins d’énergie consommeée, aexglique ses résultats par rapport a I'autre
variante.

Dans le deuxieme test de simulation, notre prowagbrouvé son efficacité dans la conservation
d’énergie car ses performances en termes de dwéeedet d’énergie consommeée ne se
dégradent pas en présence de la défaillance dedsnédnsi, les résultats de simulation obtenus
en termes de délai de bout en bout et de tauwdiedon de paquets, montrent une tolérance aux
défaillances qu’'a présenté notre protocole comparéprotocole LEACH, ce qui le rend
utilisable dans les environnements ou la commuioicat'est pas fiable.
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La conception des réseaux de capteurs est fortemBuéencée par la limitation de la
ressource énergétique disponible au niveau desdeoeapteurs. Actuellement, la plupart des
travaux de recherche sur ce type de réseaux, sosacrés a la conception des protocoles de
routage visant & minimiser I'énergie inhérente eommunications qui sont la source principale
de consommatiod’énergie afin d’optimiser la durée de fonctionneitndu réseau.

Dans cette optique, le routage hiérarchique s'estgmté comme étant une solution prometteuse
pour conserver |'énergie des nceuds, et faciliteralasmission des données capturées dans le
réseau vers la station de base. Selon ce typeutiege les noeuds du réseau sont organisés en
clusters gérés par un seul nceud (cluster-head)luSer-head est non seulement responsable de
la gestion des nceuds de son cluster, mais aussutance de la communication des données
collectées localement a partir de ses noeuds menvams la station de base. Cette structure
hiérarchique permet d’alléger le trafic du réseaweectuant des traitements au sein de chaque
cluster, avant de faire parvenir les données atddoa de base. L'obtention de meilleures
performances pour les réseaux de capteurs aveprdape de clustering résulte d'une
organisation efficace de ses capteurs en clusternsen essayant de produire un nombre stable et
équilibré.

Guidés par un seul objectif, réduire la consation énergétiqgue des noeuds capteurs pour
augmenter la durée de vie du réseau tout en premanbmpte les limites rencontrés dans les
solutions étudiées, nous avons congu un nouveatogoie de routage selon l'approche du
clustering. Ce protocole est nommé LMEERayered Multi-hop Energy Efficient clustering
Routing Protocol) il prend en considération les contraintes impssger les capteurs, basse
capacité de stockage et durée de vie limitée, emgitant une gestion plus efficace de la
ressource energétique lors de la communication dm:ées dans le réseau, a travers
l'introduction d’'une structure en couches pour dadiogie du réseau. Cette configuration en
couches offre une souplesse dans la communisati®nlahnées captées vers la station de base,
en adoptant un routage multi-sauts réalisé ensredeuds relais des différentes couches, ce qui
permet de consommer moins d’énergie pour atteitarstation de base. Par ailleurs, notre
protocole assure un équilibrage dans la chargectieter-heads en termes du nombre de
capteurs a gérer et nombre de paquets a router@la@seau. La prise en compte des capacités
energétiques des nceuds cluster-heads pour groegpeanokeuds capteurs en clusters lors du
processus de rattachement permet d’optimiser lmgsources énergétiques, et d’apporter un
partitionnement de tailles inégales en nombre géecas par cluster.



Conclusion Générale et Perspectives

L'évaluation des performances de notre paia été réalisée par simulation, en utilisant le
simulateur open source J-Sifie dernier contient un module spécifique pour Eseaux de
capteurs sans fil. La série de simulation menéeauie protocole nous a permis de prouver son
efficacité dans la réduction de I'’énergie consomipeeles nceuds capteurs, conduisant ainsi a
une prolongation dans leur durée de fonctionneraeétendant la durée de vie du réseau. Cette
série de simulation a aussi montré I'efficaciténdére protocole dans les réseaux a forte densité
et face a la présence de défaillance, en présem¢antésultats tres intéressant en terme de délai

de bout en bout et taux de livraison de stdtion de base, mais aussi en termes de
préservation de I'énergie des nceuds capteureirése d’e vie du réseau.

Comme perspectives de notre travail, nowgsageons la modification du mécanisme utilisé
lors de I'élection des noeuds relais assurant lgage multi-sauts des paquets de données a la
station de base. Comme amélioration possible, omtmat plusieurs noeuds pour réle du
prochain nceud relais au niveau de chaque clusget-éneec I'application d’un choix probabiliste
parmi 'ensemble maintenu, afin de permettre urctionnement plus robuste pour le réseau.

La deuxieme voie consiste a apporté une amélioratios le mécanisme d’élection des nceuds
cluster-heads, en permettant une sélection de ndeamlsips (cluster-heads remplacants ou
secondaire). Ces derniers prendront le relaisderbépuisement de I'énergie des nceuds choisis
comme cluster-heads primaires. Cette technique gitlande contréler le fonctionnement
cycligue en diminuant le déclenchement périodiqueytbcessus de clustering pour I'élection
des cluster-heads et la formation des clusters.

Aprés avoir testé le réseau dans un environnemergedet homogénes, nous examinerons les
résultats du protocole proposé, dans le cas dsgareavec des nceuds capteurs hétérogenes.
Enfin une derniére perspective consiste a étudigerprotocole dans un environnement mobile.
En effet, pour pouvoir prendre en charge la mabdi¢ la station de base ou des nceuds capteurs

nous devrons modifier le fonctionnement de notretquole de facon a l'adapter a cet
environnement mobile.
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